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INTRODUCTION

Lauren Mooney

“Through their direct connections with the population and their prodigious work in poverty reduction, peacebuilding, humanitarian assistance, human rights and social justice, including in politically complex environments, civil society organizations play a crucial role against the threat of terrorism.” —Maina Kiai, UN special rapporteur on the rights to freedom of peaceful assembly and of association

There is an abundance of evidence that a diverse and dynamic civil society is vital to the health and strength of democracy, and to the national security of a country. Civil society plays an integral role in countering violent extremism and terrorism through delegitimizing terrorist narratives. However, the world has witnessed an alarming rise in restrictions placed on civil society actors to curtail their space and operations, impeding upon the realization of their rights to the freedom of expression, association, and peaceful assembly—frequently in the name of countering terrorism and protecting national security, among other drivers. While this trend first became prevalent in the mid-2000s, civic space has diminished more rapidly in recent years. The International Center for Not-for-Profit Law has recorded the adoption of 64 restrictive laws on civil society from 2015 to 2016 alone. These restrictive measures, in both democratic and undemocratic countries, have hindered the ability of civil society actors to fulfill their vital role of protecting rights and providing services for citizens, and holding governments accountable. Governments use a wide range of tools and approaches to close civic space, including legal constraints, arbitrary detention of activists, and verbal discrediting or public vilification through media campaigns or online trolling from non-state actors.

5 Ibid.
Civil society is a broad term that covers a range of organizations from social movements, to trade unions, to religious organizations, to community-based voluntary associations. Although the issue of closing space ultimately impacts all of civil society, the social justice sector is most often the initial target of government restrictions. Social justice civil society organizations (CSOs)—whether operating in the realm of human rights, development, environmental justice, or anticorruption and transparency—typically utilize some form of advocacy (in addition to research, legal strategies, and other methodologies) to engage with and hold governments accountable to the needs of their citizens.

There are a number of drivers that have contributed to the crackdown on civil society. Experts argue that states have come to recognize civil society’s strength, especially considering its frequent role in challenging the executive branch and, in some instances, overthrowing authoritarian regimes, thereby providing justification for governments to impose such restrictions. These attacks go unchallenged and have increased as the United States and the West begin to fade as beacons for democratic values. Compounded by a lack of U.S. and Western leadership, democracy has retreated while populism is on the rise, compelling states to push back against perceived or alleged external interference, demonizing CSOs as “foreign agents” and “cosmopolitan elites.” These notions have found a more receptive audience internationally; globalization has given way to renewed calls for sovereignty.

Civil society now faces new challenges in a complex global terror environment, as governments and nonstate actors have used counterterrorism legislation and measures as pretexts for closing civic space. In the wake of the devastating September 11 attacks, the international community immediately mobilized into action, bringing the issue of terrorism to the forefront of global security priorities. Only two weeks after the attacks, the UN Security Council unanimously adopted Resolution

---

6 Amanda Murdie, “Do Civil Society Restrictions Reduce Terrorism?,” CSIS, forthcoming. Please note that the data on laws related to civil society was provided by ICNL in late 2017. There were 158 initiatives included in the dataset that were both negative and enacted in countries recognized in the international system.

7 Stephan, “Responding to the Global Threat of Closing Civic Space: Policy Options.”


1373 (2001), which called for comprehensive action with concrete steps to combat international terrorism. Without defining terrorism, it directed states to “enhance coordination of efforts on national, subregional, regional and international levels in order to strengthen a global response to this serious challenge and threat to international security.” Following the adoption of Resolution 1373, the UN General Assembly also put in place a Global Counter-Terrorism Strategy, which requires states to adopt and implement measures to prevent and combat terrorism based on the principles laid out in the strategy, including the condemnation of terrorism, promoting a culture of peace and justice, and coordination and cooperation among states in combating crimes related to terrorism. Perhaps most importantly, the documents neither define terrorism nor properly emphasize the importance of human rights protection within a counterterrorism strategy. Over 15 years later, there is still not a universally accepted definition of terrorism or agreement on the limits of efforts to prevent it.

Over 140 governments have adopted counterterrorism legislation since September 11, 2001. Due to the lack of an agreed-upon international definition of terrorism, states adopt their legislation from different starting points. Consequently, counterterrorism laws range from specific and precise, to broad and vague. For example, China uses ambiguous language to define terrorism as “actions that create social panic [and] endanger public safety... through methods such [as] violence, destruction, intimidation, so as to achieve their political, ideological, or other objectives.” Likewise, Jordan defines it as any attempt to “disturb public order, endanger public safety and security... or disturb national security by means of threat, intimidation, or violence.” Similarly, Egypt’s NGO law specifically targets CSOs, going so far as to define an organization’s statute in order to protect national security: “The organization’s basic statute should include a provision on the respect for Egypt’s Constitution, and prohibition from engaging in any work that the government considers harmful for national security, public order, public morals, or public health.”

These varied laws demonstrate that governments not

---

14 See the CSIS database of legislation on the definition of terrorism at https://www.csis.org/programs/international-consortium-closing-civic-space-icon/aligning-security-and-civic-space-0.
15 Green and Baydas, “Countermterorism Measures”
16 See the CSIS database of legislation on the definition of terrorism at https://www.csis.org/programs/international-consortium-closing-civic-space-icon/aligning-security-and-civic-space-0.
17 Ibid.
18 Ibid.
19 Ibid.

---

**Egypt, 2017 NGO Law**

*Article 3*: the organization’s basic statute should include a provision on the respect for Egypt’s Constitution, and prohibition from engaging in any work that the government considers harmful for national security, public order, public morals, or public health. [emphasis added]
China, 2015 Counterterrorism Law

*Article 3: “Terrorism” as used in this Law refers to propositions and actions that create social panic, endanger public safety, violate person and property, or coerce national organs or international organizations, through methods such [as] violence, destruction, intimidation, so as to achieve their political, ideological, or other objectives.* [emphasis added]

only tend to use overly broad language but also conflate terrorist threats with broader issues of national security and public order. Moreover, invoking their fight against terrorism, they are adopting and enacting laws and measures that are noncompliant with international human rights principles and standards and further narrow the space around civil society. By blurring the lines between terrorism and real or alleged national security threats, CSOs are even more vulnerable to abuse. As Fionnuala Ní Aoláin, UN special rapporteur on the protection and promotion of human rights while countering terrorism, explains, “By any stretch of the imagination targeting civil society actors is wholly inconsistent with meaningfully attending to genuine terrorist threats.”

This is exemplified by Saudi Arabia’s recent actions, having arrested and detained up to 60 prominent civil society activists in the name of countering terrorism. Likewise, the ambiguity between terrorism and national security threats does not exist exclusively in the language of legislation, but is as well embodied in governments’ enforcement measures. For instance, in February 2018, the Egyptian Armed Forces announced the launch of a comprehensive military operation that aims to end terrorism; the operation will also “combat other crimes that affect Egypt’s internal security and stability.”

As the scope of counterterrorism legislation evolved, it has been normalized and sometimes absorbed into national law, creating a worrying vagueness between exceptional emergency security measures for countering terrorism and ordinary criminal and civil processes. These temporary emergency security measures offer an expansion of legal regulation, extension of criminal law to new categories of offenses, and sustained limitations on rights from assembly to association. According to international law, states are permitted to derogate from certain human rights obligations during a state of emergency. The United Nations stipulates that these measures must be of an exceptional and temporary nature, with their imposition only on the condition of exceptional threat to the life of the nation. Despite the fact that both national legislation and international law offer limitations to the state of emergency, governments oftentimes ignore these limitations or offer false pretenses to extend the state of emergency. In France, experts raised concerns on the prolonged state of emergency in the country since the November 2015 Paris attacks. Though President Macron lifted it for the first time

21 Ibid.
24 Ibid.
26 Ibid.
Gender is an important component that is often lost in the dialogue surrounding counterterrorism and closing civic space. Women and other marginalized groups are frequently collateral damage or direct targets in the fight against terrorism, with their fundamental freedoms increasingly restricted by states sliding into authoritarianism. Women’s rights organizations also find themselves vulnerable to funding crises as civic space closes.

Yet, the role of women’s and women’s rights organizations continues to be increasingly important in a variety of political contexts and crises. Moving forward, it will be critical to ensure that these voices are placed at the center of the discussion, considered agents of change and peace, and to create and implement counterterrorism policies that do not enforce gender stereotypes. Indeed, the nuanced nature of CSOs should be captured. According to a women’s organization in sub-Saharan Africa, “Counterterrorism policy needs to acknowledge our resistance to terrorism as activists and communities; we are all seen as one right now—we are all lumped into the same box.”

in October 2017, it was replaced by a new antiterrorism law that made many special provisions permanent, including the powers held by the police and investigators to raid, detain, and question terrorism suspects.

Civil society is not merely victim to states’ abuse of counterterrorism legislation. The international community’s attempts to stem the flow of illicit funds to terrorist organizations has also frequently led to the closing of civic space. The Financial Action Task Force on Money Laundering (FATF) was first established by the 1989 G-7 Summit to address the risk of money laundering. Its mandate was expanded after 9/11 to tackle the issue of terrorist financing. FATF created Recommendation 8 to prevent the abuse of the nonprofit sector by terrorist organizations, believing that all nonprofit organizations were at high risk to terrorist financing. This notion of extreme risk in the sector has done incalculable damage to civil society. In addition to giving governments an excuse to crack down on peaceful, legitimate organizations that are a thorn in their side, many countries have directly or indirectly used FATF compliance as a justification to pass restrictive laws in the name of countering terrorism. For example, FATF strongly pressured Brazil—threatening sanctions—to adopt counterterrorism and combating terrorist financing legislation, though there are no active terror-

31 Duke Law, Tightening the Purse Strings.
Early Warning Signs—The Targeting of LGBTI Rights by Harsh Counterterrorism Laws

As restrictive counterterrorism laws sweep the globe, lesbian, gay, bisexual, transgender, and intersex (LGBTI) rights are among the first rights to be attacked and the last to be protected by fellow CSOs. Frequently depicted as agents of foreign propaganda, LGBTI groups and individuals face discrimination, harassment, imprisonment, and countless other forms of abuse. Governments justify the seizure of their rights as a matter of national security, saying that draconian counterterrorism laws are necessary to stop the spread of insidious Western influence and values.

Examining 2017 alone paints a disturbing picture of a global backlash against gay rights. In Egypt, the government has increased arrests for openly LGBTI individuals for threatening the public order, and several public figures issued staunch condemnations of homosexuality, with one television host even saying that it “is a crime that’s as terrible as terrorism.” Over 100 gay and bisexual men were detained, tortured, and murdered in Chechnya in April 2017, yet another stain on Russia’s sordid history of LGBTI abuse. And the Indonesian Defense Minister claimed that “[i]t’s as we can’t see who our foes are, but out of the blue everyone is brainwashed—now the [LGBTI] community is demanding more freedom, it really is a threat.” Turkey banned all LGBTI events using the justification of protecting public security. Across a multitude of factors, homophobia, masquerading as a safeguard for national security, endangers LGBTI individuals globally.

The health of LGBTI CSOs within a country can serve as a weathervane for the state of broader civil society. As the Global Philanthropy Project notes, the targeting of LGBTI groups often signals an incoming crackdown on civil society writ large.

ist groups in the country. In response, Brazil passed a counterterrorism law described by human rights groups as “a serious setback for democracy because, under the justification of protecting the country, the law aims to criminalize social movements and activists fighting for their rights.” Despite these obstacles, there have been recent advancements to remedy the damage done by FATF to the nonprofit sector. Due to pressure from a coalition of civil society actors, FATF removed language from Recommendation 8 that characterized nonprofits as “particularly vulnerable” to terrorist abuse.

Considering this complex global landscape, the CSIS international consortium on closing civic space (iCon) produced a series of five case studies—Australia, Bahrain, Burkina Faso, Hungary, and India—that illustrates the various contexts surrounding security and civil society. Through in-country interviews and desk research, these case studies characterize each country’s legislative and operational environment for civil society, national security threats, and counterterrorism approach. The case studies contained in this report examine the impact of counterterrorism laws and practices on the space for civil society. The report highlights the challenges of unwinding counterterrorism legislation put in place after devastating terrorist attacks and upholding human rights obligations in the face of real and perceived security threats. Moreover, it emphasizes the need to regard security and human rights as complementary priorities instead of competing ones and make recommendations to that end.

Each case study highlights a different set of threats to civic space emanating from concerns about national security and terrorism. The Australia case, as articulated by Shannon N. Green, is a classic example of a government adopting far-reaching and exceptional counterterrorism powers that could impact civil society, and the enjoyment of human rights at large, if they are misused. The effect of these measures is already being experienced by human rights advocates who express dissent against these laws or engage in sensitive activity, like representing or advocating for refugees and migrants, religious minorities, or indigenous communities.

Alma Abdul-Hadi Jadallah’s Bahrain study demonstrates how vaguely defined and politically motivated counterterrorism laws and other restrictive measures are used to stifle human rights defenders, journalists, human rights organizations, humanitarian organizations, and political opponents. In Bahrain, space for civil society is effectively closed, with only government-organized CSOs functioning.

---


40 Ibid.
Burkina Faso, on the other hand, illustrates the challenges that civil society faces in the absence of effective public institutions and a strong judiciary while the threat of terrorism looms. Julie N. Snyder discusses how civil society has historically played an outsized role in holding the government of Burkina Faso accountable and delivering services. It now faces new vulnerabilities from the government and an increasingly dire security situation.

The cases of Hungary and India are distinct in that the threat of terrorism has been overblown by nationalist leaders to justify a crackdown on civil society and close civic space. As Sohini Chatterjee and Péter Krekó explain, civil society in Hungary has suffered substantially under the rule of Prime Minister Viktor Orbán and his political party, Fidesz. Under the pretext of the unprecedented migration crisis, Fidesz has consolidated control over the legislative and judicial branches, as well as the media, in order to execute its campaign to establish an illiberal regime.

In a similar vein, India’s authorities championed nationalism and successfully branded the opposition as antinational or a threat to India’s national security. Lana Baydas’s case study examines how violent public discourse has been used to further silence CSOs, human rights defenders, and dissidents. India represents a unique case because civil society faces threats from both the government and nonstate actors, who troll, kill, and harass civil society activists.

All of the case studies in this report found that governments have instrumentalized the vague terms of “counterterrorism,” “national security,” or “public order,” as it suits their interests, to clamp down on civil society. As global terror threats morph and expand, the international community must, now more than ever, mobilize and coordinate in response. It is imperative that this response avoids infringing upon the rights of peaceful civil society actors whose role is integral to the prevention of violent extremism.
Australia’s Exceptional Counterterrorism Powers
Is There Room for Improvement?

Shannon N. Green

Background

The threat of terrorism in Australia is serious and enduring. Since 2014, the national terrorist threat level has been elevated to probable, meaning that there is credible intelligence suggesting that individuals or groups possess the intent and capability to conduct a terrorist attack in Australia. The primary threat is from lone actors or small groups of extremists carrying out unsophisticated plots using weapons that are easily available (kitchen knives, cars, etc.). These attacks are hard for law enforcement agencies to thwart given that the plans do not require significant external support or funding, and the plotters rarely provide advance warning of their intentions. At the same time, Australia faces the risk of sophisticated plots developed by terrorist cells, linked to international organizations. Over the last three years alone, authorities have disrupted 14 major operations in the planning stages, including a twin terror plot discovered in 2017 to blow up a commercial airliner and unleash poison gas in a public space.

Despite the government’s successes in detecting and disrupting plots, terrorists have executed five terrorist attacks since 2001. In September 2014, an 18-year-old attacked two counterterrorism police officers with a knife outside the Victoria Police Endeavour Hills station. A year later, a 15-year-old boy shot and killed Curtis Cheng, an unarmed civilian employee of the New South Wales Police Force in Parramatta, Australia. The most high-profile attack occurred in December 2014 when a lone gunman held 18 hostages at a café located at Martin Place in Sydney, Australia. Mother-of-three Katrina Dawson and café manager Tori Johnson lost their lives in the 16-hour standoff and siege of the café. In 2016 and 2017, there were two stabbings conducted by young men thought to be inspired by the Islamic State in Iraq and Syria (ISIS). During the field research for this chapter in December 2017, a man drove his car into pedestrians crossing a busy intersection in Melbourne, injuring 19 people. Police have not deemed this incident a “terrorist attack” even though the mentally disturbed individual said that he was motivated by mistreatment of Muslims.

External propaganda, particularly from ISIS, has played a prominent role in many of these incidents. ISIS has used the power of the internet and a tAI-
lored messaging campaign to entice 220 Australians to travel to Iraq and Syria and fight for the so-called caliphate. In addition to the threat from Islamist extremists, the Commonwealth remains vigilant to other forms of extremism. While there are no designated terrorist organizations representing far-right or far-left ideologies in the criminal code, the government uncovered a right-wing plot in August 2016 and arrested the instigator.

The Australian government has responded to these threats with a robust counterterrorism strategy that rests on five pillars:

- challenging violent extremist ideologies;
- stopping people from becoming terrorists;
- shaping the global environment;
- disrupting terrorist activity within Australia; and
- having effective responses and recovery should an attack occur.

This strategy is complemented by and closely coordinated with efforts to counter violent extremism (CVE). In recent years, the Commonwealth has stepped up its CVE efforts, with the long-term goal of reducing “the risk of home-grown terrorism by strengthening Australia’s resilience to radicalization and assisting individuals to disengage from violent extremist influences and beliefs.”

Australia’s CVE approach aims to work with communities and partners to identify and intervene with “at-risk” groups and individuals and, where possible, divert them from the path of violent extremism. The hope is that teachers, healthcare workers, family members, and influencers can disrupt the radicalization-to-violence process before there is a need for law enforcement to get involved.

High-level government officials explain that this strategy is threat-based, not ideological, and is proportionate to the threat environment in Australia. As new threats develop, and departments realize that they are lacking the tools to address the risks on the horizon, they develop new authorities and capabilities. Their goal is to be ahead of the curve rather than lurching from crisis to crisis. Critics, on the other hand, argue that the threat of terrorism is overblown and has led to the creation of a sweeping national security regime and body of laws that undermine the very democratic freedoms that counterterrorism efforts are meant to protect. They allege that the government has adopted laws and accrued powers that it does not require, as evidenced by how infrequently it invokes exceptional counterterrorism authorities. This chapter explores these issues in detail, exam-

4 Shannon N. Green and Andrew Shearer, interview with senior government officials, Canberra, Australia, December 18, 2017.
7 Shannon N. Green and Andrew Shearer, interview with senior government officials, Canberra, Australia, December 18, 2017.
8 Ibid.
9 Shannon N. Green and Andrew Shearer, interview with senior government official, Canberra, Australia, December 18, 2017.
10 Shannon N. Green and Andrew Shearer, interview with senior government official, Canberra, Australia, December 19, 2017.
11 According to the Global Terrorism Index, which objectively measures and ranks countries based on the impact of terrorism, Australia is in the middle of the pack at 65 out of 130 countries—meaning it is significantly less terror prone than France or the United Kingdom and significantly more terror prone than Norway or Switzerland. The country is, however, a part of a global trend of increasing threat in Organization for Economic Cooperation and Development (OECD) countries due to Islamic State in the Levant (ISIL) and ISIL-inspired attacks.
ining the impact of Australia’s counterterrorism measures on human rights, particularly the freedoms of association, assembly, and expression. It concludes with recommendations for ensuring human rights and security against a backdrop of enduring terrorist threats.

**Counterterrorism Regime**

In the last 15 years, Australia has passed a raft of legislation creating new criminal offenses related to terrorism; ascribing novel authorities to the executive branch and police; and shifting law enforcement’s approach from one of reaction to prevention. Many of these measures were passed following major international terrorist attacks and have created a web of laws with broad scope and reach. Before 2001, only Australia’s Northern Territory had a law directly aimed at the prevention of terrorism.12 All other jurisdictions treated politically motivated violence, including terrorism, under the traditional criminal code. Since the September 11 attacks on the World Trade Center and Pentagon, the Commonwealth Parliament has passed 67 pieces of antiterror legislation.13 These laws—Part 5.3 and 5.5 of the Criminal Code Act 1995—do the following:14

- Define a terrorist act as an “act, or a threat to commit an act, that is done with the intention to coerce or influence the public or any government by intimidation to advance a political, religious or ideological cause, and the act causes: death, serious harm or endangers a person; serious damage to property; a serious risk to the health or safety of the public, or seriously interferes with, disrupts or destroys critical infrastructure such as a telecommunications or electricity network." A terrorist act does not include engaging in advocacy, protest, dissent, or industrial action where a person does not have the intention to urge force or violence or cause harm to others. If found guilty of committing a terrorist act, a person could face up to life imprisonment.

- Create a range of new offenses, including criminalizing those who commit a terrorist act; plan or prepare for a terrorist act; finance terrorism or a terrorist; provide or receive training connected with terrorist acts; possess “things” connected with terrorist acts; or collect or make documents likely to facilitate terrorist acts. A person may be convicted of a terrorist act if he/she intends to commit one of these offenses or if the person was reckless as to whether his or her actions would amount to a terrorist act.

- Allow the government (by attorney-general decree) to designate a terrorist organization if it advocates terrorism or engages in preparing, planning, assisting, or fostering the doing of a terrorist act. The threshold is high for adding an organization to the list. Once an organization is included on the list, a range of offenses apply to those who are linked to that organization through financial support, membership, or other types of association.

- Establish a control order regime if the Australian Federal Police, with the concurrence of the attorney-general and the courts, believing it is necessary to prevent a terrorist attack. Control orders allow law enforcement to set a range of limits on a person’s mobility and interactions without having to prove that person’s guilt in a court of law. Restric-


13 Ibid.

tions can include: stopping a person from being in a particular area or leaving Australia; communicating or associating with certain people; owning or using certain things; carrying out certain activities, like work; or accessing certain forms of technology such as the internet. It can also require individuals to wear a tracking device, stick to a curfew, report to a designated official, and be fingerprinted and photographed. Control orders cannot last longer than 12 months for people 18 and older. It can apply to children aged 14 to 18 for a maximum of three months.

- Enable the government to preventatively detain someone, without charge or trial, where there is a threat of an imminent terrorist attack or immediately after a terrorist attack has occurred. Under Commonwealth law, the maximum amount of time a person can be preventatively detained is 48 hours. Under state and territory laws, a person can be detained for an additional 12 days, for a maximum of 14 days. The preventative detention regime cannot be used for children under the age of 16, although the government is looking to lower the age threshold.

- Allow the government to keep individuals convicted of a terrorist offense in custody indefinitely after they have served their prison sentence if there is reason to believe that they continue to pose a grave danger to the community. This post-sentence detention regime will come into play in 2020 when the first group of Australians with terrorism-related convictions complete their sentences.

- Conduct warrantless searches whereby police officers can enter a premise to prevent a “thing” from being used in a terrorist attack or where there is a serious and imminent risk to a person’s life. While on the premises, law enforcement can seize any other “thing” if they have reasonable grounds to believe that doing so is necessary to protect public safety.

- Provide an extended questioning period (with the approval of a judicial officer) of 24 hours, compared to the 12 hours allotted for nonterrorism offenses. This additional period may be granted where it is necessary for police to collect and analyze information from overseas authorities, operate between different time zones, or translate material. During questioning, the suspect has the right to have a lawyer present.

- Designate areas where Australians are prohibited from traveling, unless they qualify for exemptions for humanitarian workers, journalists, or family members. Thus far, Raqqa and Mosul are the only zones that have been designated (Mosul has since been rescinded). Travel to a designated area without prior authorization could result in a 10-year prison sentence. This tool gives the government the ability to keep suspected foreign fighters in custody without having to reach the evidentiary standard required for a terrorism offense.

- Allow the government to strip dual nationals convicted or suspected of terrorism of their Australian citizenship. The law does not allow anyone to be rendered stateless.

- Broaden authorities’ electronic surveillance powers, not only for terrorist suspects but also for those believed to be in communication with the person(s) under investigation. For example, a 2015 law required internet providers and telecommunications companies to store stipulated customer metadata (i.e., information generated by customers calling, texting, or using the internet) for at least two years. In October 2017, the Coun-
The Council of Australian Governments (COAG) announced its intent to set up a national facial biometric database that can quickly match individuals’ photos from passports, visas, driver’s licenses, and other forms of photographic identification. This database will consolidate and make information sharing easier between databases that already exist at the state and territory level, and is meant to stem homegrown terrorism.

In addition to these counterterrorism laws, the government has several pieces of legislation in the pipeline, meant to close perceived gaps in the national security toolkit. This includes a law that would oblige technology companies to provide security agencies with access to encrypted user communication and a package of bills aimed at curbing foreign interference in Australian politics. The latter would criminalize “covert, deceptive and threatening actions” that attempt to sway the Commonwealth’s political process or undermine national security. Under this new regime, civil society organizations that spent over $100,000 Australian dollars ($75,121) on political advocacy during a single year over the past three years would be classified as political campaigners. As such, they would need to declare donations from foreign sources in excess of $250 Australian dollars ($187.80) with the Australian Electoral Commission. Civil society organizations have mobilized against this effort, fearing that it will inhibit their ability to access foreign funding and advocate on issues critical for their sector. They also decry the onerous reporting requirements contained in the bill, which will tie them up with red tape and divert their attention from their advocacy and service delivery missions. Government officials have not been sympathetic to civil society’s concerns, insisting that such controls are needed to prevent foreign powers from exploiting charities to undermine democratic processes in Australia.

Many of the counterterrorism laws detailed above were necessary to close gaps in Australia’s criminal code following September 11. As Australian legal expert George Williams argues, Australia required new antiterror laws to deal with the specific and unique nature of the problem. For example, the Commonwealth needed a statutory framework for preventing the financing of terrorist attacks overseas and for classifying organizations as terrorist entities. Similarly, criminal law in 2001 was not geared toward preventing a devastating terrorist attack. For most other criminal offenses, the force of the law can only be applied once a criminal act has been committed. Australia realized that it needed a legal framework to intervene sooner in the chain of events to prevent catastrophic damage and loss of life. Government officials explain that such measures were necessary to uphold its responsibilities to protect fundamental human rights, including the right to life and right to assembly.

However, in its desire to guard against terrorist attacks and protect the citizenry, Australia has created exceptional powers that raise questions about the impact on civil society, Muslim communities, and civil liberties.

18 Williams, “A Decade of Australian Anti-Terror Laws.”
19 Ibid.
20 Ibid.
Impacts

Impact on Human Rights
One serious concern about Australia’s counterterrorism regime is the permanent nature of powers and authorities that were supposed to be exceptional. It has become clear that the war on terror—though the name is no longer in vogue—will continue unabated as long as the threat morphs and spreads. While a few of Australia’s laws have a sunset clause, most are in effect for an indefinite duration. This creates a danger that the laws could be used long after they are necessary.

Another question centers around whether Australia’s counterterrorism measures are necessary and appropriately calibrated to the threat. Government interviewees insist that they do not ask for tools that they do not need, and that there are multiple checks and balances in the system to ensure that counterterrorism powers are not abused. Human rights advocates disagree. Several lawyers interviewed said that existing laws were capable of addressing emerging threats, and, therefore, there was no need for additional measures. The sharpest rebuke came from Gillian Triggs, the former Australian human rights commissioner who has been at loggerheads with the government. She argued that successive administrations had taken advantage of the fear caused by terrorism to introduce laws that were “out of proportion to the legitimate aim of protecting national security.”

This criticism has been hard to prove because the government has not disclosed classified information justifying the need for these measures. Interviewees also expressed dismay with the speed at which counterterrorism laws are enacted. Under the Howard coalition government, which was in power during September 11, 2001, and remained so until December 2007, the federal parliament enacted an average of 7.7 pieces of national security legislation each year. The tempo slowed under the Rudd and Gillard governments but picked back up with the advent of ISIS and particular challenges related to its international recruitment campaign. Australia has passed an additional nine laws in the past three years to deal with foreign fighters and the radicalization of Australians as young as 10 years old, among other issues. The rapid clip of legislation does not allow for sufficient consultation with civil society or consideration of human rights impacts. External experts often have just days to review and comment on massive pieces of legislation. Even government interviewees admit-
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ted to very rushed timelines for counterterrorism laws. As a result, avoidable mistakes have been made, such as when the government had to revise section 35P of the Australian Security Intelligence Organization (ASIO) act (concerning offenses for the disclosure of information relating to a security intelligence organization) because it was deemed unconstitutional and in violation of Australia’s obligations under international human rights law.28

In addition to these overarching concerns, specific powers are clearly inconsistent with international human rights norms that guarantee personal liberty, due process, and the presumption of innocence until proven guilty. The control order regime, for instance, can limit an individual’s movements, communications, and professional and personal interactions if doing so would substantially assist in preventing a terrorist attack. Control orders can be put in place even if a person has not been charged and will never be tried. Numerous bodies in Australia, including the Parliamentary Joint Committee on Human Rights (PJCHR), have determined that the control orders regime violates a range of human rights guarantees, including the right to the security of the person; the right to be free from arbitrary detention; the right to a fair trial; the right to freedom of expression; and the right to freedom of movement.

Counterterrorism laws and practices also infringe on freedom from arbitrary detention by authorizing indefinite post-sentence detention for those convicted of terrorism offenses, and threaten the right to a fair trial by allowing convictions based on evidence potentially not seen by the accused or his/her legal representative.29 In addition, human rights advocates are deeply concerned about ASIO’s questioning and detention powers which are “some of the most intrusive and worrying aspects of Australia’s counterterrorism regime.”30 Essentially, a person can be taken into custody and questioned for seven days without external communication, legal representation, or being suspected of any crime if ASIO believes they have information that will help prevent a terrorist attack. Incriminating information disclosed during this period of detention can be used against the individual if they are eventually charged.

Human rights organizations have documented these inconsistencies and made recommendations to align the Commonwealth’s counterterrorism laws with its human rights obligations.31 These calls have mostly gone unheeded.

Impact on Civil Society

Critics allege that cumulatively Australia’s counterterrorism laws and policies have had a “chilling effect” on civil society and human rights defenders. United Nations Special Rapporteur on the situation of human rights defenders, Michel Forst, issued a critical statement at the end of his fact-finding mission in late 2016. He was “astonished to observe mounting evidence of a range of cumulative measures that have levied enormous pressure on Australian civil society.”32 Expecting
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to find an exemplary environment for civil society, instead he found a growing body of statutory laws and measures, at the federal and state level, constraining the rights of defenders.

These efforts have disproportionately affected organizations working on environmental protection, refugee and immigrant rights, and indigenous communities. Interviewees explained that organizations focused on these “sensitive” issues have faced online threats from anonymous sources, as well as pressure from the government to separate their advocacy efforts from service provision. According to one interlocutor, the government has floated potential legislation requiring environmental organizations to devote a certain percentage of their budget to remediation vice advocacy.33 Forst also noted that “Community Legal Cent[er]s are facing a cut of nearly one third of their budget nationally, and that Environmental Defenders Offices and the National Congress of Australia’s First Peoples have completely been defunded by the Federal Government. Those that continue receiving funds have to abide by the so-called ‘gagging’ clauses in their funding agreements, instructing them against ‘lobbying’ the Governments or ‘engaging in public campaigns.’”34 A less concrete example of the “chilling effect” was the fact that most lawyers and activists working on human rights were unwilling to be interviewed on record for this report, fearing a loss of access to government officials.

Human rights advocates also complain of attempts by government officials to discredit, intimidate, or delegitimize their work and their organizations.

Special Rapporteur Forst expressed dismay at these public defamation campaigns, stating that “environmentalists, whistleblowers, trade unionists and individuals like doctors, teachers, and lawyers protecting the rights of refugees have borne the brunt of the verbal attacks.”35 The most prominent target of official condemnation was the former Australian human rights commissioner, Gillian Triggs. Supporters of Triggs charge that she was the victim of a coordinated government campaign to impugn her integrity and impartiality after the commission published a scathing report on child immigrant detention. Opponents argue that she allowed politics to affect her judgment and used a taxpayer-funded institution to pursue a radical, leftist agenda. These sentiments break down along partisan lines. Regardless of which narrative one believes, since her departure, the commission has become more tempered in its criticism of the government’s human rights record as it attempts to rebuild trust with and access to officials.

Beyond these broad impacts to the sector, counterterrorism laws constrain freedom of association by criminalizing contact with a terrorist organization, even if the individual involved has only a tangential relationship to that entity and has no proven intent of engaging in or providing support to a terrorist organization. One interviewee shared the story of a university student being detained because she borrowed her sister’s laptop, and her sister had tenuous links to an individual associated with a group on the terrorist list.36 The student was eventually released but not without tarnishing her reputation and causing her to quit school.
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Impact on Rule of Law
Since the initial tranche of antiterror legislation was passed in 2002, human rights and civil liberties advocates, as well as some in the legal community, have expressed concern about the potential for the preemptive approach to extend to other areas of the law. A decade and a half of experimentation with preventative counterterrorism authorities has fundamentally changed Australia’s approach to criminal policing and law enforcement. Legislation has now been adopted criminalizing preparatory acts related to espionage and treason and child sex trafficking, and the control order regime has been adapted to deal with biker gangs in South Australia. This slippage of extraordinary measures into everyday policing has also been witnessed in the way that Australia deals with immigration and security assessments.

Government officials convey that this is a natural evolution, given the nature of criminal activity, and question why they would not prevent terrible things from happening rather than wait for a criminal act. The public seems to support this approach—interviewees estimated that approximately 80 percent of the Australian populace expects the government to take proactive steps to prevent criminal offenses of all kinds, including terrorism. Yet, the consequences of loosening human rights protections for people merely suspected of intending to commit a crime raises the likelihood that an increasing number of Australians will be wrongfully accused and face the attendant punishment. Over time, these preemptive approaches to law enforcement threaten to undermine the very freedoms and civil liberties that national security efforts are meant to protect.

Safeguards
Despite these extraordinary counterterrorism powers, Australian authorities have rarely used them. Even the government’s sharpest critics concede that there are very few instances of overreach or abuse of these provisions. In fact, the control order regime has only been applied in six instances, and the ASIO questioning and detention warrants that cause so much consternation have never been used. The government notes these facts as proof of its restraint and the safeguards in place, including institutional checks and oversight mechanisms.

First, government officials assert that parliamentary scrutiny serves as a significant barrier to pushing through legislation that violates human rights. According to one senior government official, “human rights considerations are hardwired into the legislative process.” This is because parliament passed the Human Rights (Parliamentary Scrutiny) Act 2011, which stipulates that, when introducing a bill, legislators have to include a “statement of compatibility” verifying that the legislation is consistent with Australia’s human rights commitments. It also established the Parliamentary Joint Committee on Human Rights (PJCHR) to consider whether proposed legislation complies with Australia’s international human rights obligations. While this was a positive step, the PJCHR’s recommendations are unenforceable and have been generally ignored. For example, the PJCHR found that the “Foreign Fighters” legislation, which forbids travel
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to certain declared areas, undermined the right to a fair trial and the presumption of innocence. The bill passed anyway. Likewise, the statement of compatibility has proven to be an insufficient check on legislative overreach. Interviewees explained that the quality of the statements themselves has been poor, has failed to make a strong legal case for Australia’s international human rights obligations, or has had little influence on the legislation adopted or government policy.

In addition to the PJCHR, the Parliamentary Joint Committee on Intelligence and Security (PJCIS) carefully considers all legislative proposals, including the human rights implications. The PJCIS reviews the statement of compatibility and hears testimonies from outside organizations and experts. At times, these hearings have led to improvements to the legislation or better approaches to achieve the same security result with less impact on human rights. This happened with respect to the “declared areas” offense and provisions to revoke Australians’ dual citizenship. Yet, most interviewees described the legislative process as extremely rushed and lacking sufficient debate, consultation, and scrutiny, blunting the potential for opposition to form. In addition, 10 out of 11 members of the PJCIS hail from the two major parties, the Labor Party and the Liberal Party, which tend to vote together on counterterrorism legislation. The PJCIS, while a useful forum for legislative review and debate, thus has not served as an effective tool for preventing the adoption of legislation that violates international human rights standards.

Second, defenders of the Commonwealth’s counterterrorism approach highlight internal bodies that help identify and mitigate the risk of abuse. For instance, the independent national security legislation monitor (INSLM)—a unique oversight position appointed by the governor-general for up to two, three-year terms—individually reviews the operation, effectiveness, and implications of national security and counterterrorism laws; considers whether the laws contain appropriate protections for individual rights, remain proportionate to terrorism or national security threats, and remain necessary; and assesses whether laws are being used for purposes unrelated to terrorism or national security. Reviews can be initiated independently by the INSLM or referred to the INSLM by the prime minister or PJCIS. When conducting reviews, the INSLM is required to consider whether the laws are consistent with Australia’s human rights obligations, counterterrorism obligations, and international security obligations. The INSLM has access to all relevant material, including highly sensitive documents, and can compel government officials to answer questions. Even with the wide latitude and authority bestowed upon the INSLM, those in the position have taken a tailored, pragmatic approach. In the past seven years, the INSLM has issued reports on matters including control or detention safeguards, ASIO’s questioning and detention powers, and the impact of ASIO legislation on journalists, in addition to its annual reports.

The impact of the INSLM’s reviews has been mixed. After reviewing Section 35P of the ASIO act, the INSLM concluded that it would negatively affect journalists reporting on special intelligence operations and have a chilling effect on freedom of the press. The government accepted these recommendations and amended the language. In other cases, the government has not changed course because of the INSLM’s recommendation. For example, former INSLM the Hon. Roger Gyles endorsed a special advocates regime to provide
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potential controlees with a choice of counsel from a pre-cleared pool. The government accepted this recommendation and is putting a special advocates regime in place. Yet, the previous INSLM the Hon. Bret Walker recommended that the control order regime as it was constructed be abolished altogether—a position that was rejected by the government.

Another important oversight mechanism is the inspector-general of intelligence and security (IGIS), an independent statutory office holder who reviews the activities of the six intelligence agencies: ASIO, Australian Secret Intelligence Service, Australian Signals Directorate, Australian Geospatial Intelligence Organization, Defense Intelligence Organization, and Office of National Assessments. The mandate of IGIS is to ensure that intelligence agencies “act legally and with propriety, comply with ministerial guidelines and directives, and respect human rights.”

Senior government officials asserted that IGIS is powerful and autonomous. It has the right to initiate investigations or take up complaints referred by ministers. In conducting an inquiry, IGIS has full access to intelligence agencies’ premises and internal documents, even highly classified materials related to operations. In addition, the inspector-general can require the attendance of witnesses and take sworn evidence.

Government officials repeatedly referenced the central role of IGIS in providing a check on the abuse of counterterrorism powers; yet, civil society actors did not seem aware of or reassured by the ability of IGIS to curb government overreach.

Finally, Prime Minister Turnbull recently announced a major government reorganization that will create a new home affairs portfolio, consolidating the agencies responsible for immigration, border security, counterterrorism, cybersecurity, transport security, domestic intelligence, and emergency management under one senior minister, much like the Department of Homeland Security in the United States. Senior government officials suggest that this reorganization will strengthen human rights and civil liberties protections by separating counterterrorism functions from the Department of Justice. According to this argument, the attorney general and his staff will now have greater autonomy and ability to challenge the legality and constitutionality of counterterrorism practices. In reality, the attorney general will continue to have a central role in supporting the government’s counterterrorism agenda and is unlikely to part ways with the Home Affairs ministry on counterterrorism matters. Human rights advocates also fear that the abuse of counterterrorism provisions will increase with the creation of a consolidated security department, under the leadership of Peter Dutton, who also serves as the minister of immigration and border protection. Dutton is a lightning rod for the human rights community, as he oversees Australia’s controversial policy of refusing to allow asylum seekers arriving by boat to come onshore and keeping refugees and asylum seekers in inhumane conditions on Manus and Nauru islands. In addition, Dutton angered human rights activists when he labeled lawyers who represent asylum seekers as “un-Australian.”

The courts have not served as a significant barrier to the implementation of counterterrorism measures or as a guardrail for government overreach. This is largely because Australia is one of the only
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democratic countries without a bill or rights or constitutional guarantees of civil liberties. Moreover, although Australia is party to core international human rights instruments—including the International Covenant on Civil and Political Rights; the International Covenant on Economic, Social and Cultural Rights; and the International Convention on the Elimination of All Forms of Racial Discrimination—it has not enacted these treaty obligations into domestic law. Therefore, there is no legal yardstick against which to measure counterterrorism legislation, and Australia’s judiciary does not consider international human rights commitments as binding.

Human rights advocacy organizations have made several attempts to improve human rights protections and enshrine Australia’s international obligations in domestic law. Most notably, in 2010, a coalition of human rights groups and civil liberties advocates led a major push to create a Human Rights Act. The government conducted a wide-ranging national consultation and received a record 35,000 public comments. Of these submissions, 87 percent of the respondents were in favor of codifying Australia’s human rights commitments in domestic legislation. Despite this public support, the government decided not to introduce a Human Rights Act, explaining that “the enhancement of human rights should be done in a way that, as far as possible, unites rather than divides us.” Interviewees discussed the possibility of reviving the conversation around a Human Rights Act but question whether the outcome would be any different this time. If anything, they believe the government’s position has hardened against such legislation. In fact, government interviewees expressed a great deal of skepticism about the utility of such a human rights bill. They believe that existing protections are sufficient and that passing such legislation would hamper their legitimate efforts to keep the population safe from terrorist attacks.

Conclusions

Australia has established unprecedented and far-reaching executive powers and tools to prevent terrorist attacks. The government maintains that such capabilities are needed to safeguard the most basic human right of all—the right to life—and points out that Australia’s citizenry overwhelmingly supports a robust and pragmatic approach to counterterrorism. Yet, these authorities contravene the Commonwealth’s human rights obligations under international law, including the right to due process, the presumption of innocence until proven guilty, and the right to be free from arbitrary detention. Counterterrorism approaches also jeopardize rights that are essential to a vibrant and independent civil society, including freedom of association, assembly, and expression.

Despite these risks and concerns about the overall chilling effect on civil society, the government has been mostly restrained in its use of these powers. There are very few concrete examples of the state (at the national or sub-national level) or law enforcement abusing its authority in the name of counterterrorism. Government officials point to institutions, such as the PJCHR, PJCIS, INSLM, and IGIS—as well as a free and vibrant press and independent judiciary—as effective checks on government overreach. In addition to these mechanisms, what is preventing the government from abusing its counterterrorism powers are deeply institutionalized norms that come from being a democratic country. Australia’s government does not want to prey upon its citizens or use national security threats to justify a crackdown on civil society or human rights. And Australian citizens expect the government to use its authority within the bounds of the law and only when necessary. This compact works so long as those in office respect the democratic rules of the game and are committed to protecting human rights. However, without stronger institutional and legal assurances, the system
is prone to abuse by future leaders with more authoritarian tendencies. Already, Australian human rights defenders are worried about the impact of counterterrorism laws on democratic institutions and norms in the Commonwealth; the freedoms of association, assembly, and expression that are vital to an active and engaged civil society; and social cohesion and inclusion for all inhabitants of Australia. To truly protect the population from terrorist attacks, Australia’s government, working closely with civil society, should align its counterterrorism approach with its international human rights obligations and enshrine these rights in domestic law.

**To the Australian government**

- Consult with civil society, practitioners, and experts early in the process of drafting legislation. Engaging early and often with civil society can prevent lawmakers from enacting legislation that will later be challenged for its legality and/or constitutionality. It will also help legislators think through the first-, second-, and third-order impacts, including on human rights and civil society, and thus on counterterrorism efforts. These experts, if engaged upfront, might be able to help craft legislation that meets the government’s security requirements in a way that is more tailored and proportionate to the threat.
- Enact a bill of rights or domestic legislation that enshrines Australia’s human rights obligations. The absence of national legislation or constitutional provisions guaranteeing human rights has served as a barrier to unwinding or improving counterterrorism legislation when passed. The lack of a bill of rights or domestic human rights body of law has also inhibited effective legal challenges to antiterror legislation. Passing such human rights guarantees would serve as a permanent check on executive over-reach.
- Broaden composition of the PJCIS. For the PJCIS to play an effective role in scrutinizing counterterrorism legislation and not just being a rubber stamp, it should include more representation from parties besides Liberal and Labor. Broadening the composition of the PJCIS would slow down the process of passing major laws that will have a lasting effect on Australia’s security and democracy, and allow for more robust consideration and debate of these measures.

**To civil society actors**

- Develop the evidence base demonstrating the negative impact of counterterrorism measures on civil society. The Australian government is dismissive of the idea of a “chilling effect” on civil society and needs harder data to prove that counterterrorism laws are indeed having negative impacts on civil society. Such data must be impartial and as concrete as possible.
- Build a constituency for human rights and civic space. Civil society must build a broader constituency for human rights and an enabling environment for the sector. By and large, Australian citizens are supportive of the government’s counterterrorism efforts and indifferent to threats to civil liberties. To fend off more expansive counterterrorism measures, including surveillance initiatives, human rights defenders must convince the population—and policymakers—that human rights are not merely a leftist agenda. Rather, protecting civic space is essential for ensuring the nation’s security and protecting the inclusiveness that has made Australia a successful, vibrant multicultural society.

**To the international community**

Other countries can learn from—and adopt—what Australia is doing well. The international communi-
ty should draw on Australia’s strategies to reconcile security and human rights and encourage similar approaches in countries struggling to keep civic space open amid severe terrorism threats.

- Specify that the definition of terrorism does not include legitimate political activity. Australia adopted a precise definition of terrorism that underscores that “a terrorist act does not include engaging in advocacy, protest, dissent, or industrial action where a person does not have the intention to urge force or violence or cause harm to others.” This provision lessens the opportunity for the state to undermine human rights and democratic freedoms under the guise of national security.

- Establish an independent monitor to review national security legislation. The INSLM, while imperfect, is an important mechanism to independently assess the legality, necessity, and proportionality of counterterrorism legislation. It could be strengthened by mandating that the government enact its recommendations and align domestic law with international human rights standards. Yet, even in its current form, the INSLM provides an important avenue for remedying counterterrorism laws that threaten human rights and civil liberties.
BAHRAIN
A SUFFOCATED CIVIL SOCIETY

Alma Abdul-Hadi Jadallah

Background
The Kingdom of Bahrain is an Arab constitutional monarchy that has been led by King Hamad bin Isa Al Khalifa since March 1999. Historically, Bahrain was a British protectorate, and gained its independence in 1971. The Al Khalifa family has ruled Bahrain since 1783 and is a prominent representation of predominantly Sunni rule in the Gulf region. The country’s population is estimated to be just over 1.4 million, 52 percent of whom are expatriates. The country is known for its cultural, ethnic, and religious diversity, as well as its open society. In addition to its majority-Muslim population (70.2 percent), Bahrain is home to individuals from diverse faith groups and origins, including Christians (30 percent), Jews (a fraction of 1 percent), and Hindus (9.8 percent), as well as Asians and other Arabs. This diversity differentiates Bahrain from its neighboring Gulf Cooperation Council (GCC) countries, of which it is a member.

The precise demographic composition of Bahraini Muslims is a significant point of contention in the country. Although the majority of the Muslim population is Shia (estimated to be around 70 percent), the government disputes the extent to which its Shia population constitutes a majority. Indeed, the government has made a concerted effort to increase the Sunni population by granting citizenship to non-Bahraini Sunnis from Jordan, Pakistan, and Syria in a discretionary and arbitrary manner. It is estimated that 90,000 people have been naturalized as citizens in Bahrain since 1999, a significant number given the country’s small population.

These naturalizations are often contested by the Shia community as a politically motivated move to tip the demographic balance in favor of the Sunni ruling family.

5 Percentage may have decreased given the number of naturalizations approved for individuals with Sunni affiliation
The lack of trust between the two communities has translated into discrimination against the Shia community’s civil, political, economic, social, and cultural rights. Unless considered supporters of the ruling family, Bahraini Shias are excluded from many government positions, including high-level cabinet positions, and from roles in the country’s security forces such as the Bahraini Defense Force, the National Security Agency (NSA), and the police. Bahraini Shias thus believe their exclusion from such positions is tantamount to discrimination and limits their influence both economically and politically. This practice, compounded by the government’s naturalization campaign, only serves to confirm Shia fears of systemic discrimination by the ruling family and the government. These concerns have been exacerbated by the government’s practice of arbitrarily revoking the citizenship of exiled Shia dissidents and detaining or judicially harassing any family members that remain in the country.

Communal friction in Bahrain was further aggravated by the government’s response to the popular uprising in February 2011. Civil society organizations, trade unions, and political parties took to the streets to demand an end to discrimination and to call for equal rights and reforms. Throughout the course of the protests, the government killed and detained hundreds of protestors, and subjected many of them to torture. Human rights defenders (HRDs) and political opposition leaders were arrested and charged with terrorism, and continue to languish in detention.

Bahrain is considered a strategic country to the United States in the Middle East and North Africa region. It was designated a “major non-NATO U.S. ally” in 2002 and is home to the U.S. Fifth Fleet and over 7,000 U.S. forces. The United States has provided arms to Bahrain over the years. Arms sales were briefly withheld under the Obama administration because of human rights violations. Any conditions on arms sales to Bahrain were recently reversed by the Trump administration. In March 2017, the Trump administration lifted the condition that Bahrain must improve its human rights record to participate in the sale of F-16 fighter jets and other weapons from the United States. This may be due to the fact that Bahrain is regarded as a key ally in the fight against international terrorism.

Despite this long-standing relationship, the United States has been unable to wield influence in any meaningful way to encourage reforms. In December 2014, the U.S. assistant secretary of state for democracy, human rights and labor, Tom Malinowski, was asked to leave Bahrain for meeting with members of Al Wefaq, the country’s largest political opposition society. Some analysts believe that the U.S. government has failed to adequately leverage the military assistance it provides to Bahrain and its stationing of military forces to encourage the government to change the status quo. Indeed, absent a significant shift in the U.S. government’s approach...
to its relationship with Bahrain, the situation in the country is unlikely to change despite efforts by Congress and advocacy groups to encourage such a shift. In recent years, Congress has included report language in its annual appropriations legislation requiring the Department of Defense to report to Congress on contingency plans for the Fifth Fleet. The relocation of the U.S. Fifth Fleet from Bahrain is seen by some as a move necessary to give the U.S. government greater flexibility in dealing with crises such as the crackdown on the February 2011 protests and to take away the presence of the Fifth Fleet as an enabler for Bahraini government to act in a manner inconsistent with its international human rights obligations.13

Counterterrorism in Context

Inspired by the regional Arab Spring movement, the aftermath of the February 2011 protests initially yielded some government reforms. The Bahraini government freed political prisoners and removed two Al Khalifa family members from cabinet positions. However, protestors continued to occupy Pearl Square. The Bahraini government subsequently requested the assistance of the Gulf Cooperation Council, which led to a direct intervention by the Saudi-led joint Peninsula Shield Force to help quell what it considered a Shia rebellion—implying close ties with Iran, and a threat to its rule. The government—in its attempts to end the demonstrations—destroyed 30 Shia places of worship and later detained hundreds of human rights defenders and political opposition leaders, some of whom were subjected to torture and forced confessions—a practice that continues today.14

In response to pressure from the international community, the government established the Bahrain Independent Commission of Inquiry (BICI), which is comprised of international legal experts. BICI found that the government deliberately and systematically used excessive force against protestors, including torture and forced confessions. The BICI report was widely considered to be the possible beginning of a process of reform in Bahrain. The BICI report contained twenty-six recommendations to encourage accountability for abuses by security forces committed during the protests. In 2016, the Bahraini government contends that it implemented the majority of the recommendations, a claim strongly contested by Bahraini civil society and reputable international human rights organizations. Indeed, the State Department report to the Congress on the implementation of BICI recommendations indicated that “the Government of Bahrain has implemented some important recommendations of the commission of inquiry” while cautioning that “there are other key recommendations that have not been fully implemented.”15 The report also noted that “efforts to build trust across Bahraini society and foster an environment conducive to national reconciliation have stalled, diminishing the effect of government actions to implement BICI recommendations, and minimizing popular acceptance of newly established government institutions.”16 In 2017, the government reversed the fulfillment of two recommendations. Specifically, the National Security Agency (NSA), despite its record of torture and abuse, was given back its arrest and investigation powers.
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signed legislation authorizing civilians to be tried before military courts.\textsuperscript{17}

Some experts have argued that the actions of the Bahraini government can be understood in the context of geopolitical developments in the region, particularly considering concerns over the perceived rise of Iranian influence—though this claim was rejected in the BICI report. Given Bahrain’s strong economic and social ties with Saudi Arabia, its attempts to blame legitimate dissent on Iranian influence is a reflection of the politics of the region and has only served to exacerbate sectarian tensions in the country.\textsuperscript{18} Further, in light of Bahrain’s relationship with Saudi Arabia, its key economic partner and ally, and Saudi Arabia’s tense relationship with Iran, there is concern that the fate of the country may be determined by forces outside of Bahrain.

The militarized response to Pearl Square protests and the government’s securitized approach to civil society and dissent continues to influence current Sunni-Shia relations in Bahrain. This led to the country reaching its lowest point of human rights protection since the 2011 protests.\textsuperscript{19} Ongoing human rights violations against civil society organizations (CSOs), human rights defenders, and political opposition leaders continue to be reported. The authorities have actively imposed quasi-legal and administrative restrictions that criminalize internationally protected human rights such as the freedoms of expression, assembly, and association.\textsuperscript{20} The government banned the only independent newspaper in the country, \textit{Al Wasat}, on the grounds that it stirred up tension and violence and jeopardized Bahrain’s relations with other countries in the region.\textsuperscript{21} Media space is currently dominated by outlets that support the government. Bahraini citizens are also banned from organizing demonstrations absent prior approval.\textsuperscript{22}

The Bahrain authorities, invoking the excuse of fighting terrorism, continue to use excessive force to crack down on protests that occur in Shia villages on a regular basis. The U.S. Department of State Country report on Terrorism indicates that “terrorist attacks against [Bahrain’s] security forces declined in 2016,”\textsuperscript{23} with “at least three attacks resulting in casualties or injuries; only one of which involved explosives.”\textsuperscript{24} It links the decrease in terrorism to the government’s efforts in detecting, neutralizing, and containing terrorist threats. However, the report notes concern that Bahrain’s antiterror measures have led to human rights violations, including arbitrary deprivation of nationality to “pursue politically motivated cases against

\begin{thebibliography}{99}
\bibitem{22} Freedom House, “Bahrain Profile.”
\bibitem{24} Ibid.
\end{thebibliography}
mainstream opposition and Shia activists without a history of involvement in violent acts.”

Absent any meaningful space for peaceful protest and political dissent—and for civil society to organize—it is unclear what avenues, if any, remain to have political reform and stability in the country. By taking such actions, the Bahraini government has left itself without the very people it will eventually need to negotiate a solution to the country’s political crisis.

Counterterrorism Legal Framework

Bahrain’s long history of civil society engagement and any tentative positive political will created by the limited reforms the government implemented in the post-2011 period have been significantly undermined by the government’s actions. Since 2011, the government has undertaken comprehensive efforts to prosecute legitimate political opposition leaders and human rights defenders (HRDs) under its broad terrorism laws and through laws such as the Law of Associations, which effectively prevents the ability of CSOs to function independently and freely. Although the government implemented broad antiterrorism laws prior to the 2011 protests, several problematic amendments have since been passed that have allowed the government to criminalize nearly all forms of peaceful dissent.

A counterterrorism bill titled “Protecting Society from Terrorist Acts” (enacted in 2006) has been utilized by the government to criminalize legitimate peaceful dissent and to detain HRDs and opposition leaders for internationally protected rights such as the freedoms of assembly and association. The law defines terrorism as “the use of force or threatening to use it or any other unlawful means constituting a crime legally punishable by law resorted to by a perpetrator for the execution of an individual or collective criminal plan with the aim of disrupting public order, threatening the Kingdom’s safety and security, or damaging national unity or security of the international community if this would result in harming persons, terrorizing and intimidating them, and endangering their lives, freedoms, or security or causing damage to the environment, public health, national economy or public utilities, facilities or properties, or seizing them and obstructing the performance of their business activities, preventing or obstructing the government authorities, places of workshop or academic institutions from carrying out their activities.” [emphasis added.]

The law’s vague language and ill-defined terms such as “disrupting public order,” “threatening the Kingdom’s safety and security,” and “damaging national unity” have come under a great deal of criticism. In addition to the laws’ violation of the principle of legality, its overly expansive definition of terrorism infringes on the rights to freedom of expression, freedom of association, and peaceful assembly. As Martin Scheinin, the former U.N. Special Rapporteur on the promotion and protection of human rights and fundamental freedoms while countering terrorism stated, “the definition of terrorism is overly broad since there is no requirement of specific aim to commit a terrorist act and some acts are deemed to be ‘terrorist’ without the intention of causing death or serious bodily injury.”

He further noted that “restrictions on freedom of association and assembly would allow the criminalization of peaceful demonstrations by civil society. Excessive limitations are being placed on freedom of speech due to the use of broad and vague terms regarding the offense of incitement to terrorism since there is not a clear threshold for criminalization established.”
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also provides the public prosecutor with excessive powers in a manner that denies due process to those prosecuted under the law.\textsuperscript{28}

Furthermore, Article 6 of the law imposes life imprisonment “for everyone who forms, establishes, organizes or operates, contrary to the provisions of the law, a society, association, organization, group, gang or a branch of any of the above or undertakes the leadership or command thereof for the purpose of calling for obstructing the enforcement of the provisions of the Constitution or the laws or preventing any of the government organizations or public authorities from carrying out their activities or infringes upon the citizen’s personal freedom or other freedoms or public rights secured by the Constitution, the law or undermines national unity if terrorism is one of the methods used in the realization or implementation of the purposes called for by the society, association, organization, group or gang or any of their branches.” The article utilizes similarly vague language without clearly indicating the definition of society, organization, and group, giving authorities sweeping and discretionary power to label any organization, society, or group as terrorist.

During the 2008 Universal Periodic Review (UPR) in the Human Rights Council, Bahraini authorities indicated that counterterrorism measures do not target HRDs, since “their activities are not related to terrorism according to the law.”\textsuperscript{29} Yet the Bahraini government has used its overly broad definitions of terrorism to detain protesters and convict several opposition leaders, including many medical personnel and trade unionists involved in the country’s demonstrations in 2011 and after.\textsuperscript{30} A special military court in June 2011 convicted 21 opposition leaders—seven in absentia—for national security crimes including acts of “terrorism,” for engaging in acts such as giving speeches critical of Bahrain’s human rights abuses and calling for and participating in peaceful street protests. In 2012, the court sentenced eight defendants to life in prison and the rest to terms of up to 15 years, based in part on the sentencing provisions of the 2006 counterterrorism law.\textsuperscript{31}

The law was later amended and further strengthened in July 2013 by Royal Decree No. 20. Sentences for terrorism-related crimes were increased to include the revocation of citizenship and death penalty.\textsuperscript{32} In their joint submission to Bahrain’s review under the UPR, Article 19 and Bahrain Institute for Rights and Democracy noted that “[t]his puts in legislation a preexisting practice, giving the [Ministry of Interior] the authority to strip the citizenship of anyone deemed a “national security threat.” This law, compounded by the 2014 amendment to Article 10 of the 1963 Citizenship Law, have empowered the Bahraini authorities to strip the nationality of over 330 individuals. Of those cases, 292 are members of the Shi’a community and include opposition figures, journalists and [human rights defenders].”\textsuperscript{33} Further amend-
ments were introduced in Decree no. 68 of 2014 to establish a unit known as “Terrorist Crimes Prosecutor.” The unit has the power to extend detention for up to six months for investigation purposes. The 2013 amendments also banned demonstrations in the capital, Manama, and provided the government with the legal authority to prosecute political associations it accuses of inciting and supporting violence or terrorism. In March 2017, the Bahraini Parliament (Shura Council) approved an amendment to article 105(b) of the Bahraini Constitution of 2002, providing military courts with jurisdiction over civilians charged with terrorism offenses.

In April 2017, Bahrain’s authorities referred a civilian victim of enforced disappearance to trial before a military court for the first time since 2011. Some argue that “the expansion of the military courts’ jurisdiction and the restoration of the NSA’s arrest authority may, together, constitute the foundation of a parallel legal system for individuals deemed to jeopardize national security, whereby ‘enemies of the state’ like civil society activists can be more rapidly and quietly disappeared, tortured, imprisoned, or even executed by the authorities.”

Numerous Bahraini and international human rights organizations and the United Nations have documented the government’s utilization of the 2006 law and its amendments to sentence peaceful protesters, HRDs, and political opposition leaders to long (or even life) sentences without due process, subject detainees to torture and forced confessions, and arbitrarily revoke the citizenship of hundreds of Bahraini dissidents. The detention of key figures such as Abdul-Hadi al-Khawaja, who was sentenced to life in prison for his human rights work, and Nabeel Rajab, another HRD who faces more than a decade in jail for criticizing the government’s actions on social media, are emblematic of the extent to which peaceful dissent is criminalized in Bahrain.

It is estimated that between 3,500 to 4,000 people, including minors, are detained in Bahraini prisons; many of them are political prisoners. Human rights organizations and various organs of the United Nations have documented prisoners suffering physical abuse, torture, denial of medical care and due process, and inadequate sanitary conditions while in detention. Most recently and on the basis of counterterrorism law, Ebtisam al-Saegh, a prominent female human rights defender, was arrested, tortured, and charged with terrorism for tweeting about the ill treatment of women at the hands of the NSA.

Under the guise of maintaining security and countering terrorism, the Bahraini government has implemented significantly restrictive measures to target civil society actors. These measures constitute

an existential threat to independent civil society. Bahraini authorities have utilized countering terrorism as justification to curtail the rights to the freedoms of expression, association, and peaceful assembly. Based on the data provided by Freedom House’s Freedom in the World Report and in the Vision of Humanity’s Global Terrorism Index, the below graph demonstrates a correlation between shrinking civic space in Bahrain with an increase in terrorist attacks in the period between 2006 and 2015. Although the graph shows a decrease in terrorism incidents in 2016, this could be explained by an increase in the level of security operations in the country.


It illustrates how the Bahraini authorities essentially dealt with the country’s protests and unrests by implementing a systematic closure of civic space and resorting to coercive measures to enforce its legitimacy. Thus, the data suggest that restrictive measures may have influenced a rise in and prolongation of terrorism, contrary to what the government maintains that limiting the political and civic spaces might decrease the level of terrorism threats in the country.

**Counterterrorism and Closed Civic Space**

Following the 2011 events and the failure of political dialogue between the government and the opposition, the government actively implemented the Penal Code and pursued more restrictive legislative changes to its laws governing media, association, political societies, and public gatherings. This has resulted in significantly curtailing the constitutionally guaranteed rights to the freedoms of expression, association, and peaceful assembly.

Decree No. (21) of 1989, Issuing the Law of Associations, Social and Cultural Clubs, Special Committees Working in the Field of Youth and Sports and Private Institutions (Law of Associations), provides authorities with excessive powers to prevent the development of and to control independent CSOs and other associations using vague language. Article 3 of the 1989 law prohibits the establishment of an association that contradicts the “public order.” This law is still in effect despite the adoption of the 2012 law of association that imposes more restrictive provisions. It enables,
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for example, the Ministry of Social Development to refuse registration to nongovernmental organizations (NGOs) that it deems to be not needed in society.\(^{46}\) The broadly worded Law of Associations provides the government with the authority to dissolve organizations at will and to prohibit CSOs from “engaging in politics” to suppress legitimate and peaceful dissent.\(^{47}\) It also grants the government the authority to arbitrarily reject applications for registration and to significantly limit the ability of organizations to fundraise and receive foreign funding.\(^{48}\) The actions the government has taken under this law include dissolving the Bahrain Center for Human Rights, replacing the boards of several CSOs after board members criticized government actions, and dissolving the Bahraini teachers union for their participation in the 2011 protests.\(^{49}\)

In addition to the Law of Associations, the Law for Political Societies of 2005, the Law of Public Gatherings of 1973, and the Press Law of 2002 allow the government to undermine the freedoms of associations and expression, and peaceful assembly. Under these laws, authorities can deny the registration of a political society or suspend it without reason. Political societies are further prohibited from contacting political groups outside the country absent official approval or receive donations or assistance from a foreign person or entity.\(^{50}\)

Gatherings and political rallies in Bahrain are regulated by the Law on Public Gatherings, Processions and Assemblies (Law 18 of 1973, Law on Public Gatherings), which restricts the practice of all three of these rights. It requires prior notification and approval from the Head of Public Security. Holding or participating in a public gathering that has not been approved in advance would subject organizers to up to six months in prison, and participants up to three-month imprisonment. In August 2013, the government amended Article 11 of the Law on Public Gatherings by decree to indefinitely ban all public assemblies in the capital Manama except demonstrations in front of international organizations. Despite the ban on assemblies, protests continue to take place in the country. Such protests are routinely subject to the excessive presence of police and use of force. In May 2017, five persons were killed and 286 individuals were arrested during a protest in Duraz.\(^{51}\)

Furthermore, by amending the Law on Political Associations in 2016, the government imposed a prohibition on any religious figure from joining political societies or engaging in political activities. In defense of this amendment, pro-government lawmakers argued it would prevent religious acts from being politicized.\(^{52}\) However, it is seen as a move to weaken the political opposition that is formed along religious lines.

The 2005 Political Societies Law, which also contains overly broad language and which prohibits the establishment of political societies on the basis of “class, sect, geography, profession, religion, language, race,
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or sex,” only serves to confirm fears of systematic and deliberate discrimination against Bahraini Shias.\(^{53}\) In December 2014, the government detained Sheikh Ali Salman two days after his reelection as secretary general of Al Wefaq, the country’s largest political society, and as a result of speeches he made. Sheikh Ali Salman was charged with inciting a change of regime by nonpeaceful means, provoking hatred of a segment of society against another, and encouraging others to break the law.\(^{54}\) Sheikh Salman remains imprisoned today. The U.N. Human Rights Council’s Working Group on Arbitrary Detention determined that he is being arbitrarily detained, and that his case “is regarded as a representative of violations of international human rights standards which regularly occur in Bahrain.”\(^{55}\)

In July 2016, the government dissolved Al Wefaq, a move that the then-U.N. Secretary General Ban Ki Moon labeled as “the latest in a series of restrictions on the rights to peaceful assembly, freedom of association, and freedom of expression in Bahrain.”\(^{56}\) Upon its dissolution, the government seized the political society’s assets and blocked its website. Similar actions have been taken against other political societies such as Wa’ad, which the government dissolved in 2017 for violating the Law on Political Associations for allegedly “advocating violence, supporting terrorism and incitement to encourage crimes.”\(^{57}\)

These actions were taken in the run-up to the upcoming legislative elections of the Lower House in late 2018, thus inhibiting the Lower House’s inability to hold the executive branch accountable. The government is likely to utilize the upcoming elections in the fall of 2018 “as a symbolic opportunity to persuade the world it has made democratic progress while simultaneously engineering a pliant lower house with a false claim to international legitimacy.”\(^{58}\)

**Conclusion**

The Bahraini government’s ongoing use of restrictive laws in the name of countering terrorism, and its systematic approach to stifling nearly all forms of peaceful dissent, has continued to polarize Bahraini society and significantly weakened Bahraini civil society. Criminalizing participation in legitimate and peaceful civil society activity and dissolving the country’s opposition political societies are unsustainable approaches to managing dissent. In addition, such policies clearly violate internationally protected human rights. The government’s “politicization of [counterterrorism] issues threatens to conflate legitimate prosecutions of militants with politically motivated actions against the mainstream, nonviolent opposition and Shia community.”\(^{59}\) By imprisoning human rights defenders, political dissidents,
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and political opposition leaders for engaging in peaceful protests; and barring their engagement with other international organizations and foreign civil society actors, the government has effectively closed civic space in the country. This continues to be one of the main drivers of the country’s continuing political crisis and undermines any future prospects for a negotiated solution to the crisis. Through the imprisonment of moderate political opposition leaders and civil society leaders, the government has limited any opportunity to negotiate with an opposition that would be willing to engage in dialogue to achieve democratic reforms.

Recommendations

To the Bahraini government

- Undertake a national reconciliation program to address the legitimate grievances of groups that are or perceive themselves to be discriminated against in political, social, and economic terms.
- Take measures to address the culture of impunity in the country, including implementing the BICI recommendations that address issues of accountability, such as establishing independent bodies to investigate legitimate claims of wrongdoing by the country’s security forces.
- Begin implementing confidence building measures such as:
  - Reinstating political opposition societies and civil society organizations that were disbanded and allow them to operate freely and independently;
  - Releasing all those who are detained as a result of the exercise of freedom of speech, assembly, and association; and
  - Removing travel bans imposed on human rights defenders.
- Amend counterterrorism laws and regulations to remove overly broad language and bring them in line with international standards. Ensure that they focus specifically on maintaining public safety instead of criminalizing legitimate, peaceful dissent.
- Amend laws and regulations related to the regulation of civil society and political societies such as the Law of Associations and the Political Societies Law to ensure they conform to the international standards set forth by the International Covenant on Civil and Political Rights, to which Bahrain is a party.
- Support the work of insider mediators who have the influence and social capital to convene and facilitate conversations at the grassroots level to help identify common ground.

To civil society actors

- Continue to document measures and practices that violate the rights to the freedoms of expression, association, and peaceful assembly and advocate that such rights be safeguarded and protected by the government of Bahrain.
- Continue to adopt nonsectarian language in calls for reform, leveraging political—as well as nonviolent means—to initiate change in Bahrain. Follow both global, as well as culturally sensitive, best practices to encourage dialogue in support of identifying common ground.
- Continue to demand an independent judicial system and utilize legal mechanisms to address undue restrictions and challenges.

To the international community

- Utilize diplomatic and economic pressure
to call on the government of Bahrain to fulfill its international human rights obligations and to ensure that reforms are both initiated and implemented in good faith.

• Support international human rights organizations in their efforts to report on the conditions of Bahraini prisoners and ensure access to Bahrain by the various independent actors, such as the United Nations special rapporteurs.
UNINTENDED CONSEQUENCES
SECURITY AND CIVIL SOCIETY IN BURKINA FASO

Julie N. Snyder

Background

Burkina Faso is one of the poorest countries in the world, ranked 185 out of 188 countries in the UN Human Development Index. The vast majority of its largely rural population exists at the subsistence level, and the country relies heavily on international aid and imports from neighboring countries.

The country is often lauded for its highly tolerant society and the peaceful coexistence of diverse ethnic and religious groups. And in spite of its poverty and recent political turmoil, Burkina Faso’s economy remains stable. But its economic vulnerability and increasingly dire regional challenges, such as the scourge of violent extremism, pose a significant threat. Small, landlocked, and surrounded by challenging neighbors, including Mali to the northwest and Niger to the northeast, Burkina Faso has already felt the effects of its volatile neighborhood with two high-profile terror attacks launched in the capital Ouagadougou and a sharp increase of threats along the country’s northern border.

The presence of violent Islamist armed groups in and around Burkina Faso, coupled with the country’s recent political history, conspire to make the security and political context fragile. Former President Blaise Compaoré ruled Burkina Faso for 27 years until a popular uprising forced him from office in October 2014. Citizens, civil society organizations (CSOs), journalists, youth
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6 Though there is no universally accepted definition of the term “violent extremism,” for the purposes of this paper, the US-AID definition is used, which describes violent extremism as “advocating, engaging in, preparing, or otherwise supporting ideologically motivated or justified violence to further social, economic and political objectives.”
movements, and professional associations led nationwide protests against Compaoré’s attempt to extend his stay in power. The Burkina Faso Youth League negotiated “with the military hierarchy to prevent the use of force against the demonstrators” and the bar association worked with the army and opposition groups to establish a transitional government. In spite of this success, there are still questions about the civilian-military relationship in Burkina Faso, particularly as civil society takes its first steps into engaging with the security sector.

Civil society in Burkina Faso was energized and empowered by its success in ousting the Compaoré regime and paving the way for democratic elections. And the new government, which owes its existence to civil society’s mobilizing power, has been generally respectful, according to many Burkinabè, and hesitant to interfere with their operations.

However, many of the same players in Compaoré’s cabinet, including sitting President Roch Marc Christian Kaboré, remain in power in the current administration. Weak judicial and legislative branches plague the government of Burkina Faso, though, as Freedom House notes, “the end of Compaoré’s regime gave way to a freer environment in which opposition parties were able to consolidate popular support during the campaigning period and gain power through the elections.” This transition has remained rocky as the Burkinabè people feel disenchanted and frustrated with the political sphere, citing that nothing has changed. Though Compaoré has been charged with multiple counts of corruption, his trial exists in name only while he resides comfortably in exile in Côte d’Ivoire. Moreover, the lack of political and economic progress combined with the perception of power-hungry elite has further soured the public on the current administration.

Counterterrorism in Context

From late 2016, regional turmoil in the Sahel has spilled into Burkina Faso. With a small and poorly resourced army of around 12,000 troops, Burkina Faso relies heavily on French and U.S. military support and training of forces. In return, Burkina Faso allows French military forces to launch counterterrorism operations under Operation Barkhane from its soil. Despite robust kinetic activity, reports abound of growing violent extremism in northern Burkina Faso on the border with Mali. In 2012, Human Rights Watch documented efforts to recruit Burkinabè men along
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the Malian border by Amadou Koufa, leader of the terrorist group Ansar al-Dine.\textsuperscript{17} Additional accounts report Burkinabè members of al-Qaeda in the Maghreb (AQIM) hiding out in the northern forests of Burkina Faso.\textsuperscript{18}

Many of those interviewed suggested that the appeal of these organizations for those in the north is based less in ideology, but rather is centered around opportunity; for years, these communities have been isolated and largely abandoned by the state. National and international humanitarian CSOs moved into the north to fill this gap. However, the significant increase in attacks has led many CSOs to pull back for security reasons. CSOs have rarely spoken out against, voiced their concerns, or asked for government action in regard to the terrorist attacks in the northern part of the country this year.\textsuperscript{19} When international CSOs stopped their activities, many local partners stopped as well.

The relative neglect and marginalization coupled with a lack of protection by security forces has reportedly driven many into the arms of extremists. Several people also mentioned that abuses committed by security forces further fueled these grievances, though the recent inclusion of gendarmes in military operations in the north has caused civilian abuses to decrease significantly.\textsuperscript{20}
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elevated the terrorist threat level in Ouagadougou from low to medium. Rumors spread of Burkinabè police breaking up a small terrorist cell in Ouagadougou after the attack. Yet another attack on a popular Turkish restaurant in Ouagadougou in August 2017 left 18 dead, further stoking fears.

High tensions, particularly for those who live on vulnerable border areas, have not been adequately addressed. Vicious attacks on civilians in northern Burkina Faso, particularly those in the province of Soum, happen frequently. While the government responded positively by reinforcing troops in these areas, sending more military and gendarmes, they still face enormous gaps in protection. Attacks are unpredictable and well-organized. The last time the government tried to reinforce and send more troops, the terrorists attacked and caused even more civilian casualties.

Frustrations toward an insufficient government response are mounting. Roaming militiamen, known as the koglwéogo, have stepped in across Burkina Faso to serve as irregular security forces and administer their version of justice. They are armed and have their own detention centers—no evidence has shown that they have links to salafist-inspired extremist groups. These self-regimented, auto-defense groups emerged during the former regime as the government failed to provide security forces, particularly in remote border areas. In many of these areas, shepherds, farmers, and cattle herders must travel in order to conduct business; during their journey, they are often attacked by highwaymen. Without government security forces to protect them, they often rely on the koglwéogo. The koglwéogo refused the government’s offer to be incorporated into the wider police force. Therefore, the Burkinabè government is concerned about their ultimate role.

After the regime change, the koglwéogo started becoming more visible. They began clashing with the local population in northern Burkina Faso. Civil society raised awareness of the abuses and successfully engaged the Ministry of Justice to adopt a decree in October of 2016 “to regulate their activities.” However, this balance has proven difficult to maintain, as the government is aware of its own inability to provide security to all of its citizens. There is some desire to formalize these groups through a community policing plan where the government and civilians can rely on the koglwéogo. However, the majority of CSOs are against this plan because they fear
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that these groups cannot be controlled. While the government tries to create a framework to formalize these groups, placing them under its security sector umbrella, CSOs pushed back, saying that they have no reason to be placed under that description and brought under government control. There are also concerns that supporting the koglweogo may deepen ethnic tensions.

Several international partners, such as France, the United States, and the European Union are working to improve the security situation in the north. French troops and intelligence have reinforced Burkinabé efforts to counter insurgencies along the borders. In 2016, the European Union launched two enormous programs in addition to its commitment to broader socioeconomic development initiatives across the broader Sahel: the first, named Groupes d’Action Rapide–Surveillance et Intervention (GAR-SI), was established to improve the effectiveness and professionalism of G5 Sahel forces, including the Burkinabé; the second, named Programme Gestion Intégrée des Espaces Frontaliers au Burkina Faso (ProGEF), aims to improve national border management laws, build the capacity of security forces, and foster socioeconomic development within border communities. These efforts are in the early stages of implementation.

In addition to its widespread development programs, the U.S. embassy is engaging with the government to develop Burkinabé civil affairs teams around the country. In late 2017, the U.S. government approved up to $60 million to support the G5 Sahel joint force; $30 million of this pledge has been dedicated to Burkina Faso. International partners interviewed indicated a willingness on behalf of the Burkinabé government to act but it lacks a broader strategy or language to describe its challenges. While some Burkinabé officials interviewed suggested that G5 Sahel security forces will provide much needed assistance along the border areas, many other interviewees vehemently disagreed, noting the dysfunction of the G5 Sahel.

### Counterterrorism Legal Framework and the Burkinabé Judiciary

In response to an international call for action to combat terrorism and to address terrorist threats domestically, Burkinabé authorities adopted an antiterrorism act in 2015. The law defines acts of terrorism “by their nature or context, such acts are intended to intimidate or terrorize a population or to compel a State or an international organization to perform or refrain from performing any act.” Following the global trend of adopting a vaguely worded definition, the law broadened the definition of terrorist acts to include some crimes that intend to influence the government and create fear in the population, acts committed in preparation for a terror attack, and activities that support terrorism.

Using language similar to French counterterrorism laws, the law prolongs detention periods, and includes penalties ranging from fines to life imprisonment, and the limits of national jurisdiction in persecuting acts of terror as well as the use of special
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investigative techniques such as surveillance, and the elimination of time restrictions for search operations in cases involving terrorism.\textsuperscript{48}

The legal framework and the weak justice system embodies the frustrations many Burkinabè face on a day-to-day basis.\textsuperscript{49} This presents an enormous challenge in navigating the complex security and civic space relationship. The challenges faced by the judiciary have been compounded by the increasing number of people detained in association with terrorism activity. Currently, approximately 160 people charged with terrorism are being held in Burkinabè detention centers, with no access to lawyers, advocates, or communication with the outside world.\textsuperscript{50}

Many of the detainees have been sitting in detention for years with no progress on their trials—the Burkinabè court system is severely understaffed and lacks the capacity to process even the simplest of cases.\textsuperscript{51} Often, these cases are pending due to complex legal issues, such as extradition, as many of these arrests happened along the borders of Niger and Mali.\textsuperscript{52}

A history of collusion coupled with the idea of “protecting one’s own” within the judiciary cripples efforts for reform and further inflames grievances.\textsuperscript{53} Amnesty International and Human Rights Watch have documented a number of alleged abuses against civilians committed by the Burkinabè army.\textsuperscript{54} There are currently no programs or proposals under way to correct this problem—this sets an alarming precedent as Burkina Faso has yet to carry out a single trial on terrorism, despite passing several comprehensive laws on counterterrorism.\textsuperscript{55}

However, a severe lack of capacity has made enforcing these laws and prosecuting alleged terrorists nearly impossible. Terrorist suspects are left to languish in prison with little hope for justice.\textsuperscript{56} The failure to implement these laws has further hampered the justice system and fueled frustrations of the Burkinabè people.

Failing to act on counterterrorism/anti-money laundering legislation has allowed funding from rich individuals from the Gulf and Iran to flood into Burkina Faso unchecked—several of those interviewed suggested a growing concern that these funds could help fuel extremism.\textsuperscript{57} Though banks are required by law to report the transfer of these funds, efforts for reform and further inflames grievances.\textsuperscript{53} Amnesty International and Human Rights Watch have documented a number of alleged abuses against civilians committed by the Burkinabè army.\textsuperscript{54} There are currently no programs or proposals under way to correct this problem—this sets an alarming precedent as Burkina Faso has yet to carry out a single trial on terrorism, despite passing several comprehensive laws on counterterrorism.\textsuperscript{55}

However, the severe lack of capacity has made enforcing these laws and prosecuting alleged terrorists nearly impossible. Terrorist suspects are left to languish in prison with little hope for justice.\textsuperscript{56} The failure to implement these laws has further hampered the justice system and fueled frustrations of the Burkinabè people.
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A history of collusion coupled with the idea of “protecting one’s own” within the judiciary cripples efforts for reform and further inflames grievances.\textsuperscript{53} Amnesty International and Human Rights Watch have documented a number of alleged abuses against civilians committed by the Burkinabè army.\textsuperscript{54} There are currently no programs or proposals under way to correct this problem—this sets an alarming precedent as Burkina Faso has yet to carry out a single trial on terrorism, despite passing several comprehensive laws on counterterrorism.\textsuperscript{55}

However, the severe lack of capacity has made enforcing these laws and prosecuting alleged terrorists nearly impossible. Terrorist suspects are left to languish in prison with little hope for justice.\textsuperscript{56} The failure to implement these laws has further hampered the justice system and fueled frustrations of the Burkinabè people.

A history of collusion coupled with the idea of “protecting one’s own” within the judiciary cripples efforts for reform and further inflames grievances.\textsuperscript{53} Amnesty International and Human Rights Watch have documented a number of alleged abuses against civilians committed by the Burkinabè army.\textsuperscript{54} There are currently no programs or proposals under way to correct this problem—this sets an alarming precedent as Burkina Faso has yet to carry out a single trial on terrorism, despite passing several comprehensive laws on counterterrorism.\textsuperscript{55}

However, the severe lack of capacity has made enforcing these laws and prosecuting alleged terrorists nearly impossible. Terrorist suspects are left to languish in prison with little hope for justice.\textsuperscript{56} The failure to implement these laws has further hampered the justice system and fueled frustrations of the Burkinabè people.
funds, there is no further action taken on potentially suspicious activities.\textsuperscript{58}

\section*{Civil Society in Burkina Faso}

Burkina Faso enjoys a strong tradition of active and politically engaged civil society. Even during Compaoré’s attempt to remain in power, CSOs galvanized and strengthened their solidarity, unified by Compaoré’s authoritarianism. In the current, more democratic context, they are more fractured, and there is some concern that some of them may be coopted by political parties or politically ambitious individuals. The operating environment for CSOs in Burkina Faso, though generally free and vibrant, is complex and occasionally blurs the line with political parties. Space has remained relatively unrestricted, with “opposition political parties, the press, and a variety of active organizations covering youth, the legal profession, women, human rights, farmers and labor unions maintained a lively presence throughout.”\textsuperscript{59} For instance, in the 1960s to the 1980s, political leaders used CSOs to fight the government, which led to the first popular uprising in 1966.\textsuperscript{60} Blaise Compaoré, however, effectively used CSOs to prevent uprisings and key political parties to advance his own agenda.\textsuperscript{61} Several interviewees noted that Compaoré’s party would quietly fund fledgling CSOs to garner public support for its platforms and sow discord in Burkinabè civil society.

Despite the lively and unrestricted environment, CSOs have faced pressure both from the government and from their domestic constituencies. Several of those interviewed noted that some CSOs have overt ties to political parties, fueling mistrust of civil society, which sometimes escalates to retaliations on social media or during protests.\textsuperscript{62} CSOs with a specific human rights focus or with ties to opposition parties were abused by security forces and occasionally had their property damaged or destroyed during and immediately after the transition.\textsuperscript{63} Invoking the protection of public order, representatives from CSOs, journalists, and human rights defenders were charged with defamation, which is criminalized in the penal code. The UN Human Rights Committee raised its concerns about the allegations that “some media outlets, journalists, opposition figures and human rights defenders have been subjected to threats, harassment and intimidation, as well as the excessive restrictions on freedom of expression imposed by the Higher Council for Communication[.]”\textsuperscript{64} The committee asked the government to take effective measures to protect the freedom of expression and to prevent security forces from using excessive force.\textsuperscript{65}

Afraid of losing integrity, many CSOs are reluctant to engage in political debates as others already blur the line between civil society and political par-

\textsuperscript{58} Julie N. Snyder, interview with Augustin Loada, Commissary of Police, Ouagadougou, Burkina Faso, September 29, 2017; see also LOI N° 016-2016/An Relative a La Lutte Contre Le Blanchiment De Capitaux Et Le Financement Du Terrorisme Au Burkina Faso


\textsuperscript{60} Interview with Bernard Zongo.

\textsuperscript{61} Ibid.

\textsuperscript{62} Interview with Bernard Zongo.

\textsuperscript{63} Ibid.


\textsuperscript{65} Ibid.
ties. Therefore, they take precautions to maintain their principles. Meanwhile, the personalistic nature of civil society prevents collective action and allows for cooptation—while organizations agree on the end objective, individual organizations concentrate on the minor differences in tactics to accomplish these shared goals.

Civil society also played an important role in the direction of the transition after Compaoré’s regime failed. After the uprising, political parties, the military, and civil society led the discussions and created the charter of the transition. And the Economic Community of West African States contributed by facilitating the political dialogue among the different actors and avoiding the sanctions of the international community.

Poorly trained and often lacking in neutrality and resources, Burkinabè CSOs find themselves on uncertain ground. For a long time, CSOs only focused on one or two issues, namely ousting the Compaoré regime and seeking justice for murdered journalist Norbert Zongo, becoming largely irrelevant after the insurrection. Though civil society in Burkina Faso ranks well in terms of sustainability, several of those interviewed noted that some CSOs become defunct as they rely on one-off projects funded by international donors. Often they do not have concrete strategies or plans to execute their mission; if they do, they lack the appropriate advocacy tools to interface with the government. Civil society organizations have proliferated as a means of industry and have thus fueled suspicion and distrust about their true intentions. Furthermore, civil society can and should play an important role in holding each other accountable and to higher standards, particularly as the sector faces new threats.

Recently, a 2016 law imposing significant restrictions on civil society activity raised concern across the country, though it has rarely, if ever, been exercised. The law gives the government the authority to delay the process of granting registration for a civil society organization, which in turn hinders its ability to undertake activities. It also calls for the establishment of a government mediation commission to resolve conflict, which is considered a state intrusion in civil society’s work. The law further establishes a database on CSOs information and activities that could be accessed by interested parties. CSOs fear the misuse of this information. Furthermore, in October 2017, the mayor of Ouagadougou refused to authorize a peaceful protest over a number of issues, including the detention of two generals accused of participating in the 2015 uprising, citing “dis-
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72 Julie N. Snyder, interview with Jacob Yarabatioula, Université de Ouagadougou, Ouagadougou, Burkina Faso, September 30, 2017.
turbing public order.” And a journalist critical of President Kaboré was threatened and attacked in January 2017.

The new government and civil society are still trying to determine how to interact with one another, and post-transition civil society continues to grow and develop. Burkina Faso’s complicated relationship with its security forces has caused many CSOs to self-censor and hesitate to engage in direct conversations with government on sensitive topics, notably security force abuses. Since October 2014, the political landscape continues to shift as Burkina Faso seeks a new equilibrium. After Compaoré was ousted, unconfirmed reports began surfacing that suggested that many CSOs had been corrupted by an influx of funding from the transition government. In the current political climate, transparency among CSOs is difficult to find. Suspicion fueled by the former regime still abounds that many CSOs that participated in the popular uprising have been funded by U.S. philanthropy. However, generally speaking, CSOs are far more trusted by the public than the government is.

Many CSOs work comfortably on issues related to countering violent extremism (CVE), such as improving resilience, encouraging tolerance, and reinforcing social cohesion, yet lack a common discourse necessary to discuss the threat of violent extremism outside of abstract discourse. Many of those interviewed, both in and outside of government, lamented the lack of research conducted on violent extremism in Burkina Faso by Burkinabè experts. Researchers with experience working on this issue note the paucity of funding and volatile security conditions as significant barriers. However, the actors involved acknowledge this fundamental challenge and are taking steps to address it. At the end of October 2017, the Burkinabè government held a security forum in Ouagadougou that convened military, police, French and American diplomatic representatives, and members of Burkinabè civil society. Several key recommendations from the conference were forwarded to the national defense and security council to finalize the national security strategy, including the inclusion of nonstate actors in the security system, the supervision of local security initiatives, and the creation of a scientific laboratory and Technical Judicial Police. Though positive developments, many interviewees are hesitant to expect much forward movement coming from these recommendations.

Although there is no direct impact of counterterrorism measures and legislation on the operation of Burkinabè civil society, the lack of effective rule of law could pose a potential risk for civic space in Burkina Faso. The vaguely worded counterterrorism legislation could also lead to potential abuse by law enforcement agencies. In both security and space for civil society, a weak and lackadaisical judiciary sys-
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tem is highly dangerous. On the other hand, a robust, empowered judiciary in the pocket of the government would be equally troubling. Without setting a just and fair legal precedent for these cases, the judiciary leaves the door open to insidious and ineffective approaches to counterterrorism that could threaten civil society.

**Conclusions and Paths Forward**

Burkina Faso is at a tipping point. Its government will continue to struggle with meeting the needs of its people, rebuilding its relations with civil society and the public, and fighting off dangerous forces along Burkina Faso’s borders. At one end of the spectrum, it could choose to adopt and implement increasingly restrictive counterterrorism laws as a reaction to increasing insecurity. This reaction will only close space for civil society, making vulnerable Burkinabè even more susceptible to the allure of violent extremism. On the other end, it could seize this moment as an opportunity to engage with civil society and jointly develop and implement a comprehensive strategy for CVE.

Ill-trained and outnumbered security forces have caused northern communities to turn to traditional militia for their safety in best-case scenarios; in worst-case scenarios, they have fueled grievances, pushing civilians toward violent extremist groups for survival. Furthermore, CSOs cannot operate effectively in such volatile areas. Partner governments should focus on both long-term professionalization of Burkinabè security forces and short-term deployment of rapid-response teams to the northern border areas to establish security in the most isolated areas.

Burkinabè civil society is strong and vibrant; however, an influx of funding from donors committed to free and open societies, increased capacity, and improved coordination and solidarity among CSOs would provide a needed boost to their credibility. Encouraging Burkinabè civil society to take the lead on U.S.- and EU-funded efforts is integral.

Weak rule of law and a feeble judiciary pose a significant threat to civil society. Without appropriate oversight and accountability mechanisms in place, alleged terrorists will continue to languish in prison. International partners such as the European Union and the United States should heed this threat accordingly and recommit to improving access to justice across Burkina Faso, with an emphasis on including civil society in shaping discussions about the rule of law. Great care should be taken in ensuring that the implementation of antiterrorism laws does not take a turn for the worse.

**The Tablet Affair**

Burkinabè civil society has had previous successes in holding the government accountable and upholding the sanctity of the law. After signing off on a lucrative deal with Taiwanese technology giant Huawei to improve Internet access in the remote areas of Burkina Faso, the Burkinabè government was gifted 130 tablets in 2016.\(^3\) They were in turn given to the 127 legislators of the national assembly. However, upon hearing this development, a network of anticorruption CSOs named REN-LAC sounded the alarm, as this gift was a violation of law n°04-2015/CNT of March 3, 2015, on the prevention and reduction of corruption in Burkina Faso.\(^4\) A series of Burkinabè media outlets continued to raise the issue until the legislators returned the tablets to the government.\(^5\)
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\(^3\) Interview, U.S. Embassy in Burkina Faso, Ouagadougou, Burkina Faso, September 27, 2017.
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Because of the highly variable challenges within Burkina Faso, the following recommendations are meant to improve security and keep space for civil society open:

To the Burkinabè government

- Deploy rapid-response teams in the border areas of northern Burkina Faso to enhance security, partnering with the international community.
- Deepen community ties and work toward improving community policing around all of Burkina Faso. Treating civilians with respect not only builds social cohesion and trust, but can also provide useful intelligence and reduce grievances that can fuel radicalization.
- Follow through on the prosecution of Blaise Compaoré and others implicated in abuses to demonstrate a strong commitment to justice and accountability.
- Continue to work with CSOs at each level of government to establish common and constant dialogue on issues of mutual concern.
- Desist from using militias as support for counterterrorism operations.
- Investigate and prosecute security forces involved in violations committed during the course of counterterrorism operations.

To civil society actors

- Establish an independent, nongovernmental ombudsman to develop standards and guidelines for funding, ethics, and accountability for CSOs operating in Burkina Faso.
- Continue funding for the monitoring and reporting of human rights violations by all sides—jihadist, security forces, and militias—to help ensure greater respect for rule of law.
- Develop a common language and discourse around violent extremism. This should be done jointly with the Burkinabè government and international partners—establishing a CVE working group with a concrete structure and deadline to accomplish this could be useful. After agreeing upon the language, actors should agree on—and implement—the overall national strategy on CVE.
- Consider alternative business models to garner funding support from other sources.


To the international community

- Connect Burkinabè CSOs working on social cohesion, peace, tolerance, and human rights (among other issues) to likeminded organizations in other countries to share lessons learned and strategies to best accomplish their goals.
- Encourage Burkinabè CSOs to take the lead on advocacy efforts on improving professionalization of security forces with the government and build their capacity to do so effectively.
- Allocate funds and expertise to strengthening the judicial system in partnership with Burkinabè civil society.
- If agreed upon with the Burkinabè government, increase U.S. efforts for professionalization of both military and police forces across Burkina Faso. These efforts should be coupled with contextualized, capabilities-based human rights training with an emphasis on civilian protection.
- Continue to develop Burkinabè intelligence and law enforcement capabilities, with an eye toward respect for civil liberties.
• Guide G5 Sahel partner countries to develop and commit to realistic yet ambitious goals of restoring security to the region, through funding requests, training, and security force commitments.
ELASTIC INTERPRETATION OF NATIONAL SECURITY
CLOSING CIVIC SPACE IN HUNGARY

Sohini Chatterjee and Péter Krekó

Background

Hungary—with Viktor Orbán’s Alliance of Young Democrats (Fidesz) in power—has used nationalism and security concerns to sustain Fidesz’s power and pass restrictive legislation that aims to silence or marginalize opposition factions. Fidesz’s strategy to suppress civil society is characterized by two fundamental principles: (1) characterizing migration as a national security threat; and (2) vilifying the civil society sector as migrant-friendly and therefore at odds with Hungarian security and stability. Civil society organizations (CSOs), especially those that advocate for the rule of law and human rights, have been flagrantly attacked and delegitimized to fuel the creation of what Prime Minister Victor Orbán calls “an illiberal state.”

The party has disseminated a narrative of dualism to the people of Hungary. On one side of this narrative are the “nationalists” embodied by Fidesz, self-designated as the protector of Hungary and its culture; on the other side are the enemies of Hungary—migrants, George Soros, and civil society—all of whom are portrayed as security threats. Fidesz has promoted, directly through taxpayer-funded government campaigns and indirectly through media outlets loyal to the party, the idea that liberal-leaning enemies want to turn Hungary into a bastion for terror.

Since the 2010 elections when Fidesz gained a parliamentary super-majority, it has enjoyed virtually unchecked political power. Fidesz drafted new media and electoral laws under the Fundamental Law, Hungary’s new constitution. Collectively, these legislative acts helped Fidesz maintain the party’s dominance over Hungarian political and civic life. Formerly independent institutions were filled with individuals loyal to the government. Meanwhile, the Constitutional Court’s competences were curbed and it was explicitly banned from reviewing constitutional amendments except for procedural errors. Under this new system, the electoral law heavily favors the party in power in general and Fidesz in particular.

Though the Constitution protects civil liberties, Fidesz has maneuvered around the law to pass and implement new legislation that contradicts these rights. The new legislation is implemented so the media’s messages are bent to the Hungarian government’s will. At present, most state institutions that are responsible for providing checks on the power of the governing party have become unable (or unwilling) to effectively balance Orbán’s power.

Fidesz’s recent attack on CSOs, the law on the transparency of organizations funded from abroad,

requires CSOs receiving more than 24,000 EUR funding from foreign donors to reregister as a “civic organization funded from abroad” and to put this label on every publication.\(^2\) Amnesty International’s director for Europe, John Dalhuisen, comments, “Attempts to disguise this law as being necessary to protect national security cannot hide its real purpose: to stigmatize, discredit and intimidate critical NGOs and hamper their vital work.”\(^3\)

Indeed, this attack appears to be the embodiment of Fidesz’s national security strategy as it relates to CSOs.

**Counterterrorism in Context**

**Immigration in Hungary as a National Security Threat**

There is widespread opposition to immigration in Hungary, which is an ethnically homogenous country. Fifty-eight percent of respondents answered in a survey in 2011 that they expect an ethnic group to settle in Hungary in large numbers in the foreseeable future. The polling institute Tárki has been measuring the level of xenophobia in Hungary since 1992, dividing Hungarians into three groups: (1) xenophilic (willing to accept all immigrants); (2) xenophobic (willing to accept no immigrants); and (3) “willing to consider” allowing immigrants to come to Hungary based on individual circumstances. Its polling shows a remarkable increase in anti-immigrant sentiment over the past few decades. In 1992, 15 percent of Hungarians were xenophobic, 12 percent were xenophilic, and 73 percent were “willing to consider.” Before the Orbán government’s anti-immigration campaign started in 2015, 39 percent of Hungarians were xenophobic and 10 percent xenophilic. In 2016, a supermajority of the population (56 percent) were found to be xenophobic, and only 1 percent were categorized as xenophilic.\(^4\)

The intolerance of groups thought to be threats rose in the summer of 2015, when refugees and migrants flocked to Europe en masse.\(^5\) This crisis gave the government an opportunity to transform Hungarians’ distrust of immigrants into a tangible and imminent national security threat—and has then used that to solidify and expand its power.\(^6\) Through a series of large-scale public campaigns, the government connected the surge of asylum seekers in 2015 and 2016 to crime and terrorism and positioned itself as the only entity that could keep Hungarians safe from the looming danger. The government has argued: “Where there are numerous immigrants in Europe, there are more crimes being committed and public safety decreased, there are more muggings, thefts, batteries, cases leading to grievous bodily injuries, rapes and murders”; it has also contended that the connection between terrorism and asylum-seekers is “obvious.”\(^7\)

Orbán rallied against Brussels’ planned mandatory refugee relocation plan, claiming that all im-
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3 Ibid.


6 Ibid.

migrants “are prone to committing terror attacks” and that the distribution of asylum-seekers in the EU would equate to spreading terrorism in Europe.8 With the dissemination of this self-serving narrative, Fidesz has managed to successfully hold on to its power.9

The Charlie Hebdo Attacks

Just as Fidesz was losing popularity among Hungarians, the January 2015 terrorist attack on the French magazine Charlie Hebdo in Paris provided a lifeline to the struggling party.10 Immediately after the attacks, the Hungarian prime minister declared that the “advance of terrorism in Europe is a reality today” and claimed that “Europe is under attack.”11 Fidesz inflated the notion of an imminent security threat both to solidify its brand as a protector of the Hungarian people and to turn the public’s attention toward the urgent need for a security fence on the Hungarian border. The fence was sold as necessary to protect the country from illegal migrants and terrorists, which it claimed posed a grave danger to the Hungarian people.12 Coupled with the fence, the Hungarian government put in place a law that restricts access to asylum for those who enter from Serbia; allows authorities to close border crossing points; and criminalizes irregular entry, where those who cross the border illegally could be imprisoned, deported, and barred from reentry.13

Fidesz also used the Paris attacks to launch a profoundly racist anti-immigration campaign in Hungary. The campaign included billboards and posters with inflammatory messages linking asylum seekers and refugees, terrorism, and Muslims. These messages, such as one billboard that claimed, “The Paris attacks were committed by Migrants,” were intended to create a climate of fear among Hungarians and create a common enemy.14 The strategy worked. Not only did this environment of alarm come to fruition, Fidesz also managed to cement its hold on power and regain its popularity: “[T]he [Prime Minister] boasted that the anti-immigration campaign successfully diverted public attention from numerous scandals in early 2015, which had severely eroded domestic support for his party.”15

The Reality of the Migration Situation in Hungary

Fidesz cynically exaggerated the magnitude of the migration and terrorist threat to Hungary for political gain. Although Hungary received 70,000 asylum applications in 2015 to 2016 (during a strong influx during the mass migration crisis), the number of

---
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people intent on staying was much lower.\textsuperscript{16} Hungary was a transit country, rather than a destination country for migrants. In fact, the majority of asylum-seekers left Hungary for Western Europe immediately after registering with Hungarian authorities. Moreover, by December 2015, legislation approved by the Fidesz-dominated National Assembly had made it virtually impossible to receive refugee status in the country. In other words, the size of the Hungarian asylum-seeker and refugee community barely grew during and since the crisis.\textsuperscript{17}

There have been no terrorist attacks in Hungary committed by Muslims and there is no significant Muslim presence in the country. The RAND Corporation’s database on terrorist incidents counts 11 terror attacks in Hungary between January 1, 1990, and December 31, 2010, most of which were politically motivated, including four that were committed on the same day by the extremist “Arrows of Hungarians” terror organization.\textsuperscript{18} At most, there are 33,000 Muslims in the country and the 2004 Yearbook of the National Security Office—the predecessor of today’s internal security service, the Constitution Protection Office—declared that the country’s Muslim population is “nonradical.”\textsuperscript{19}

\textbf{Counterterrorism Legislation, Measures, and Other Tactics Used to Close Civic Space}

\textbf{Expansion of National Security Powers and Counterterrorism Laws and Measures}

The Orbán government founded the Hungarian Counter-Terror Center (TEK) in 2010 to protect the prime minister and the president and, above all, to prevent terrorist acts from being committed in Hungary—tasks that previously were assigned to the country’s domestic intelligence service. Orbán justified the creation of TEK by claiming that, since the 9/11 attacks in the United States, the main security challenge in Hungary had been terrorism.\textsuperscript{20} When TEK was established, the EU’s antiterrorism coordinator Gilles de Kerchove commended the Hungarian government for recognizing the need for an integrated counterterrorism institution.\textsuperscript{21} After the \textit{Charlie Hebdo} attacks, the government also reestablished the Counterterrorism Committee to aid with the “coherent implementation of counter terrorism activities” and modified the terror threat indication system.\textsuperscript{22}

\begin{itemize}
\item \textsuperscript{17} Rácz, “A Calculated Non-Action Miscalculated: Hungary’s Migration Crisis.”
\item \textsuperscript{18} RAND, “Database of Worldwide Terrorism Incidents,” http://smapp.rand.org/rwtid/search.php. Hungary’s terrorist threat stems from an entirely different source. In 2015, 22 percent of the radical right-wing Jobbik party’s voters agreed that “under some conditions terrorism is the only means to express one’s political opinion,” while the share of those approving terrorism was 12 percent among all adult Hungarians. A court of first instance sentenced the head of the above-mentioned Arrows of Hungarians to 13 years in prison without the chance for parole for “committing a terrorist act as co-perpetrator” and other crimes. During the sentencing, the judge emphasized that there is no established practice in Hungary for adjudicating terrorist acts, stating that no decisions had been made in terrorism-related cases previously.
\item \textsuperscript{21} Index, “Megalakult a Terrorelhárítási Központ,” September 1, 2010, http://index.hu/belfold/2010/09/01/megalakult_a_terrorelhartasi_kozpont/.
\item \textsuperscript{22} Dorottya Vekony, “A menekültek mint politikai.”
\end{itemize}
In 2016, during the refugee and migrant crisis, the Orbán government set up a Counterterrorism Information and Criminal Analysis Center (TIBEK), tasked to compile the most comprehensive assessment of Hungary’s terror threat and provide the government with analysis on terrorism. While TIBEK has so far played no role in the government’s anti-immigration rhetoric, TEK was a key player in a case that helped the government further antagonize CSOs.

In addition to the creation of new counterterrorism institutions under the control of the state, the government has taken legislative steps to expand its authorities. The expansion is justified by terrorism concerns and their effect has been to enhance the executive branch’s authority.

The legal definition of terrorist acts is set forth in Section §314 (1) of Act C of 2012 of the Penal Code. It states, “Any person who commits a violent crime against persons or commits a crime that endangers the public... in order to: (a) coerce a government agency, another state or an international body into doing, not doing or countenancing something; (b) intimidate the general public; (c) conspire to change or disrupt the constitutional, economic or social order of another state, or to (d) disrupt the operation of an international organization; is guilty of a felony punishable by imprisonment between ten to twenty years, or life imprisonment.” The law defines “terrorist group” as a group of at least three people “operating in accord for an extended period of time whose aim is to commit acts of terrorism.”

A 2016 amendment of the Penal Code allows for the prosecution of minors between the ages 12 and 14 for terrorist offenses as long as they have the capacity to understand their actions. Moreover, the amendment also states that “any person who raises support for terrorism in public or publishes pro-terrorist propaganda commits a felony, punishable by imprisonment.”

The Case of Ahmed H.

In 2016, TEK apprehended a 39-year-old Syrian carrying nine passports, who, according to Fidesz MP Bence Tuzson, was a member of an organization posing a terrorist threat in the EU. The Syrian was charged with “committing a terrorist act to coerce a state institution.” Viktor Orbán proclaimed two days after his arrest: “We caught a terrorist.” A court of first instance sentenced Ahmed H. to a 10-year prison sentence. Amnesty International called the sentence “absurd.” A court of second instance found the previous court had failed to account for numerous relevant factors and overturned the sentence.

25 Ibid.
The government has also used arguably flawed data to justify “a state of crisis due to mass migration” under the Asylum Act; such a “state of crisis” has been in effect since March 2016.38 This provides a legal justification for an expansion of government and police power, especially against migrants and organizations working with migrants.39 During a “crisis due to mass migration,” the Hungarian government and local authorities are afforded expanded rights; it can pass hasty legal and logistical measures that it deems necessary to handle the migration crisis.40 After a protracted legal battle, the Hungarian Helsinki Committee was finally able to obtain the data on which the government was justifying this ongoing threat. According to that data, the state of crisis was based on immigration patterns in Greece and Macedonia and did not contain evidence of a migration-related threat in Hungary.41

An even greater expansion of authorities justified by terrorism went into effect in March 2017. The new legislation, entitled “On the amendment of certain acts related to increasing the strictness of procedures carried out in the areas of border management,” amends the following acts: the Act on Asylum, the Act on the Admission and Right of Residence of Third-Country Nationals, the Act on State Border,
the Act on Minor Offenses, and the Act on Child Protection and Guardianship Management. Under the current state of crisis, these new provisions allow Hungarian law enforcement to automatically detain and summarily remove asylum-seekers to the Serbian side of the fence, without allowing access to the Hungarian asylum procedure. According to the Helsinki Committee, the effect of this bill on asylum seekers and would-be asylum seekers is significant: “These . . . legal changes, which are extreme and flagrant violations of European Union asylum law and European and international human rights standards and European values, warrant an immediate and definite response by the European Commission and other EU institutions.” The legislation seems to violate not only European Union asylum law, but also international refugee law. The restrictive measures proposed in this bill would allow the government to institute and sustain the state of crisis indefinitely with virtually no justification.

In the wake of the March 2016 attack in Brussels, the government adopted a new Counterterrorism Action Plan leading to a constitutional amendment and changes to 13 laws (e.g., National Security Act, Police Act). As a consequence of the amendments, the police can now introduce high-level security measures for up to 144 hours (72+72) and even extend this period in certain cases. Additionally, the police may now place video recorders at state institutions of high importance, and personal data acquired while monitoring entry and exit to such institutions may be kept by police for as long as 30 days. The police may also handle the personal data of individuals entering Hungary from a third country for up to five years. The new Action Plan additionally authorizes the Hungarian Defense Force to help the TEK execute counterterrorism activities. Finally, it requires communication service providers to ensure the continuous operation of call numbers used by certain organizations. These expanded capabilities further aid the government’s crackdown against migrants and refugees. This could pose a dangerous threat to CSOs already being targeted by Fidesz.

Anti-Money Laundering and Combating the Financing of Terrorism Legislation

It is important to note that the Hungarian National Assembly also approved Act LIII of 2017 on preventing and stopping money laundering and terrorism financing. This law was intended to codify the EU’s fourth anti-money-laundering directive into Hungarian law. The text of this legislation
does not pose any immediate threat to the civil society sector.

However, Hungary was found to be only in partial compliance with the Financial Action Task Force (FATF) Recommendation 8, which aims to prevent terrorist abuse of the civil society sector.\textsuperscript{53} Specifically, Hungary was recently evaluated by MONEYVAL, an associate member within FATF and a permanent monitoring entity of the Council of Europe.\textsuperscript{54} In its Mutual Evaluation Report, MONEYVAL concluded that there were significant transparency issues in Hungary’s implementation of FATF.\textsuperscript{55} In particular, it found that Hungary had erroneously foregone a formal review of the civil society sector to identify which segment(s) of the sector were at risk for terrorist financing and whether and how the legal and policy environment in Hungary affects that risk.\textsuperscript{56}

MONEYVAL argues in its evaluation report that the Hungarian national risk assessment (NRA) lacks sufficient breadth and depth with respect to the assessment of potential money laundering and financial terrorism threats and vulnerabilities and their consequences.\textsuperscript{57} MONEYVAL also found that the NRA failed “to identify sources, causes and interdependencies of money laundering (ML) ML risks, as well as the most salient ML risks... [and] does not demonstrate characteristics of a comprehensive assessment based on a robust methodology.”\textsuperscript{58}

The report concluded that Hungary should undertake a sectoral risk assessment of the civil society sector to ensure compliance with FATF Recommendation 8.\textsuperscript{59} The Hungarian Ministry for National Economy is tasked with implementation of the Mutual Evaluation Report recommendations; the status of a new sectoral risk assessment, if it has begun, is unknown.\textsuperscript{60} Additionally, FATF Recommendation 8 has been subject to abuse by states, oftentimes leading to the passing of restrictive legislation on civil society.\textsuperscript{61} Considering Hungary’s recent actions taken to close civic space, civil society could be in danger of the government’s manipulation of FATF’s recommendations.

**The Demonization of the Civil Society Sector in the Name of National Security**

The first to feel the wrath of the Orbán government was the civil society sector, in particular those working on refugee issues or receiving support from George Soros, Hungarian-American philanthropist. In September 2016, Fidesz instituted national security inspections of CSOs “cooperating with the So-

\textsuperscript{53} Global NPO Coalition on FATF, “The Platform,” http://fattplatform.org/. Recommendation 8—regarding the potential susceptibility of CSOs to terrorist finance—was recently revised to better safeguard the legitimate operations of CSOs and more precise targeting of terrorist activity.


\textsuperscript{56} Sohini Chatterjee, interview with Eszter Hartay. See also, Hungary Fifth Round Mutual Evaluation Report.

\textsuperscript{57} Hungary Fifth Round Mutual Evaluation Report.

\textsuperscript{58} Ibid.

\textsuperscript{59} Ibid.

\textsuperscript{60} Sohini Chatterjee, interview with Eszter Hartay.

ros-network.” After this request was made, 22 organizations were identified and then claimed to have “openly violate[d] Hungarian and European laws,” as they participate in politics with “black money.”

Fidesz’s most explicit attempts to depict critical or dissenting CSOs, and especially those funded by George Soros, as serving foreign interests were in 2014. Prime Minister Orbán has argued that Soros-funded organizations “constitute a background power” and that the Hungarian political opposition’s strength is behind Soros’s unelected activist network.

The government has claimed that George Soros is trying to implement his pro-migration scheme by financing “pseudo-NGOs” in Hungary that work to achieve his illegitimate aims. The government claimed that these organizations were encouraging immigrants to break Hungarian laws and offer training to refugees with the intent to overthrow the Hungarian government. In 2013, government-organized media, including the weekly Heti Válasz and the daily Magyar Nemzet controlled by former Fidesz ally Lajos Simicska, published lists of CSOs allegedly “kept” by George Soros. The government has since attempted to portray these entities as supporters of terrorism and crime and a potential threat to Hungarian security.

Through large-scale messaging campaigns, the government argues that Soros wants to “flood Europe with Muslims” and destroy nation states by “getting rid of the ethnic basis of Christian Europe.” It has publicly accused Soros as the mastermind behind a global pro-migration scheme, arguing that he would spend billions of dollars to achieve this goal. On November 6, 2015, a Fidesz coalition partner sent an open letter to a number of Open Society Foundations (OSF)-funded CSOs; the letter argued that George Soros’s task was to eliminate the borders of sovereign countries so that refugees could have easier access to Europe.

The demonization of Soros-supported organizations had its intended impact. In April 2017, 64 percent of respondents told the polling organization Publicus Institute that Soros is a potential threat to Hungary, while 57 percent said foreign-funded organizations should not take part in domestic politics. Informal polls have also found that Hungarian support for Soros has declined drastically since the Fidesz-backed campaign was launched.

---

64 Tóth “Full Text of Viktor Orbán’s Speech.”
65 Hungarian Helsinki Committee, “Timeline of Governmental Attacks.”
67 Hungarian Helsinki Committee, “Timeline of Governmental Attacks.”
69 Although anti-Semitism is widespread among Hungarians, allegations that the Orbán government’s anti-Soros campaign was motivated by anti-Semitism is unlikely, although it clearly invokes such sentiments. In fact, Viktor Orbán explicitly stated that among its many offenses, the Soros network could “import” anti-Semitism into Europe by ushering in Islamic radicalism and Muslim migrants. The minister for the prime minister’s office, János Lázár, and government spokesman, Zoltán Kovács have also drawn explicit attention to the anti-Semitism among Muslims and have claimed that immigration is likely to import such attitudes. In other words, Fidesz vilifies Soros and NGOs because they pose a threat to his power rather than as a result of Soros’s religious background. In fact, in-person interviews revealed that Fidesz is trying to enhance its appeal to the Jewish community. Government spokespeople suggest that the Jewish community in Hungary should rally behind Fidesz, as Muslim immigration and terrorism pose a distinct threat to their religious freedom in Hungary.
In 2012, the government created the National Co-operation Fund (NEA), a new state institution tasked with distributing state funding to CSOs. By taking control of this institution, the government can withhold money from any organizations that criticized the Orbán government. It clearly favors “nationally oriented,” nationalist, or conservative CSOs.  

The government also launched a widespread investigation into nonloyalist CSOs. The Hungarian prime minister ordered the Government Control Office (KEHI) to carry out a large-scale governmental examination of the CSO grants program and its “institutional system.”

In spite of the government’s public accusations that the CSOs in question engaged in illegitimate financial activities, misappropriation of funds, and budget fraud, the investigations were all closed without any indictments.

In January 2018, the Hungarian government drafted a legislative package entitled “Stop Soros,” which seeks to list organizations supporting illegal immigration, obliges them to pay a 25 percent tax on foreign donations, and allows the government to potentially ban Hungarian citizens from entering the 8-kilometer-wide area from the southern border fence. Although the draft law claims that CSOs themselves would have to declare that they support illegal migration, Minister for the Cabinet Office of the Prime Minister Antal Rogán told state-owned Kossuth Radio that the “Hungarian government, the Hungarian authorities naturally have a list of the organizations who do such activities [as support migration].” The actual wording of the draft is vague, its definitions are incomplete, it is unconstitutional, and it clearly serves propaganda purposes.

Fidesz’s Recent Attack on CSOs: Lex-NGO

Fidesz has used taxpayer funds to send out a highly politicized “national consultation” survey, entitled “Stop Brussels,” to every Hungarian household. The data yielded by the questionnaire proved deficient and partial, as a public opinion poll found that it was mostly supporters of Fidesz that sent the questionnaires back.

Citing the national consultation data, Fidesz justified its one of most substantial attack on civil society, the so-called Lex-NGO (Act LXXVI on the transparency of organizations funded from abroad). This law was submitted to the National Assembly in April 2017 and approved in June of the same year.


72 Sohini Chatterjee, interview with Vera Mora.


77 Ádám Kolozsi, “Csak a Fideszesek Konzultálnak a Kormánnyal, a Többséget Zavarja az Egész,” Index, May 12, 2017, http://index.hu/belfold/2017/05/12/cvak_a_fideszesek_hajlandoak_konzultalni_a_kormannyal_a_tobbseget_zavarja_az_egesz/.

Lex-NGO requires NGOs that receive over HUF 7.2 million (USD $28,000) from foreign sources to register at a court as an “organization funded from abroad” and to display this on all of their publications and media materials. Lex-NGO is justified by claims that foreign-funded CSOs’ activities “could threaten the country’s political, economic interest” and the law allegedly contributes to international efforts against money laundering. The “general reasoning” for the law focuses specifically on Hungary’s national security.

Although the Hungarian government claimed that these measures were necessary to ensure that CSOs are transparent, many of the organizations in question were already publishing the sources of their income on their websites. Moreover, the Hungarian law is extremely broad and labels a wide range of organizations as agents of foreign influence, simply for receiving foreign funding. Foreign agents, as defined by the law, include the Hungarian Red Cross and Rex Animal Shelter Foundation, among others. Notably, there was very little public outcry in response. In a survey, 54 percent of those who had heard about Lex-NGO said it makes CSOs more transparent and 45 percent approved of the fact that an organization could be dissolved if it fails to obey this piece of legislation.

However, both members of Parliament (MPs) and domestic CSOs have resisted Lex-NGO. A group of 50 MPs, including from the leftist Green Party and the Radical Right Jobbik party, filed a claim in the Constitutional Court arguing that the law, as written, is unconstitutional. However, it is unclear how long it will be before the Constitutional Court takes up this case, as Fidesz-nominated judges have been a majority in the Constitutional Court since April 2013. In the past, the government-controlled court has ruled heavily in favor of the government or has stalled ruling in politically sensitive cases. At present, there are 17 opposition motions before the Constitutional Court—the oldest of which was submitted in March 2015. Constitutional judges, theoretically one of the strongest checks on the government’s power, may be unwilling to make decisions on cases that thwart Fidesz’s political strategy—including its legislation restricting civic space.

The “Civilization Campaign,” a consortium of CSOs, has been collectively pushing back against Lex-NGO. A subset of CSOs has decided that it will not comply with the law and is willing to be fined for noncompliance. A legal battle is anticipated once those parties (the noncompliant CSOs) have a legal and jurisdictional basis for their claim (e.g., the fine imposed by the government). The Civilization Campaign plans to pursue legal redress in both domestic and international forums, including the Hungarian Constitu-

79 Ibid.
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tional Court, the European Court of Justice, and the European Court of Human Rights.88

Importantly, the European Commission has taken a strong position against the NGO law. On July 13, 2017, the European Commission launched an infringement procedure against Hungary’s Lex-NGO, formally stating that it violates rights protected by European Law.89 In a letter dated September 18, 2017, the European Commission stated: “The new registration, reporting and transparency obligations introduced by the law constitute unjustified and disproportionate restrictions on the free movement of capital, as outlined in the Treaty on the Function of the European Union. They also constitute undue interference with fundamental rights as enshrined in the Charter of Fundamental Rights of the European Union, namely the right to freedom of association and the right to protection of private life and personal data.”90 Hungary sent a formal response to the European Commission in August of 2017, which is now under review.91 The Council of Europe Venice Commission has also indicated that the draft Lex NGO law may be used as a pretext to control or restrict NGOs.92 It expresses specific concerns surrounding the rationale behind the law and the arbitrary three-year period when civil society organizations cannot receive foreign funding, among other items.93

**Countering Terrorism and Closing Civic Space**

Legislation in Hungary, including Lex-NGO and Hungary’s counterterrorism law, is being passed more and more quickly without meaningful public consultation.94 At one time, the Hungarian Civil Liberties Union (HCLU) would monitor pending legislation and provide comments, which were often considered by government officials prior to the adoption of the final text.95 Now organizations like HCLU are entirely disengaged from the process of drafting and adopting legislation.96

The Civilization Campaign and the sector as a whole should consider ways to broaden domestic constituencies and enhance outreach to Hungarians regarding the vital role of civil society in a democratic polity. While the Civilization Campaign is working to counter Fidesz’s negative depiction of the sector, CSOs’ appeal to the Hungarian populace remains tenuous. Absent further efforts to strengthen its outreach, especially in rural areas, the sector remains in danger of being severely weakened.

Fidesz also recently passed legislation in April 2017 with the intention to close the Soros-founded Central European University (CEU). However, this legislation faced significant backlash, which has been much more effective and widespread.
when compared to the resistance to the NGO law. This outcry led to Fidesz supporters and advisers admitting this move was a political miscalculation. The Hungarian population’s allegiance to CEU and academic freedom was radically underestimated by Fidesz—in spite of the connection between Soros, who funds the university. After CEU complied with Hungarian regulation, the Orbán regime amended the higher education law once again to extend the deadline for compliance with the new regulations by one year. The Budapest university recently announced its reaccreditation in Hungary and, though this secures its future, it will no doubt be subject to more attacks from Fidesz. Nevertheless, this incident illustrates that broadened constituencies and enhanced public support and reactions can sometimes successfully push back against Fidesz’s increasingly authoritarian measures.

### Conclusion

Despite its progress and EU membership, Hungary continues to impose restrictive measures against civil society in an effort to maintain a single-party-controlled political system. Slowly, the country is creeping toward authoritarianism.

Invoking Hungarian nationalism, Fidesz has, seemingly successfully, employed an elastic interpretation of terrorism and broader national security issues to effectively link these threats with the migration crisis. Fidesz has used a variety of tactics to maintain this narrative and stifle critical opposition voices, including civil society. By expanding its counterterrorism powers, executing negative public messaging campaigns, and conducting debilitating investigations and monitoring, the government has made gains to delegitimize and disable civil society’s operations. Yet, civil society’s voice is needed now more than ever to push back against Fidesz’s authoritarian advances.

The strategy of claiming that Hungary may become a playground for terrorists has been highly successful, despite the fact that these claims are blatantly misleading. Fidesz is presently leading the polls comfortably, by over 10 percent. Prime Minister Orbán appears poised to win the 2018 general election by a landslide.

### Recommendations

**To the Hungarian government**

- Implement the Council of Europe’s recommendations in relation to the Lex-NGO law.
- Restart dialogue and consultations with civil society when designing and implementing new legislation. Organizations such as the Hungarian Civil Liberties Union had previously submitted comments to be considered by government officials. Efforts should be made to mend this relationship.
- Amend counterterrorism legislation and state-of-emergency powers to be precise, specific, reasonable, and consistent with international law.

**To civil society actors**

- Continue and amplify outreach into rural communities and expand awareness-raising campaigns.

**To the international community**

- Support legitimate investigative reporting and independent media.
- Support civil society organizations, civil soci-

---
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ety solidarity initiatives such as the Civilization Campaign, and other forms of ideational freedom, such as CEU.
CIVIC SPACE IN INDIA
BETWEEN THE NATIONAL SECURITY HAMMER AND THE COUNTERTERRORISM ANVIL

Lana Baydas

Background
India is considered the most populous democracy. It has functioning institutions—to a certain degree—and transparent elections,¹ as well as a vibrant civil society.² The values of sovereignty, secularism, justice, liberty, equality, and fraternity are enshrined in the Constitution. India has a three-tier federal system of governance. At the national level, there is the union government. At the regional level, there are 29 states and seven union territories. At the local level, there are local government bodies, namely, panchayats and municipalities in rural and urban areas respectively. Indian society is diverse in terms of religion and ethnicity.

However, political dynamics in India have been entrenched along religious and ethnic lines. Colonial authorities, in order to retain power, reinforced these divisions. The anticolonial struggle naturally used religion, ethnicity, and caste as part of its mobilization process. Later, political parties continued utilizing identity politics to garner support among the country’s population. Former Prime Minister Indira Gandhi stirred nationalist sentiments to consolidate her power and that of her party until she took an authoritarian turn. She lost her post in the 1977 general elections after imposing a state of emergency from 1975 to 1977, curtailing fundamental civil and political rights.

With the Bharatiya Janata Party (BJP) achieving a landslide win in the 2014 general elections,³ and securing 31 percent of the vote, Narendra Modi acceded to power as BJP’s candidate for prime minister. The BJP further consolidated its authority after gaining a majority of seats in the 2017 legislative elections in Uttar Pradesh and Uttarakhand, rising to prominence on a platform closely associated with Hindu nationalism. Leveraging “centrally controlled programs that state residents see as having an impact on their daily lives,”⁴ the BJP added to its wins the state of Himachal Pradesh

¹ The first prime minister of India, Jawaharlal Nehru of India, during his 17 years in power, strengthened institutions and democratic processes unlike many postcolonial countries where democracy was given a short shrift. See generally, Ragini Nayak, “Jawaharlal Nehru: a legacy revisited,” The Hindu, November 16, 2014, http://www.thehindu.com/opinion/open-page/open-page-jawaharlal nehru-a-legacy-revisited/article6603356.ece.
and Prime Minister Narendra Modi’s home state of Gujarat in December 2017.\(^{5}\)

Prime Minister Modi has exploited identity politics in an unprecedented way,\(^{6}\) advancing Hinduism in place of pluralism, raising concerns about “the health of democratic checks and balances.”\(^{7}\) This approach dominates the behavior of the government and its allies, as “[r]eligious conservatives have quietly displaced India’s old, privileged secular elite at the helm of universities and other state institutions.”\(^{8}\) Advocating for “India First,” Prime Minister Modi defined his approach: “[w]hatever you do, wherever you work, India should be the top priority for all its citizens.”\(^{9}\)

The discourse in the country has become increasingly nationalist and intolerant. Prime Minister Modi promoted his party’s vision of “an exclusionary Hindu view of nation, state, and collective identity.”\(^{10}\) Hindu nationalism, also known as Hindutva, is by definition an ideological threat to non-Hindu minorities like Muslims and Christians.\(^{11}\) It presents a view of India as a Hindu nation, with favored people who are deserving of rights and opportunities and “others.” The Hindu majoritarianism advanced by the BJP has resulted in anti-Muslim mob violence and a rise of killings in the name of protecting cows (held holy by some Hindus). “The problem is not simply that these divisive and sometimes violent transgressions undermine individual freedom and rule of law—it is that the state has granted such attacks moral legitimacy.”\(^{12}\) The union government turned a blind eye to attacks conducted by nonstate actors.\(^{13}\) As Pratap Bhanu Mehta, the former president of the Center for Policy Research, pointed out, “it is using nationalism to crush constitutional patriotism, legal tyranny to crush dissent, political power to settle petty scores, and administrative power to destroy institutions.”\(^{14}\)

In this vein, the government has been mobilizing its constituents against individuals, minority groups, and institutions that do not “subscribe to its right-wing Hindu ideology. It terms anyone who raises a dissenting voice as “antinational.”\(^{15}\)

---

5. Ibid.


The Indian government actively uses this discourse to define what constitutes a threat to national interests and economic prosperity. The overly broad concept of “national security” combined with counterterrorism legislation and measures, has adversely impacted India's civic space.

**Counterterrorism Legal Framework**

India has a long history of terrorism and violence based on separatist and secessionist movements, as well as ideological and religious conflict. This led to the enactment of numerous antiterrorism laws to address new challenges and gaps in the legal framework. The first antiterror law was the Unlawful Activities (Prevention) Act of 1967 (UAPA). The act was adopted following the Sino-Indian War and in reaction to calls by the Dravida Munnetra Kazhagam (DMK) party in Tamil Nadu for secession. It was used to declare associations that supported the idea of secession from India as “unlawful.”

UAPA continued to be the main antiterror law until after the assassination of former Prime Minister Indira Gandhi when calls for stricter provisions were high. The Terrorist and Disruptive Activities (Prevention) Act (TADA) was passed in 1985 (lapsed in 1995). Part II (3) of TADA stipulated that a terrorist is:

> [w]hoever with intent to overawe the Government as by law established or to strike terror in the people or any section of the people or to alienate any section of the people or to adversely affect the harmony amongst different sections of the people does any act or thing by using bombs, dynamite or other explosive substances or inflammable substances or lethal weapons or poisons or noxious gases or other chemicals or by any other substances (whether biological or otherwise) of a hazardous nature in such a manner as to cause, or as is likely to cause, death of, or injuries to, any person or persons or loss of, or damage to, or destruction of, property or disruption of any supplies or services essential to the life of the community, or detains any person and threatens to kill or injure such person in order to compel the Government or any other person to do or abstain from doing any act, commits a terrorist act.

During the BJP government of 1999 to 2004, party leaders sought to exploit various terrorist attacks in the country and abroad to push for new counterterrorism legislation that targets minority groups, particularly the Muslim community. Despite efforts by India’s Muslims to assert their patriotism and distance themselves from terrorist groups, the BJP was able to leverage societal suspicion of Muslims and link them to global terrorist groups.

In March 2002 following the Gujarat train attack, the Prevention of Terrorism Act (POTA) became law. Chapter II (3) of 2002 POTA introduced broader language reflecting the influence of the nationalist narrative in India. It defined the act of terrorism as:

> [an] intent to threaten the unity, integrity, security or sovereignty of India or to strike terror in the people or any section of the people does [sic] any act or thing by using bombs, dynamite or other explosive substances or inflammable substances or firearms or

---

16 The state political party of Tamil Nadu and Pondicherry calls for the state of Tamil Nadu. See further: http://dmk.in/english.
other lethal weapons or poisons or noxious gases or other chemicals or by any other substances (whether biological or otherwise) of a hazardous nature or by any other means whatsoever, in such a manner as to cause, or likely to cause, death of, or injuries to any person or persons or loss of, or damage to, or destruction of, property or disruption of any supplies or services essential to the life of the community or causes damage or destruction of any property or equipment used or intended to be used for the defense of India or in connection with any other purposes of the Government of India, any State Government or any of their agencies, or detains any person and threatens to kill or injure such person in order to compel the Government or any other person to do or abstain from doing any act.\textsuperscript{21} [emphasis added]

POTA, until it was repealed in 2004, was abused by the authorities to harass political opponents and target particular communities such as tribes, religious and ethnic minorities, trade unionists, and Dalits.\textsuperscript{22} The sweeping definition in POTA inappropriately encompasses a large number of non-violent forms of political protest, such as peaceful demonstrations disrupting rail services or ports, or industrial action in a large range of industries. It gives authorities the ability to classify political opponents and a broad range of peaceful opposition movements arising from regional, ethnic, or religious grievances, as terrorist or antinational.\textsuperscript{23}

In June 2005, the POTA review committee reported that there were 11,384 persons wrongfully charged under POTA who instead should be charged under the regular law.\textsuperscript{24}

In the aftermath of the November 2008 attacks when a series of 12 coordinated shooting and bombing attacks lasting four days were carried out by Pakistan-based terrorist group in Mumbai, the lower house of the Indian parliament passed the Unlawful Activities (Prevention) Amendments Bill. The 2008 amendments of UAPA included POTA's language on the definition of terrorism.\textsuperscript{25} In addition, the UAPA empowered the government to outlaw groups as a “terrorist organization,” “terrorist gang,” or “unlawful association.” The amendments expanded those powers by increasing the number of criminal offenses linked to association with or membership in a terrorist organization or gang, terms defined by reference to the vague and overbroad definition of “terrorism.” A number of terrorist organizations were named and included in UAPA itself.\textsuperscript{26} Additionally, amendments introduced to UAPA in 2012 further expanded the already vague definition of a “terrorist act” to include offenses that threaten the country’s economic security. UAPA was amended again in 2004 to criminalize terrorist financing, and in 2008 to align with the requirements of the United Nations Convention on the Suppression of the Financing of Terrorism.

In addition to these laws, the Armed Forces Special Powers Act (AFSPA) was enacted in 1958 as an emergency measure to allow the deployment of

\begin{itemize}
  \item \textsuperscript{23} Jude Howell, “Counter-Terrorism Policy Post-9/11,” 127, 134.
  \item \textsuperscript{26} Government of India Ministry of Home Affairs, Banned Organizations, http://mha.nic.in/bo Government of India Ministry of Home Affairs, Banned Organizations, http://mha.nic.in/bo
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the army to counter a separatist movement in the northeastern Naga Hills. However, it has remained in force in several northeast states for five decades and in Jammu and Kashmir since 1990. The AFSPA grants the armed forces the power to shoot, to kill in security situations, to arrest without warrant, and to detain people without time limits. The law forbids the prosecution of soldiers without approval from the central government, which is rarely granted. This act has often been used against human rights defenders (HRDs) and organizations for the rights of marginalized people, that is, Dalits, Adivasis, and religious minorities. A 2012 report of the UN special rapporteur on the situation of HRDs indicated that they were often targeted by security and police forces under the pretext that they were Naxalites, terrorists, militants, insurgents, or antinationalists.\(^\text{27}\)

Further, states, at the regional level, can adopt acts to address situations in their respective jurisdiction. Following the Naxalite attacks in 2005,\(^\text{28}\) the Chhattisgarh assembly, dominated by BJP, passed the state’s Special Public Safety Act that widened the net of civil society groups that could be labeled as unlawful or engaging in terrorist activities.\(^\text{29}\) The act defines “unlawful activities” as ones “which constitute a danger or menace to public order, peace and tranquility.” It defines an unlawful organization as “any such organization, which is directly or indirectly involved in committing any unlawful activity or the objective of which is to encourage or give assistance or assist or induce unlawful activity by any medium, means or otherwise.”\(^\text{30}\)

Similarly, the Jammu and Kashmir Public Safety Act, which is also an administrative detention law, is criticized by the United Nations and human rights organizations for the lack of due process guarantees and for its discriminatory use against people protesting the government’s actions.\(^\text{31}\) These acts contain vague and overbroad terms such as “security of the state” and “public order” that could provide authorities with a convenient justification to target human rights activists and unionists.\(^\text{32}\) Invoking the Jammu and Kashmir Public Safety Act, local authorities, for example, arrested Khurram Parvez, a prominent human rights defender, on “vague accusations of alleged “anti-India” activities, aimed at disrupting the public order.”\(^\text{33}\) In 2016, 400 individuals, mostly minors, were arrested in Jammu and Kashmir, India’s only majority Muslim state, following protests and violent clashes that erupted after the killing of a leader of the armed group Hizbul Mujahideen.\(^\text{34}\)

### National Security and Shrinking Civic Space

Rights to freedom of expression, association, and peaceful assembly are guaranteed in the Indian con-


\(^{28}\) “General designation given to several Maoist-oriented and militant insurgent and separatist groups that have operated intermittently in India since the mid-1960s,” noted in https://www.britannica.com/topic/Naxalite.


\(^{30}\) Ibid.


\(^{33}\) United Nations, “UN experts urge release of prominent human rights defender after month-long detention.”

Article 19 (1) of the constitution stipulates that “[a]ll citizens shall have the right (a) to freedom of speech and expression; (b) to assemble peaceably also and without arms; (c) to form associations or unions [or co-operative societies]; (d) to move freely throughout the territory of India; (e) to reside and settle in any part of the territory of India; [and] (g) to practice any profession, or to carry on any occupation, trade or business.”

Interaction between the union government and civil society actors has always been complex. On one hand, civil society actors are perceived as foreign agents—sentiments fueled by government officials; on the other hand, they are considered core partners to fill socioeconomic gaps, particularly in the field of service delivery. Despite this ambivalent relationship, the Indian civil society scene is vibrant, encompassing social movements, trade unions, community-based organizations, and national and international nongovernmental organizations (INGOs). The mere fact that the fulfillment of basic needs and social justice was not addressed by political parties but by civil society organizations (CSOs) propelled hopes that civil society would serve as an alternative to the nonperforming state and an unresponsive party system. This has impacted how Indians perceive civil society actors.

After a strained relationship during BJP’s rein from 1998 to 2004, civil society regained its influence with the government and initiated rights-based policies in India during the days of the United Progressive Alliance (UPA) government. India’s civil society has played a crucial role in advancing legislation, like the Right to Information Act, the National Rural Employment Guarantee Act, and the Forest Rights Act through advocacy with the National Advisory Council (NAC), and through strategic litigation in the Supreme Court.

However, former Prime Minister Manmohan Singh began to instate again a strained relationship with civil society, and begin the drumbeat, signaling the end of civil society-government engagement golden era. The rise of the BJP accelerated the process. In June 2014, the Intelligence Bureau submitted to Prime Minister Modi a confidential report—that was later leaked to the media—indicating the negative impact of certain foreign-funded NGOs on India’s development. It alleged that these groups lowered GDP growth by 2 to 3 percent. The report defined development as a national security issue, invoking a strong state with powers to repress in the name of growth. This report shaped the relationship between the union government and civil society. Since Modi’s ascension, the government has adopted a plethora of legal and administrative measures to curtail freedoms that are essential to civic space. Civil society actors, labeled as threats to national security, disruptive, and agents of foreign powers, face various forms of harassment and intimidation, including travel restrictions, operational barriers, arbitrary arrests, and targeted killings. These threats are based on unsubstantiated accusations, and are often motivated by nationalist sentiments. “[A]ny space for dissent and the middle ground for civil society to function erodes very fast and human rights defenders often come under attack by both state and...
non-state actors. The human rights defenders are thus profiled, harassed, intimidated, ill-treated and subjected to hateful abuse.”

The killing of Gauri Lankesh, a prominent journalist and critic of Hindu nationalist militancy, and the 2016 arrest of the Jawaharlal Nehru University (JNU) Students’ Union President Kanhaiya Kumar who was charged with sedition for allegedly shouting “anti-India” slogans illustrate the forms of intimidation that civil society actors are subjected to. What is notable in India is the use of non-state actors to troll, kill, harass, and intimidate civil society activists who are accused of being “antinational,” or perceived as threats to national security or national interests. A number of incidents against dissenters, activists, and human rights defenders have been committed by “unidentified” persons. Media outlets are also challenged by the government and its supporters, utilizing legal and administrative measures ranging from the withdrawal of government advertising to spurious tax raids, lawsuits on the basis of stringent rules, and harassment on social media.

The government curtails freedom of expression by invoking the various provisions of the Indian penal code that criminalize sedition and defamation, using an elastic interpretation of what could constitute a threat to national security and public order. Section 124A of the code states that “[w]hoever, by words, either spoken or written, or by signs, or by visible representation, or otherwise, brings or attempts to bring into hatred or contempt, or excites or attempts to excite disaffection towards the Government established by law in India shall be punished with life imprisonment.” Government officials and supporters have misused this provision to silence opposition. Mere criticism of state policy has been adequate reasoning for governments at different levels to act on a sedition charge. The increase of sedition charges has prompted human rights activists to file a petition with the Supreme Court of India against the “misuse of sedition laws.” The Supreme Court clearly indicated in its ruling that an act of sedition has to constitute an “incitement to violence or intention or tendency to create public disorder or cause disturbance of public peace.” It further stated that “[s]uppose somebody makes a strong criticism of the government . . . even a case of criminal defamation cannot be filed, let alone a case of sedition.”

The union government has increased the level of scrutiny over CSOs’ finances using the excuse of countering the finance of terrorism, and limiting the intervention of “foreign hands” in India’s domestic politics. It has used tactics that often impact the survival of CSOs.

---

45 “The elephant in its labyrinth.”
46 Examples of these cases include: Aseem Trivedi (a cartoonist who stood against corruption), SP Udayakumar (for anti-nuclear activism), folk-singer Kovan (against state-run liquor stores).
vious Indian governments used the Foreign Contribution (Regulatory) Act (FCRA) in order to restrict the work of civil society. FCRA was first adopted in 1976 to prevent political opponents from receiving foreign funding during the state of emergency. The law regulates foreign funds to Indian NGOs, subjects them to the control of India’s Ministry of Home Affairs, and bars activities of a “political nature”—a category that is broadly applied at the discretion of executive authorities. This law was never repealed and has since formed the framework for regulating all foreign funding of Indian CSOs.

In 2010, FCRA was revised by the Congress Party government to become more stringent as a tool to combat the financing of terrorism and money laundering. However, the amendments went far beyond what is required for this purpose. It prohibited political parties, the media, and organizations “of a political nature” from receiving foreign contributions. Under the expanded law, social, religious, and educational organizations with foreign donors are required to obtain a permit and cannot receive funds that could be used for political or “antinational” activities. These organizations are obligated to renew their registration every five years. The restrictions on foreign funding are a handy weapon that can be employed by the state, with great discretion, against individuals and organizations opposing government policies. Criticizing the illegality of FCRA, the former UN special rapporteur on the rights to freedom of peaceful assembly and of association, Maina Kiai, indicated that “[r]estrictions on the right to freedom of association based on national security concerns must refer to the specific risks posed by the association; it is not enough for the State to generally refer to the security situation in the specific area.”

In spite of the criticism, from 2011 to the end of 2017, 18,867 organizations had lost their FCRA registration. This figure includes a large number whose license was not renewed in 2015 due to delays in applying or processing. While exact data is not available, it is believed that between 50 and 100 NGOs were denied licenses for their antinational or antinational security activities. There is a general consensus that organizations critical of government’s policies were the target of the FCRA regulations. India’s National Human Rights Commission (NHRC) issued a notice in November 2016, in which it held that the FCRA’s license nonrenewal was neither legal nor objective and that it impinged upon the rights of human rights defenders with


52 Of these, 14,397 cancelations occurred between 2014 and 2017, under the NDA government. See the Ministry of Home Affairs, FCRA Registration Cancelation list, https://fcraonline.nic.in/fc8_cancel_query.aspx.

53 Information received from an anonymous source, November 2017.


regard to access to funding.\textsuperscript{56} Upon the rejection of its license renewal under FCRA, the Center for Promotion of Social Concerns (CPSC) filed a complaint before the Delhi High Court. In response, the Ministry of Home Affairs filed a counter response, accusing CPSC executive director Henri Tiphagne of using “foreign contributions” to “project the image of India in a poor light” by providing information to the United Nations human rights protection mechanisms. Another example is when the government revoked the license of the Navsarjan Trust, a Dalits rights organization, on the grounds of “working against public interest.”\textsuperscript{57}

Greenpeace International, Cordaid, Amnesty International, and Action Aid are among the international organizations operating in India that have come under the scrutiny by the Intelligence Bureau, which accused them of “using people-centric issues to create an environment which lends itself to stalling development projects,”\textsuperscript{58} and of being a threat to national security.\textsuperscript{59} Invoking FCRA, the Intelligence Bureau “advised the government to cancel the registration of Greenpeace, re-assess its tax compliance and place all its international affiliates on a home ministry watch list.”\textsuperscript{60} The Ford Foundation’s India office was included on the watch list in 2015. It was removed in 2016 after it complied with the government’s requirements and registered under the Foreign Exchange Management Act (FEMA) of 1999.\textsuperscript{61}

Despite these stringent regulations, India received a low compliance rating regarding Recommendation 8 in the Financial Action Task Force (FATF) Mutual Evaluation review.\textsuperscript{62} FATF noted that Indian authorities consider the nonprofit sector low risk, and that they are only tracking those that receive foreign funding. Alleged cases of money laundering by the private sector were reported but were not investigated by the authorities. A risk-based approach would require, per FATF recommendations, that authorities prioritize investigation of those likely involved in money laundering and financing of terrorism, not just recipients of foreign funding. Following international pressure and to ensure compliance with FATF, India introduced amendments to the Prevention of Money Laundering Act (PMLA). This act placed nonprofit organizations under higher scrutiny by banks and financial institutions for large money transactions and suspicious transactions.\textsuperscript{63} Such an act has provided another example of how compliance with FATF recommendations is used as a justification to adopt restrictive laws that
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provide the executive branch with “a wide discretion in deciding whether CSOs can be established and/or allowed to continue operating.”

**Countering Terrorism and Shrinking Civic Space**

The security picture varies considerably across regions, which in turn impacts the tactics used by the government to manage CSOs. In 2016, India ranked seven among the countries most affected by terrorism as indicated in the Global Terrorism Index. Despite its scores showing improvement from previous years, terrorism continues to be a threat, particularly in conflict prone areas such as the State of Jammu and Kashmir, the central region, and the Northeastern region. Kerala poses rising fear, especially after the Islamic State urged its supporters to launch lone wolf attacks in the region. It is difficult to establish a causal link between shrinking civic space and the increase of violent extremism in the Indian context. One, however, cannot deny that people in terrorism-prone regions feel that they are discriminated against. Communities in these regions are often labeled “terrorists,” and right-wing politicians have accused those in Muslim communities of being loyal to Pakistan instead of India. The Indian Ministry of Home Affairs confirmed these accusations in its annual report, indicating that terrorist incidents in the State of Jammu and Kashmir in 2016 were “sponsored and supported from across the border, for more than two and a half decades.”

This narrative has subjected a number of CSOs and activists working in these regions or defending the rights of these communities to all forms of restrictive measures. Under the pretext of counterterrorism, these measures are implemented in a selective, discriminatory manner, including arresting individuals; denying them access to necessary resources and locations; and subjecting them to increased surveillance. According to Freedom House's *Freedom in the World* report, “threats of government reprisal, including the detention of journalists under the Public Safety Act and the withdrawal of official advertising from publications, continue to intimidate the media [in Jammu and Kashmir]. Journalists also face threats from militant groups, and authorities sometimes impose internet blackouts in an attempt to prevent unrest.”

Invoking the Jammu and Kashmir Public Safety Act, authorities further monitored the research produced at Kashmiri universities. In 2015, Amnesty International faced charges of sedition following the release of its report examining the situation in Kashmir and criticizing the government for instating a culture of impunity among

---
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security forces that committed human rights violations in Jammu and Kashmir.\textsuperscript{72}

CSOs such as the People’s Union for Democratic Rights (PUDR) and Coordination of Democratic Rights Organizations (CDRO) raised concerns regarding violations committed in the name of countering terrorism and nationalism in the region of Jammu and Kashmir. CDRO, in its 2016 report, calling for solidarity with Kashmiris, noted that “[a]ll the sufferings of the past have been aggravated by coming to power of RSS-BJP in India as the ruling party. [The Hindu nationalist group] has unleashed its vicious campaign and targeted Dalits and Muslims and everyone else who challenges their politics.”\textsuperscript{73}

Interviewees explain that the government’s crackdown has not been felt evenly across the sector.\textsuperscript{74} The government continues, for example, to provide funds to noncontroversial organizations or to those working on service delivery.\textsuperscript{75} This capriciousness has divided the sector and prevented collective action. Despite the challenge to solidarity, some CSOs have pushed back against restrictive measures, including by protesting, utilizing legal processes and taking cases to the Supreme Court, and raising funds locally.

\textbf{Conclusion}

The closing of civic space in India is a multifaceted problem. Civic space has been adversely impacted by a combination of the broad concept of national security influenced by the nationalist rhetoric and the promulgation of vaguely worded counterterrorism legislation. This has given Indian authorities wide discretionary powers to target CSOs and silence activists and dissenters. The current discourse has created an intolerant public sphere, where organizations working on human rights and holding the government accountable are construed as a serious threat to national interest.\textsuperscript{76} The union government has managed to garner sympathy among certain segments of society and polarize Indians along national versus antinational lines. The government ignores the fact that by alienating civil society actors, it harms India’s security and hinders economic development.\textsuperscript{77}

Despite the unrelenting, negative campaign against civil society, 43 percent of Indians believe that human rights organizations are protecting the rights of the people in India, and two-thirds believe that they have a positive influence on how things are in the country.\textsuperscript{78} The society still relies on CSOs to uphold human rights principles and standards, the
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rule of law, and good governance, as well as provide much-needed services.

**Recommendations**

**To the Indian government**

- Amend counterterrorism and anti-money laundering laws to be consistent with the principle of legality, reasonable, necessary, and proportionate, as required by international law, and called for by the United Nations and the special rapporteur on protecting human rights while countering terrorism.

- Introduce specific language to FCRA and eliminate broad and vague terms such as “political nature,” “scientific or economic interest of the State,” or “public interest” in order to eliminate any form of its abuse.

- Establish an independent review mechanism on the implementation of UAPA. It will provide the platform for regular review of UAPA’s implementation and its compliance with international standards.

**To civil society actors**

- Document measures and practices that violate the rights to freedom of expression, association, and peaceful assembly.

- Have a collective and non-discriminating voice on actions taken by the union and state governments as well as nonstate actors that infringe on the enjoyment of the rights to freedom of expression, association, and peaceful assembly.

- Utilize the Supreme Court by undertaking strategic litigation.

- Explore alternative funding models to ensure resiliency in the face of growing restrictions.

**To the international community**

- Provide strong support to India’s civil society through engaging with various institutions within the government of India, and providing concerted and consistent messages to align civic space with security.

- Link foreign assistance to progress on protecting civil society space and to training on rule of law matters that should be contingent upon open access to monitors.
CONCLUSION AND RECOMMENDATIONS
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According to the CIVICUS Monitor, just 3 percent of the world’s population lives in countries with open civic space, while almost 1 in 10 people lives in a country with closed civic space and over a third of people live in countries with repressed civic space. While reasoning for the restriction of civic space varies among countries, common threads are to consolidate power and to silence critical and dissenting voices. Fear of foreign interference and of civil society, especially one that poses a serious challenge to the government on “politically” or “developmentally” sensitive issues, are major factors that influence whether governments impose restrictive measures on civic space.

The heightened international focus on combating terrorism has exacerbated restrictions on civic space. Governments were quick in enacting a raft of legislation and measures that curtail civil and political freedoms, particularly in the aftermath of September 11, 2001. Although there is no scarcity of tactics to close civic space, it is evident that some governments have intentionally used the excuse of terrorism to roll back civic freedoms and human rights more broadly. In others, governments’ restrictive measures on civic space and on freedoms have been “unintended byproducts of well-intentioned security packages,” or have simply responded to the threat of terrorism and to the global pressure to counter terrorism.

As demonstrated by the case studies in this report, democratic and authoritarian governments often justify restrictions on civil society as necessary to maintain national security and public order. However, there is scant evidence that legal restrictions on civil society lead to the reduction of terrorist attacks. Based on the results of both correlational and causal multivariate statistical models on data from 148 countries from 2009 to 2016, a recent study failed to find a causal link between increased civil society restrictions and reduced acts of terror. However, the study did find

tium-closing-civic-space-icon/aligning-security-and-civic-space-0.
docs/GRR17_Report_web.pdf.
4 Ross Clarke and Araddhya Mehtta, “5 trends that explain why civil society space is under assault around the world,” Oxfam, August 25, 2015, https://oxfamblogs.org/fp2p/5-trends-that-explain-why-civil-society-space-is-under-assault-around-the-
world/.
5 Amanda Murdie, Do Civil Society Restrictions Reduce Terrorism?, CSIS, forthcoming.
that torture and other physical integrity violations by government agents fueled more terrorist attacks. It is well recognized that human rights violations and repressing civil and political freedoms “could undermine social, political and economic stability and increase the risk of geopolitical and social conflict[,]” and make the recourse to terrorism more likely. Policymakers agree on the important role that civil society plays in fighting terrorism and countering violent extremism, but uncertainty and unwillingness still exist on how to strike the right balance between security and civic space.

The case studies brought light to the following trends:

States have purposefully or unknowingly conflated terrorism with broader (perceived or alleged) national security threats. The blurriness between these two threats is due to the lack of an internationally agreed-upon definition of terrorism and countries’ willful distortion of threats to serve their political agendas.

There are several distinctive elements that impact a country’s approach to security as it intersects with civil society. These two categories can be mixed and matched depending on whether a country exhibits high or low characteristics in either grouping. They are as follows:

- **Political will:** States have varying intentions that drive their counterterrorism approaches and relationship with civil society. At the low end of the spectrum, these governments blatantly use counterterrorism measures to crack down on civil society. At the other end exist countries that are more committed to human rights and civil liberties.
- **Strategy and capacity:** Levels of strategy and capacity as well differ from country to country. At the low end of the spectrum are states that lack the strategy, implementation, or enforcement capacity to execute a counterterrorism strategy that protects human rights and civic space. This may be due to weak institutions or rule of law. On the other end are countries that have high governmental capacity and have adopted a human rights-based approach to countering terrorism.

There is no “silver bullet” approach that effectively incorporates human rights and civil society concerns into national security and counterterrorism strategies. Strategies can and should differ in each context due to the varying nature of the terrorist threat, political will, and government and civil society capacity.

Each case study produced its own respective conclusions that enlighten and inform analysis of other contexts:

- Due to the imminent nature of the terrorist threat in Australia, the broad expansion of the government’s counterterrorism powers has been met with strong public support. However, this coincides with an infringement upon Australia’s human rights obligations under international law. It may very well lead to the erosion of democratic institutions and norms and have a chilling effect on civil society, if these authorities are abused by the current government or future leaders with authoritarian tendencies.
- Bahrain’s counterterrorism policies are in direct opposition to international laws and norms protecting human rights. The result is a closed civic space. Yet, if the international community is interested in Bahrain making democratic reforms, an empowered and revitalized civil society is crucial.
- Burkina Faso is at a critical juncture in its fight against terrorism, as terrorist attacks are on the rise and outstrip the government’s

---

ability to respond. If the government is to design and execute a successful counterterrorism strategy, that respects human rights, it must partner with a strong and united civil society.

- Hungary’s far-reaching campaign against civil society includes many components, including the expansion of counterterrorism powers and the conflation of threats to national security with migration. As the country creeps toward authoritarianism, the voice of Hungarian civil society should be amplified now more than ever.
- In India, rhetoric surrounding nationalism, national security, and terrorism has created an intolerant space for civil society, further pushing activists to the margins. However, the public still trusts civil society to uphold human rights and keep various actors accountable.

The following set of recommendations proposes a comprehensive process that governments, civil society, and the international community should undertake to change political will and find the way. As the case studies found, security situations in individual country contexts are multifaceted and intricate. As such, these recommendations are not meant to be a panacea but must instead be tailored per each context.

*They are grouped under the following categories:*

- **High Will-High Way**: The set of recommendations under this category will be applicable to a context in which the government has the political will and the necessary capacities to align security with civic space.

- **High Will-Low Way**: This category represents contexts in which the government has the political will but lacks the necessary capacities and resources to strike a balance between countering terrorism and protecting civic space.

- **Low Will-High Way**: The governments in this category have the needed resources and capacities, but lack the political will to design or implement a strategy that protects civic space while fighting terrorism.

- **Low Will-Low Way**: These recommendations target governments that have neither the political will nor the necessary resources to align counterterrorism approaches with civic space.

**To governments**

- **Undertake Legal Reform.** Governments should undertake efforts to review domestic counterterrorism legislation to ensure that the definitions of terrorist acts are narrowly crafted, covering only conduct that is “genuinely of a terrorist nature,” as set out by the UN special rapporteur on human rights and counterterrorism.\(^7\) With that, governments should assess all national laws (counterterrorism laws, media laws, NGO laws, and assembly laws) to ensure that they conform with international human rights obligations and principles.

---

Countries should use Australia’s precise definition as an example, as it clearly stipulates what a terrorist act is not: “a terrorist act does not include engaging in advocacy, protest, dissent, or industrial action where a person does not have the intention to urge force or violence or cause harm to others.”

Establish a National Independent Review Mechanism. Governments should establish independent mechanisms for the regular review of the operation of national counterterrorism laws and practices and their compliance with international standards. These mechanisms should ensure the participation of representatives from security, judiciary, and civil society sectors.

Build and deepen partnerships with civil society. When drafting national counterterrorism legislation, revising existing legislation, or developing counterterrorism strategy, governments should always solicit input from a wide range of civil society groups and actors.

Enhance coordination between countries. This is to exchange knowledge and learning among states on aligning security and human rights.

To the international community

Link security assistance with civic space.

Condition weapons and arms sales with open civic space and human rights protection. Establish a comprehensive framework that incorporates the assessment of human rights violations and civil society restrictions that in turn affects the amount of security-sector assistance provided. Withholding arms sales should not only be linked with gross human rights violations, but should also include countries that may commit human rights and civil society abuses in the course of their counterterrorism activities. Countries’ counterterrorism activities should be consistently monitored. The text of the legislation putting this initiative in place should be specific and reasonable, with a low threshold for human rights violations and civil society restrictions.

- The U.S. government has passed a series of laws, including the Leahy laws, that prohibit or condition security assistance in contexts in which human rights violations have been committed. These violations need not be gross, but instead should show systematic tendencies that must be curbed. Within the breakdown of allocations for security assistance, some funds may be allotted for gender and human rights education, as is the case in Afghanistan.

Partner with local civil society organizations to incorporate a greater focus on democracy, governance, and rule of law in security assistance programming. Civil society organizations

---


should also play an integral role in program design and evaluation. Coordination between civil society partners and local and national security forces should be strengthened.

- Provide training on the development and design of counterterrorism strategies that put human rights at the center.

- **Incentivize partners’ governments to protect human rights and civic space.**
  - Link economic aid, and trade with the protection of human rights and civic space. The private sector has a vested interest in open civic space, as it creates a more reliable and conducive environment for business activity. This could include drafting trade agreements that include sections safeguarding human rights and civil society.
  - Provide grants to further strengthen government institutions, including the defense and security sector.

- **Put an embargo on key exports, such as arms or technology, in the case of blatant human rights violations.** Allies should also pressure governments through economic and diplomatic sanctions.

- **Enhance public support for civil society,** especially in those countries in which it is restricted. This should be based on consultation with civil society organizations, and on a clear assessment of their needs and of appropriate approaches for intervention. This may include meeting with and highlighting civil society leaders during public speeches and international visits.

To civil society actors

- **Document measures and practices that violate human rights and restrict civil society.** Such documentation must be impartial and detailed to accurately reflect the situation on the ground to the international community.

- **Build networks and coalitions of diverse actors.** Civil society actors must build effective partnerships with stakeholders outside of their typical network. This may include the private sector, academia, donors, the public sector, and local constituencies. The network will serve as a bulwark and resource during tumultuous times.

---
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The following set of recommendations is addressed to increase coordination and strengthen review mechanisms at the international level.

**To civil society actors**
- Use the space offered by multilateral organizations effectively. CSOs must band together in order to present a collective, unified voice at public forums. In advance of these meetings, CSOs must find platforms to engage and coordinate with each other.

**To multilateral organizations and bodies**
- Consult with civil society representatives on global measures and strategies to combat terrorism. This requires the revision of the Economic and Social Council (ECOSOC) NGO Committee’s civil society accreditation process to ensure CSOs’ access and participation in this dialogue.
- Harmonize strategy and review processes. Current transnational and national security strategies are unique to each context. Multilateral organizations have the opportunity to bring countries together to synchronize and review these strategies, highlight areas for cooperation, and exchange experiences on striking the right balance between countering terrorism and protecting human rights.
- Include agenda items that focus on civil society issues in high-level meetings such as the World Economic Forum, and allow public consultations by CSOs in such forums.

**For the UN Counter-Terrorism Implementation Task Force**
- Establish a legal review mechanism that would conduct a regular review of countries’ counterterrorism laws to ensure consistency with their international human rights obligations, including freedoms of association, assembly, and expression. This should follow a model similar to the Universal Periodic Review.

**For the Counter-Terrorism Committee Executive Directorate**
- Establish an internationally agreed-upon definition for terrorism. Using the legal review mechanism, oversee the revision of national legislation to ensure that new laws and approaches reflect the agreed-upon definition.
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