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Executive Summary

It is in the national interest to encourage the use of strong encryption. No one we interviewed in law enforcement or the intelligence community disagreed with this. The crux of the problem is whether to restrict instant messaging and full disk encryption that does not allow for recovery of unencrypted data without the consent of the user. These are fast-growing market sectors, and decisions by a few companies will have a profound effect on type and prevalence of encrypted communications.

While encryption use is growing rapidly, the share of traffic that is both of interest to law enforcement and unrecoverable is still relatively small. Most companies use encryption that allows law enforcement agencies to recover plaintext data. Most e-mail, if it uses encryption, also allows for recovery. Currently, an estimated 18 percent of global communications traffic is end-to-end encrypted. It is estimated that 22 percent of communications traffic will be end-to-end encrypted by 2019. About 47 percent of all mobile devices in the United States have full disk encryption. If all iOS and Android devices adopt full disk encryption, about 99 percent of the world’s smartphones could become inaccessible to law enforcement.

Comprehensive data on how frequently federal and state law enforcement encounter unrecoverable encryption is unavailable, so it is unclear how damaging increased encryption use is for law enforcement. Access to end-to-end encryption makes investigations difficult. However, it is unclear if increased encryption use leads to an increase in crime. Publicly available material on major terrorist attacks reveals that terrorists distrust Western encryption and rely on burner phones, couriers, or prearranged codes to evade surveillance.

Other countries have concerns about encryption and many favor restrictions, including democracies like Brazil, France, and the United Kingdom. China and Russia already use a range of techniques to ensure that they maintain access to data and communications. While a majority of countries would favor some kind of restriction on access to unrecoverable encryption, there is no global consensus, and the likely outcome is a hodgepodge of national policies.
Our research suggests that the risk to public safety created by encryption has not reached the level that justifies restrictions or design mandates. The encryption issue law enforcement faces, while frustrating, is currently manageable. Alternatives to restriction include international cooperation, expanded use of data analytics, improved law enforcement access capabilities, and regional decryption labs. Such solutions are imperfect, but they face fewer political obstacles than restriction. Law enforcement agencies fear that this situation could change rapidly for the worse, but interim solutions that improve law enforcement’s technical capabilities can provide time to identify sustainable national and international policies on encryption.
Introduction: Encryption’s Effect on Lawful Access to Communications and Data

Technological innovation creates powerful forces for change to which societies must adjust. A series of events—the May 2013 Snowden revelations, growing concern about cybersecurity, and the adoption of new privacy features in consumer devices and applications—has changed how people think about encryption. Encryption has enormous benefits for security and privacy, and the use of encryption by individuals and organizations should be encouraged. The challenge comes from devices, applications, and services that provide encryption that is impossible to access without the assistance of the user, and the impact of this on public safety.

Encryption scrambles plaintext messages. It turns data into unreadable code that can only be deciphered by those that have a secret key or password. Some encryption products and services allow a third party to provide access to decipher encrypted communications without the cooperation of the sender or recipient of the message, or the owner of the device on which the encrypted data is stored. We call this “recoverable” encryption. These recovery mechanisms can be used to provide unencrypted data to law enforcement agencies in response to a warrant. “Unrecoverable” encryption products and services use cryptographic techniques that prevent any third party, including the service provider, from being able to read the encrypted communications, even with a valid court order. It is this unrecoverable encryption that causes the greatest challenge for law enforcement.

Those who fear government surveillance worry that restrictions on encryption will put their privacy at risk. At the same time, there is growing risk to public safety as organized crime, terrorists, and child pornographers are drawn to the use of encrypted communications platforms that are technically impossible to access by law enforcement or by the companies that provide the devices and applications. Cybersecurity adds a further complication, because the need to protect data from cybercriminals and spies means that the national interest is best served by increased use of encryption. Societies must choose how to balance privacy, cybersecurity, and public safety to decide whether increased use of unrecoverable encryption creates risks that justify regulation of its design, sale, or use.
ENCRIPTION POLICY IS OUT OF DATE

The current debate builds on earlier experience. In 2000, the United States removed restrictions on the sale of strong encryption1 even though it knew this could harm law enforcement and intelligence collection. The reasoning in 2000 was that letting companies and consumers use strong encryption on the newly commercialized Internet would make it safer, and the nation would gain economically and in security.

However, few people or organizations took advantage of encryption in 2000. At that time, using encryption involved complications, expense, and delays. As a result, the effect on law enforcement and intelligence was much smaller than expected. Today’s different technological and security environment requires a reexamination of the 2000 decision.

Even though strong encryption was made available in 2000, most people did not use it, and most of the encryption products on the market were recoverable. Now, strong encryption is inexpensive and easy to use, and a growing share of encrypted devices and applications use unrecoverable encryption.

The world was also less dangerous in 2000. China and Russia were friendlier, al Qaeda was a distant menace, and the Islamic State of Iraq and Syria (ISIS) did not exist. The Internet itself has changed, becoming a global high speed network that is the backbone for communications and business that is routinely exploited for crime and espionage. The advent of high speed global networks led to an explosion of crime and espionage on the Internet that few expected in 2000. Public safety faces new threats. While encryption use will reduce some risks, it will increase others.

SURVEILLANCE CONCERNS SHIFTED THE MARKET

Most encryption products include recovery mechanisms because they enable features that customers want. For example, recovery mechanisms allow users to regain access to their accounts if they forget their password, search their historical data easily, link together their devices and apps across platforms, and access their data from anywhere in the world at any time with minimal fuss.

However, in the aftermath of the Snowden leaks, concerns about U.S. companies facilitating government surveillance have grown, creating demand for unrecoverable encryption products. Consumers want assurances that their data cannot be surreptitiously accessed. Concern about American products is driven by the perception that there are inadequate constraints, little transparency, and no oversight on U.S. law enforcement and intelligence agencies. Europe is the most vocal on this subject, but other countries have similar worries. One reason China is investing billions of dollars into building its own domestic information technology (IT) industry is to avoid the perceived risk of depending on foreign products.

1. Meaning encryption products that the National Security Agency (NSA) and Federal Bureau of Investigation (FBI) did not have the ability to “break” in 2000.
To address these concerns and protect market share, some companies are adopting unrecoverable encryption that does not permit cooperation with law enforcement requests. They can tell their customers that not only is it against company policy, it is technically impossible for them to facilitate U.S. government access to the data, whether it is law enforcement seeking evidence with a warrant or an intelligence agency with a national security letter.

The most significant changes since 2000 are the growth of unrecoverable full disk encryption (where data stored on a device’s disk drive is encrypted) and the availability of easily downloaded and installed end-to-end encrypted messaging applications. It is the growth of these commercial encryption products and services offering unrecoverable encryption to a mass market that is of the greatest concern to law enforcement and intelligence agencies.

For governments and consumers, there is growing unease over the use and ownership of online personal data. In the absence of more comprehensive privacy solutions, encryption offers a means for individuals to assert control over their data. There is no simple solution, however: consumers want greater control over their data, but governments cannot abandon their responsibilities for public safety and national security.

THE ENCRYPTION DEBATE AND BACKDOORS

The encryption debate has been cast as a choice between unacceptable options that would weaken encryption by creating a “backdoor” or “golden key.” These loaded terms polarize the discussion over unrecoverable encryption. The term backdoor implies surreptitious access and a lack of accountability. What law enforcement agencies want is the use of recoverable encryption that can permit lawful access with appropriate oversight. The problem is that mandating recoverability is costly and complex to implement. It would affect the ability of firms to sell in foreign markets. And it is unlikely to fully deliver the desired public safety benefits because criminals and terrorists could still leverage non-U.S. encryption products and open source encryption tools.

Claims that blocking unrecoverable encryption will unacceptably damage cybersecurity are also overstated. Judging from the practice of intelligence agencies and large corporations that secure classified and sensitive proprietary information using recoverable encryption, data can be kept secure while using encryption that allows for plaintext recovery.

Currently, the encryption debate is framed as a zero-sum choice between digital privacy and security on one hand and the ability of law enforcement to stop terrorists and catch child pornographers on the other. Progress is hampered by hyperbole and misinformation. A range of hypothetical solutions have been discussed, but rarely with any meaningful inquiry into the effectiveness or consequences of such solutions based on a serious, data-driven evaluation of how technology architectures or business models will be affected.

Encryption creates both benefits and costs. For this report, we sought data on encryption use and its effect on investigations, global markets, and new technologies to better understand the risks that encryption poses to public safety. While the trend toward greater use of unrecoverable...
encryption suggests that the risk to public safety will increase, we could not find data that suggests this risk is unbearable. Our basic conclusion is that the benefits of mandating access to encrypted data would not outweigh the costs. Law enforcement access to encrypted data is an issue, but the magnitude of the challenge is not yet significant enough to justify decryption mandates.
How Prevalent Is Unrecoverable Encryption?

As large Internet companies such as Google and Netflix adopt and promote HTTPS [hyper text transfer protocol secure], encrypted web traffic has grown to more than 50 percent of total Internet traffic in 2016.¹ But the use of HTTPS² or the total amount of encrypted Internet traffic is not a good measure of the challenge for law enforcement. The vast majority of encrypted Internet traffic is of no interest to law enforcement, such as encrypted streaming video for entertainment platforms like Netflix. For law enforcement investigations, e-mail, chat, voice, video communications, and file sharing are of greatest interest, but taken together these platforms account for less than 10 percent of total Internet traffic in North America.³

What changed the encryption landscape was when major IT companies adopted stronger encryption features in widely used consumer communications platforms that are impervious to existing law enforcement techniques and tools. Four trends have rendered traditional methods to access the content of communications and stored data more challenging for law enforcement.

First, device makers and mobile application developers have moved to adopt stronger encryption architectures that utilize end-to-end encryption with perfect forward secrecy, a cryptographic feature that generates and stores private keys on the user’s device and is inaccessible to the service provider, even if the service provider is willing to assist law enforcement. Each message or communications session is encrypted with a new key that is discarded after each session to ensure that no messages sent in the past or the future can be decrypted with the same key.

Second, companies are using more robust methods to authenticate encryption to ensure the integrity of communications. Authentication provides assurance that both ends of the

². HTTPS is a network protocol that uses basic encryption.
communication are who they say they are. Use of temporary authentication keys and more robust authentication functions, such as forced time delays between passcode attempts or auto-erase features, make it difficult for law enforcement to access encrypted communications and stored data.

Third, communications content is increasingly ephemeral. Some chat and e-mail applications are moving to adopt transient messaging by automatically deleting messages from devices and servers immediately after they are viewed (e.g., Snapchat and Wickr). Ephemeral messaging platforms and data retention policies that favor minimization render data inaccessible to law enforcement, regardless of encryption. If the data, even if it is not encrypted, is deleted, it cannot be provided to law enforcement. Importantly, this affects both metadata and the content of communications.

Fourth, companies are taking steps to offer products with the above features on widely used consumer messaging platforms and are enabling these features by default. This significant trend means that users no longer have to manually turn on encryption. In other words, billions of users worldwide have adopted unrecoverable encryption without even knowing it as mobile messaging companies have incorporated features into their products and services that guard against eavesdropping or intercepting communications, but also prevent the companies themselves from being technically capable of accessing user data.

**END-TO-END ENCRYPTED MOBILE MESSAGING**

Mobile messaging applications such as WhatsApp, Facebook Messenger, iMessage, Telegram, Skype, Line, and others are rapidly becoming the dominant mode of communication around the world. Growing demand for instant messaging (IM) means that its share of global message traffic is estimated to grow from 50 percent to 63 percent in the next few years. Instant messaging traffic is expected to grow more than 20 percent annually through 2019, nearly doubling to almost 100 trillion messages per year (or almost 274 billion per day). Many of these apps, called over-the-top (OTT) services and applications, have recently moved to adopt end-to-end encryption, making them inaccessible to law enforcement agencies.

Three of the world’s top twelve mobile messaging apps, as measured by monthly active users (MAUs), have enabled unrecoverable end-to-end encryption by default. This means more than 1.5 billion individuals globally use end-to-end encrypted messaging applications. Many of the largest messaging platforms have adopted end-to-end encryption (E2EE) in the last year, including WhatsApp, Facebook Messenger (not by default), and Viber. The largest end-to-end encrypted messaging app by number of users is WhatsApp, which implemented E2EE by default in April 2016. Less than 10 percent of Internet users in the United States use WhatsApp, but for many other countries WhatsApp is a primary mode of communication. Approximately 34 percent of global Internet users
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have WhatsApp on their phones. In Latin America and the Middle East about 66 percent of Internet users use WhatsApp.6

Juniper Research estimates that roughly 108 trillion messages were sent 2016.7 Almost 90 percent of those messages are instant messages and e-mails, the majority of which are encrypted, often using HTTPS encryption that is accessible to law enforcement through the service provider. Based on the share of messaging platforms that employ end-to-end encryption, we estimate that about 18 percent of total communications traffic uses end-to-end encryption and is inaccessible to law enforcement.


7. This includes SMS, multimedia message service (MMS), e-mail, IM, and social media posts. See Holden, “A2P Messaging.”
The share of unrecoverable encryption as a share of total communications traffic is likely to grow, as instant messaging becomes increasingly dominant. Meanwhile, growth in e-mail and short message service (SMS) messaging, which are usually accessible to law enforcement agencies, is expected to be flat.

The rapid growth of IM means that its share of global message traffic will increase from 50 percent to 63 percent. These estimates imply that even if the share of instant messages that are end-to-end encrypted remained constant, more than 22 percent of global messaging will be end-to-end encrypted and inaccessible to law enforcement by 2019 as instant messaging becomes an increasingly dominant mode of communication.

Some messaging applications present challenges for law enforcement that are unrelated to encryption. For example, Kik is a messaging platform that is known to be used by child predators, who use it to identify victims and share sexually explicit material. Kik is not end-to-end encrypted, but it does not retain most user data on its servers, making it impossible to service search warrants. Telegram, a popular messaging app, supports end-to-end encryption but does not enable it by default. However, law enforcement has struggled to access even unencrypted communications over Telegram, which hosts its data in Switzerland. Telegram is popular with terrorist groups and was used by the jihadi killers of a French priest in August 2016. Developed by Russian Internet entrepreneurs who were forced out of Russia and fled to Germany, Telegram refuses to comply with law enforcement requests for data.

FULL DISK ENCRYPTION

The use of unrecoverable encryption is a growing trend in the mobile space, particularly as full disk encryption (FDE) is becoming the norm for a growing share of consumer devices. Apple is the largest provider of mobile FDE in the world. Approximately 13 percent of all mobile devices globally run iOS, and more than 95 percent of all iOS devices currently run iOS 8 or higher, which Apple says even they cannot access. Device encryption on Apple phones is a likely a bigger challenge for U.S. law enforcement than for other countries because 44 percent of all mobile devices in the United States run iOS.

---

Google's Android is the largest mobile operating system in the world, making up more than 86 percent of the global mobile market. Currently, less than 10 percent of Android devices have enabled FDE, partly because the Android mobile industry is not vertically integrated. Although the operating system is developed by a single company (Google), there is a relatively large number of device makers, which means that the Android ecosystem is less coordinated than Apple’s system.13 Android is also more popular in countries like China and India where the average consumer is more price sensitive and thus more likely to purchase less powerful mobile devices that do not have enough processing power to support FDE without compromising user experience.

Because about 47 percent of all mobile devices in the United States have FDE (the global average is 21 percent), FDE on mobile devices likely poses a larger problem for U.S. law enforcement than it does for other countries. This could change dramatically if all iOS and Android devices adopt FDE.

---

as their default, resulting in the majority of data stored on smartphones becoming inaccessible to law enforcement in all countries.14

E-MAIL ENCRYPTION

In contrast to mobile messaging apps, end-to-end encrypted e-mail is not widely used by consumers or enterprises and is unlikely to be widely adopted, largely for business reasons. E-mail users have different expectations than instant messaging users. They expect to be able to access stored e-mails, recover account passwords if they forget them, access their e-mail from any device, and send e-mails to their friends using different e-mail platforms. End-to-end encryption renders all of these functions difficult or impossible.

Moreover, most e-mail services are free, and providers monetize the service by mining user data, including the content of e-mails. None of the major consumer e-mail providers have deployed end-to-end encryption. The largest e-mail providers globally, with hundreds of millions of users, have adopted secure socket layer (SSL)/transport layer security (TLS) encryption, but none of them use end-to-end encryption that is unrecoverable by law enforcement. By comparison, end-to-end encrypted e-mail providers such as ProtonMail and Tutanota are tiny, with just 1 million users each.15 But growth of end-to-end encrypted e-mail is rising dramatically in the aftermath of recent large-scale e-mail hacks, such as the intrusions into the Democratic National Committee and Yahoo.16
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ENTERPRISE ENCRYPTION

Many of the largest encryption customers are enterprises, which use encryption to protect intellectual property and communications and secure their data against cyber attacks. The majority of enterprises use recoverable encryption because it is in their interest to do so. For a business, unrecoverable encryption can lead to the loss of essential data and intellectual property if passwords are lost or employee turnover occurs. It can also raise liability and regulatory risks if employees use it to mask illegal or unethical activity. As a result, major enterprise encryption providers include recovery solutions and key management systems in their products and services.

Bring your own device (BYOD) policies, in which companies allow employees to use their personal mobile devices (which are increasingly protected by unrecoverable encryption by default) for work, raise additional issues. As employers move to BYOD as a normal business practice, they may require employees to use specific applications for business or install remote access applications on their personal devices to ensure that they can monitor and protect company information on those devices.

VIRTUAL PRIVATE NETWORKS AND ANONYMIZED BROWSERS

Anonymized web browsers like Tor present challenges to law enforcement, but they are not widely used. Virtual private networks (VPNs), which use encryption to provide a secure connection that is difficult to monitor, are more common. One study found that globally one in four Internet users has used a VPN. Roughly 18 percent of global Internet users use a VPN at least once a week, and about 6 percent use one every day.17 VPNs can slow browser speeds or prevent users from accessing some websites. It also prevents web-based services from customizing their offerings for specific users. As a result, consumer VPN use is most common in countries where users are concerned about censorship and government surveillance, while Western democracies see much lower rates of use. For example, VPN use in China was almost double the U.S. rate in 2015.18

Data on Going Dark

The data that is available on the effect of encryption on law enforcement is limited. Senior law enforcement officials have referred to incidents where encryption presented a challenge, but have not provided a comprehensive picture.¹ There is some information, however, on cases where law enforcement has attempted to access data, such as through Title III wiretaps and device seizures, and were thwarted by unrecoverable encryption. This may not represent the full scope of the challenges faced by law enforcement, but it presents a starting point for understanding the effect of encryption use.

ENCRIPTION AND TITLE III WIRETAPS

Data on the effect of encryption on Title III wiretaps suggests that encryption has not significantly hampered law enforcement investigations. Title III wiretaps are used for real-time surveillance of communications in motion. To execute a wiretap, investigators must demonstrate probable cause to obtain a warrant and seek assistance from service providers covered by the Communications Assistance for Law Enforcement Act (CALEA)² to execute the intercept. According to annual Title III wiretap reports compiled by the U.S. Court System, a very small share of Title III wiretaps encounter encryption, and the majority of those are ultimately decrypted.

The first time that unrecoverable encryption was reported in a Title III wiretap was in 2012. That year, 67 wiretaps encountered encryption, of which four were unrecoverable. From 2012–2015, 152 Title III wiretaps encountered encryption, of which 30 were unrecoverable. During this period

---

². See appendix B for additional information on CALEA.
more than 14,500 wiretaps were ordered, meaning that just 0.2 percent of wiretaps encountered unrecoverable encryption.³

Law enforcement officials argue that this statistic is misleading. Title III wiretap applications are complex and time consuming. Investigators know what apps are unrecoverable, so they often do not even bother to request wiretaps in cases where such apps are being used by suspects. Instead, they pursue other investigative techniques to get the evidence needed for prosecution.

**ENCRYPTED MOBILE DEVICES SEIZED BY LAW ENFORCEMENT**

Comprehensive statistics on encryption as an obstacle to law enforcement are currently unavailable, but based on available data, full disk encryption on mobile devices poses a greater challenge.

In April 2016, Amy Hess, executive assistant director of the FBI’s Science and Technology Branch, testified that about 30 percent of the more than 3,000 mobile phones that the FBI seized in the previous six months were password protected, and in about 13 percent of those cases the FBI was unable to access any data on those phones, which is about 120 phones. She also said that she expects that number to continue to grow as unrecoverable encryption is deployed on more devices.

State and local law enforcement are also affected. For example, the Los Angeles Police Department and Los Angeles County Sheriff had a total of 450 inaccessible phones in evidence as of the end of February 2016, while the New York County District Attorney’s office seized 423 inaccessible phones between October 2014 and October 2016. The 423 inaccessible phones seized by the New York County District Attorney’s office represent approximately 34 percent of the total phones seized by that office over the same period, and relate to a range of cases including murders, sex crimes, and complex financial crimes.

**USE OF UNRECOVERABLE ENCRYPTION BY MALICIOUS ACTORS**

Islamic extremists are using unrecoverable encryption to attempt to evade law enforcement and intelligence agencies, with ISIS providing instructions for their followers on how to use encryption in recruiting and coordinating operations. Abdelhamid Abaaoud, the European ISIS leader who directed the terrorist attacks on Paris in November 2015, included computer security in his training for his operatives, teaching them to use open source TrueCrypt disk encryption software to hide data on their computers from law enforcement. Al Qaeda’s media arm even produced its own encrypted communications app, Amn al-Mujahid, to allow its members to communicate.

However, most terrorists do not appear to rely on encryption for their operational communications. They evade surveillance using a number of alternative means. The Paris attackers, for example, used burner phones and other means (such as couriers or prearranged code words) to evade surveillance. Terrorist groups use encryption, but we found no evidence that this is their...
primary means of securing their communications, because they either avoid the use of Western communications technology or use communications techniques to evade surveillance that do not rely on encryption. We examined publicly available material on six major terrorist attacks—Mumbai, London, Boston, San Bernardino, Paris, and Brussels—plus several failed attempts (New York and Koln) and data taken from devices recovered in the conflicts in the Middle East. In no instance did we find evidence that encryption played a determinative role in these incidents. The attackers relied on surprise and responder confusion to achieve success.10

While online recruitment by terrorist groups is a major concern, encryption also does not appear to play a major role in this. In some instances (e.g., London, Brussels), propinquity better explains recruitment—the attackers all lived in the same neighborhoods and had similar social backgrounds. In other cases, terrorists used a combination of false identities and multiple website and chatroom addresses to attempt to evade surveillance. When a site is forced to move, informal networks based on chatrooms or e-mail inform potential recruits of the new network address. This word-of-mouth system to distribute new addresses is very effective. The ability to use social networks for recruitment does not rely on encryption.

CRIMINAL USE

To get an accurate sense of how unrecoverable encryption affects security and public safety, we need to look at the net effect. Being able to obscure data and communication has both positive and

negative results. The benefits accrue in cybersecurity and privacy. The costs accrue in decreased surveillance capabilities, affecting law enforcement and counterterrorism. Communications surveillance and lawful access to communications are invaluable tools in deterring and prosecuting crime and in counterterrorism. What is not clear is how much the current use of unrecoverable encryption actually degrades these capabilities and whether there is any concomitant increase in criminal activity.

Child pornography, which was almost eradicated in the 1980s, has rebounded because the Internet made it easier to engage in this behavior, increasing an incredible 15 times (by the number of cases) between 1995 and 2006. This increase occurred well before the advent of widely available unrecoverable encryption. The principal cause of the increase is access to the Internet making this easier to share. The effect of encryption, however, complicates efforts to identify and prosecute those who engage in child pornography.

Drug traffickers have used encryption to evade surveillance for years. The Zeta organization of Mexico even built its own mobile, encrypted, communications network a decade ago. Encrypted apps provide a cheap alternative to proprietary networks. Drug traffickers used encrypted messaging app Surespot to evade law enforcement as early as 2014. Guadalajara cartel boss Rafael Caro Quintero used WhatsApp video messages to communicate with other cartel leaders, while Sinaloa cartel boss Joaquin “Chapo” Guzman attempted to use a Blackberry to secure his messages while in hiding. The use of encryption changes the nature and complexity of antidrug operations, but as one political official put it: "Drug dealers are using encrypted devices, money launderers are using encrypted devices but they are still being caught, we are still making arrests.”

There are many troubling examples, but judging from the available data, the number of cases affected by encryption is small, ranging from a few dozen to several hundred, varying from jurisdiction to jurisdiction. What the FBI and other law enforcement agencies are worried about is a potential future where large technology companies will provide unrecoverable encryption by default for a growing share of communications platforms.

14. Ibid.
The use of encryption is a subset of a larger problem created by the Internet. In addition to its immensely positive contributions to societies, the Internet also makes it easier to engage in illicit behavior, a trend exacerbated by both the transborder nature of Internet activities and the absence of enforceable legal constraints on online behavior. Malicious actors’ use of encryption is an outgrowth of this larger problem, not its cause. For now, the most likely effect of greater use of unrecoverable encryption is to make prosecution of criminals more onerous. It likely does not mean an increase in the number of people engaging in the criminal activity. Alternative sources of digital evidence are available, such as metadata or unencrypted video, audio, and other types of data increasingly available with the expansion of the so-called Internet of Things. But the rules and policy around leveraging these new data sources are unclear and law enforcement lacks the technical expertise for collection and analysis of this data.

SURVEILLANCE AND ENCRYPTION

In many ways, the debate is about surveillance. Societies need to weigh the risk that encryption restrictions could pose to privacy (and, perhaps, to sales in the global market) against the potential risks to public safety and security from decreased surveillance. Alternate investigative techniques using metadata and advanced data analytics could compensate, to a degree, for greater encryption use by allowing agencies to identify potential terrorists or criminals. This alternative is cumbersome and unsatisfactory in many ways, but our assessment is that while greater use of encryption makes digital surveillance less efficient, it does not render it ineffective.

Since precise metrics on risk and effect do not exist for encryption, we are often left with conflicting opinions. Those who must manage the risk of crime or terrorism fear the rate of increase in unrecoverable encryption use creates unacceptable risk; those who fear surveillance argue that any restriction on encryption is the real source of risk. Better policymaking requires better data, including monitoring the rate of change in the number of investigations and prosecutions thwarted by encryption and the role of encryption in terrorist operations.
Global Concern, but No Global Consensus

One shortcoming of the U.S. encryption debate is its overwhelmingly American focus. Encryption is not just an American issue. Several other countries favor limits on the use of unrecoverable encryption and have moved to block its use. Sometimes this involves laws and regulations, while other times it involves secret agreements between governments and companies. In other cases, there are legal requirements that service providers design and operate their systems in a way that allows them to decrypt data for the government.

More than half of the world’s Internet users live in countries with laws that allow them to mandate some sort of decryption assistance from companies or individual users. Most people live in countries where encryption use is restricted in some way, although how these restrictions are enforced varies widely. To assess global attitudes toward encryption, we looked at 15 countries that account for more than 60 percent of global Internet users. Of these 15 countries, 7 (who are home to roughly half of the world’s internet users) have laws that allow them to require encryption providers to maintain the capability to decrypt data. The other 8 countries are smaller, accounting for about 16.6 percent of global Internet users, and many of these countries, while not requiring recoverability, use other policies to manage encryption.

A survey of global encryption products found 846 encryption products, 546 of which are produced outside the United States. Almost half of these products were made in countries that require encryption providers to maintain the ability to provide access.

COUNTRIES WITH LAWS REQUIRING RECOVERABILITY

China and Russia have multiple laws governing access to encrypted data. Both countries have had encryption licensing regimes since the late 1990s that require encryption providers to submit

products and services for evaluation, and their national security services have the authority to order companies to install hardware and software in their systems to facilitate government surveillance. Both countries also recently passed sweeping antiterrorism laws, which included penalties for service providers that fail to decrypt communications for the government. The authoritarian approach to governance in China and Russia gives them some advantage over other countries in obtaining the data they want from domestic vendors and service providers. The new Russian


counterterrorism law, passed on June 24, 2016, added more explicit requirements on Internet service providers (ISPs) requiring them to provide backdoor access to their encryption and store all consumer communications for at least six months.

China has taken a number of steps that likely improve its ability to access plaintext without the cooperation or knowledge of service providers. China requires many companies to store data in China (physical access can provide advantages in gaining access to data). The Chinese government controls its national telecom service providers (providing easy access to traffic). It imposes encryption design mandates on some IT products, and may have used espionage techniques to gain access to data and passwords. China has also passed a counterterrorism law that requires telecom operators and “enterprises providing encrypted transmission services” to “install technical interfaces” and “report cryptography schemes” to the government. Its new cybersecurity law, passed in November 2016, also requires companies to provide technical support to government agencies conducting investigations. American companies that wish to do business in China will find increasing constraints on the encryption services they can offer. China is also pursuing an industrial strategy to develop national products that will compete with (and perhaps replace) foreign IT products.

In France, encryption providers are required to enter into agreements with the government to facilitate access to data they encrypt or face fines, and the prime minister’s office can ban encryption services that fail to meet their legal obligations. U.K. law has two key provisions for access. The first allows the home secretary to issue orders to communications providers to maintain the capability to facilitate intercepts, while the second allows decryption orders that require anyone in possession of encrypted data and the keys needed to decrypt that data to facilitate decryption for law enforcement. The Investigatory Powers Bill, passed into law in late November 2016, reinforces many existing surveillance authorities, but may allow companies to contest an order to maintain the capability to decrypt communications if it is unreasonably costly or technically infeasible. The scope of implementation and enforcement of these laws varies. France and the United Kingdom both allow iPhone users to access end-to-end encrypted messaging apps like WhatsApp and Viber. Brazil has had high-profile battles over encryption as part of its larger investigation into corruption among senior government officials, attempting to force WhatsApp to facilitate decryption by shutting down its service in the country andjailing its executives. WhatsApp was unable to facilitate access to customer communications in response to a court order. WhatsApp remains the most popular messaging app in the country, used by more than 100 million Brazilians, or more

than 50 percent of the population. The app is popular with smartphone users in many developing countries because it provides a free messaging service.

India has had some of the most sweeping powers to govern encryption in the world on the books since 2000, including mandates for both users and service providers to maintain the capability to decrypt or face prison, as well as the authority to prescribe specific implementations of encryption. However, these laws are not implemented. When the Indian government issued proposed rules to implement the policy in 2015, the rules met with fierce opposition and were retracted in a matter of days.⁹

**ENCRYPTION POLICIES IN COUNTRIES THAT DO NOT MANDATE RECOVERABILITY**

Some countries that do not mandate recoverability have other policies governing the use of encryption that address law enforcement concerns. One of the most common is key disclosure mandates, where individuals holding the keys to encrypted data can be compelled to turn them over or to decrypt data. In Australia, these orders can only be served on the owner of the device or data in question, not on a service provider, and only under certain conditions. In the Netherlands service providers can be ordered to provide assistance in decrypting communications for law enforcement if they have the means to do so, but not users or suspects.

Despite not having an explicit key disclosure law or recoverability mandate, Canada appears to have a close relationship with domestic service providers, who may have provided decryption keys to the Royal Canadian Mounted Police (and perhaps other governments, such as India).¹⁰ Israel’s approach to encryption is opaque, largely centered around an encryption licensing regime run by the Ministry of Defense. Israel’s laws grant broad powers to the government to regulate encryption and to enter into classified agreements with service providers to facilitate surveillance and law enforcement.¹¹

In August 2016, the interior ministers of France and Germany announced a joint proposal on European internal security.¹² One of its provisions calls for the European Commission to study the possibility of issuing a directive on the rights and obligations of communications providers, including possible obligations to remove terrorist content and decrypt messages for investigations.¹³ The
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¹³. Ibid.
fate of this proposal is uncertain, given long standing German ambivalence on encryption restrictions (reflecting Germany’s deep concern for privacy protections).

NATIONAL APPROACHES TO ENCRYPTION CAN BE INEFFECTIVE

The Internet is a global system where individuals can acquire devices, platforms, and applications across national borders. Jurisdiction may be the greatest impediment to establishing a working encryption policy. Apart from a few countries, decryption mandates are rarely enforced in large part because users can access foreign products and services that are outside of the legal jurisdiction of their country, or they can install open source encryption tools. In other cases, governments lack the will to enforce decryption mandates due to political and economic interests.

For encryption policy to work, it must be designed for a global system and agreed upon internationally. A sustainable encryption policy needs to be perceived as legitimate globally. Countries must agree to the conditions under which a government can access plaintext, what transparency and oversight regimes are necessary, and what requirements should be imposed on vendors and service providers. A step is to establish multilateral understandings, but a global agreement may be infeasible because some countries would prefer limits on encryption. There is no consensus on which directions to take.

Absent U.S. leadership, international agreement on encryption is unlikely to emerge. The European Union could impose regulations, but it remains to be seen whether Germany will support mandates. Russia and China lack the international legitimacy to create a regime given their human rights records. India and Brazil are not sufficiently prepared to lead an international effort. In these circumstances, global encryption policies will remain uneven and reactive.

In the near term, reforming the Mutual Legal Assistance Treaty (MLAT) process would alleviate some of the challenges of cross-border requests for data. Under the current system, routine requests for digital records can take 15 to 18 months. The United States is currently the largest recipient of such requests for assistance through the Department of Justice’s Office of International Affairs (OIA), but staffing and resources for OIA has not kept pace with the rapid growth of requests for digital evidence. Foreign governments requesting digital evidence held in the United States must also establish probable cause in order to access the content of communications, which further contributes to delays and complications. These delays in providing foreign authorities the evidence to prosecute crime and terrorism in their countries threatens reciprocal cooperation when U.S. authorities make cross-border requests for evidence for their own cases.


Describing some of the ways to gain access to the plaintext of encrypted messages can help illustrate the challenges for encryption policy. There are important distinctions between mobile devices, software applications, hardware implementations of encryption, and different Internet architectures that affect the ability to gain access to plaintext. The amount of time and money required to gain access to plaintext can vary widely depending on how the encryption is implemented, whether data can be accessed physically or remotely, user practices, and other factors. In many cases, these conditions create insurmountable barriers to decryption.

“Brute force” attacks, which involve repeated efforts to guess keys or passwords, are generally ineffective against strong, well-implemented encryption products. A resource intensive approach is to attack the encryption program itself (sometimes called a cryptanalytic attack) to extract the secret key or passcode. There are several ways to do this depending on the type of information that is available to the cryptanalyst. A government agency could develop an extensive library of reverse engineered or broken encryption products, link this library to massive computing power, and then run an encrypted message through these computers to extract the key. More sophisticated programs might perform some decryption services automatically, and the encrypted traffic could be correlated with metadata\(^1\) gained from other sources. Cryptanalytic approaches to decryption are too expensive and time consuming for a law enforcement agency to duplicate.

Devices and applications can be reverse engineered. If the product is commercially available, attackers can buy it to gain access to the internal electronics, or bombard the application with invalid commands to see how and when it fails. They can attempt to decompile software, a process that can produce the source code. Developers make coding errors. Identifying and exploiting these errors facilitates decryption, but this requires a high degree of programming expertise.

Law enforcement can access plaintext by exploiting these vulnerabilities in software and devices and implanting surveillance software on the target device or system. Surveillance tools can also be
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1. Metadata is data that provides information about other data (e.g., the phone number on a phone bill).
delivered by other vehicles, such as through phishing e-mails or by corrupting the software patching process. Exploiting remote access tools commonly used by system administrators can also serve as a backdoor that can provide access to passwords, record keystrokes, or copy what appears on the screen of the target device.

The ability of an attacker to gain access to source code increases the chance of being able to decrypt. The Chinese government recently passed a set of laws that enable it to require companies to disclose their source code, store data on Chinese territory, and, in some cases, mandate the installation of government-approved encryption. These steps facilitate access to encrypted messages, particularly as they are transmitted over government-controlled telecommunication networks. Interfering in some way with the production process, either with or without the manufacturer’s cooperation, makes decryption easier.

Almost all governments have the ability to monitor domestic communications. This monitoring provides access to traffic, which can allow an attacker to look for patterns that indicate who is using encryption and collate and correlate massive amounts of message traffic to provide useful data to assist in decryption. The act of sending a message itself creates data for billing and address purposes. This metadata is usually not encrypted. It does not provide access to the content of a message, but it can provide information on identity, location, and colleagues. Data analytics techniques can process metadata to identify an individual against whom more assertive techniques (such as operations to gain access to their device) can then be used in order to access content, but these assertive techniques can be both expensive and risky.

In general, intelligence agencies have a greater ability to gain access to plaintext than law enforcement agencies. The fewer legal constraints there are on an agency, individual, or country, the more likely they are to find some way to defeat encryption and gain access to plaintext. The United States and other Western democracies limit what actions their agencies can take against citizens by imposing restrictions on intelligence activities that are essential to protect civil liberties. U.S. intelligence agencies, for example, are not bound by the same legal constraints as law enforcement agencies when it comes to pursuing foreign targets, but their domestic activities are restricted in ways that prevent them from collecting data on criminal activity unrelated to foreign intelligence or sharing information with law enforcement agencies.

Interviews with NSA officials suggest that the agency is reluctant to undertake a domestic mission that could divert resources away from its foreign intelligence responsibilities. NSA does not want to be placed in a position where it may have to reveal its techniques in court, nor meet stringent judicial standards for chain of custody. Nor, given its authorities, can the NSA “service” cases that do not involve foreign intelligence in some way. One issue for consideration is whether the United States should expand the remit of intelligence agencies to support law enforcement or whether it should allow law enforcement agencies to develop similar hacking capabilities.²

There are other techniques that are time intensive or data intensive that require specialized skills and equipment. What is difficult for the NSA may be impossible for the FBI, given both legal and

operational constraints. In the United States, most of these techniques would require considerably more resources for law enforcement agencies and would raise ethical and legal issues. To use the cryptanalytic techniques discussed above, law enforcement agencies would need to be more like signals intelligence agencies and, even with the requirement for court approvals for such operations, there could be serious risks to civil liberties.
Options for Managing the Encryption Problem

The central dilemma in dealing with encryption is that it is in the interest of privacy and national security to encourage widespread use of encryption, but some kinds of encryption unavoidably complicate the tasks of law enforcement investigations and intelligence collection. Any response needs to take into account the fact that the same technologies that empower criminals and terrorists to evade detection or launch malicious attacks can also provide enormous benefits with respect to security, privacy, and the economy. Finding a sustainable solution will require policymakers to consider the interests of companies, law enforcement, and consumers. We are in a world of second-best solutions, and movement on encryption will require compromises that balance competing political forces, both domestic and international.

There are three broad categories of options for managing the encryption problem: a laissez-faire approach, the imposition of restrictions on unrecoverable encryption, or finding alternative ways for law enforcement agencies to access digital evidence (essentially increasing their ability to hack endpoints). The following sections discuss these options, but should not be construed as an endorsement of any of these approaches.

A laissez-faire approach would allow companies to sell whatever kind of encryption they think the market will buy. This is the default option, and it is what we have now. A problem with this approach is that it may not be sustainable internationally. The life of the laissez-faire option can be prolonged by the usual Washington theatrics of commissions, enquiries, special committees, and other mechanisms to give the appearance of movement, but it is ultimately untenable. There will be continued pressure from law enforcement agencies in the United States and elsewhere to prevent further erosion of their investigative and prosecutorial capabilities.

Restricting the design, production, sale, or use of unrecoverable encryption faces insurmountable political obstacles in the United States. This includes bans on the use of unrecoverable encryption, mandating that companies build products that permit lawful access or data recovery, or requiring both telecom and Internet service providers to enable access or block certain encryption products. Some of these measures, besides being politically unpalatable in the United States, could
prompt a reaction in the global IT market against U.S. products that could produce real economic harm to the nation.

It is also important to recognize that this will not solve all of the problems for law enforcement and intelligence agencies. While roughly half of the 546 foreign encryption products identified in a recent survey are from countries that mandate recoverability, the other half are not, and no matter what international agreement is reached, malicious actors will find ways to access unrecoverable encryption through apps produced outside of the agreement or open source and self-made encryption applications. Restricting encryption could also push companies toward other technical solutions to evade the reach of law enforcement, including storing data overseas and not collecting or storing customer data.

The option that poses fewer political difficulties is to expand law enforcement capabilities to exploit vulnerabilities to compromise devices and applications pursuant to investigations, in other words, lawful hacking. There are a number of ways to do this. One way is to allow agencies to purchase hacking services or tools and then use them under existing oversight and approval procedures. There are concerns that getting law enforcement agencies into the business of hacking could be unethical, but the FBI already employs endpoint breaches (called network investigative techniques) under a degree of court oversight. The attraction of improving law enforcement capabilities to hack or decrypt target devices or traffic is that it would not place limitations on how companies design their systems or on what types of products or services consumers are able to use.

Law enforcement agencies already have some legal authorities and technologies to hack endpoint devices, and while adopting endpoint hacking by law enforcement agencies as a primary means of evidence collection could raise concerns, there is room to do more with existing authorities. In the short term, the FBI should invest in more technical resources and find new ways to employ skilled hackers consistent with oversight requirements. However, lawful hacking is not a perfect solution. Relying on this approach could create an arms race dynamic between law enforcement and companies that could quickly escalate costs for both sides. Jurisdictional issues also arise if the sought-after data is located outside of the United States.

Other capabilities can also help law enforcement agencies, such as tools to analyze metadata. Greater use of metadata can provide additional investigative avenues to law enforcement. Metadata can include location data, call records, and e-mail header information, but it does not include the substance of a call or message. As more devices are connected to the Internet, the amount of data generated by individuals will grow, offering greater opportunities to establish patterns of behavior. While metadata is useful, it cannot fully replace the content of communications as evidence. For example, it can show that two people communicated around the time of an incident, but it cannot show what they said, which is critical to proving intent.

Congress could clarify the scope of law enforcement’s existing authorities under the Communications Assistance for Law Enforcement Act (CALEA). CALEA was written in the pre-Internet age, and as a result its mandates do not cover over-the-top service providers and mobile operating system providers. CALEA also does not require service providers to decrypt (or provide the ability to decrypt) communications unless the carrier provided the encryption method and has the ability to decrypt traffic. CALEA could be modernized and expanded, but amendments to CALEA would be difficult to push through Congress.

Another way to expand law enforcement capabilities would be to remove legal obstacles to expanded NSA support for law enforcement. Intelligence agencies often use techniques unavailable to law enforcement agencies, and one issue for consideration is whether we should expand the remit of intelligence agencies to support law enforcement or whether we should allow law enforcement agencies to develop similar hacking capabilities. In the United States, NSA would need different authorities and perhaps additional resources, and the use of classified programs would face problems with discovery by defense lawyers and chain of custody issues for evidence. Furthermore, many of NSA’s most effective techniques for gaining access to data cannot be used on U.S. citizens, which could limit its ability to support law enforcement.

A final option would be to create new national organizations for decryption support to law enforcement. Such a center could leverage existing federally funded research and development centers (FFRDCs) or research universities. Several of these already have programming expertise and advanced computing equipment, which could be leveraged by state and local law enforcement to access additional decryption capabilities and resources.

Any new organization would require the development of mechanisms to ensure coordination at the federal, state, and local levels. An FFRDC or university would need additional resources to create decryption centers. It might be possible to enlist the assistance of some IT companies in this domestic and regional effort. Distributing encryption support among universities in different regions or states might also make this option attractive to Congress.

The principal drawback of this approach, however, is that it is unlikely to ameliorate the problem. It is unrealistic to expect research universities and FFRDCs to maintain an edge against the global tech industry that would allow them to consistently break commercial encryption. These centers would have to constantly find new ways to break encryption, as their sources and methods would be regularly revealed by exposure in court and companies would continue to develop new encryption methods. Making FFRDCs responsible for decryption services would divert resources such as supercomputers and elite computer scientists away from other valuable projects that support day-to-day needs of law enforcement.

A complicating factor in all this is that we should not count on the rest of the world to wait for the United States to find its way to a solution. China and Russia are unlikely to wait, nor will American

2. See appendix B for additional information on CALEA.

policy create precedents for their actions. In contrast, Western countries still look to the United States, but they have begun to implement national solutions independent of U.S. action, chiefly data localization and decryption assistance requirements. Encryption in this regard is an element of the larger collision between national law and global networks. The worst outcome would be a pastiche of regulations or measures that would unfairly target U.S. companies.
We can draw several conclusions from our research into encryption use. First, it is in the national interest to encourage the use of strong encryption. No one interviewed in the law enforcement or intelligence communities disagreed with this. Saying that agencies want to weaken encryption is either a misunderstanding or a misrepresentation.

Second, the encryption challenge to public safety comes primarily from two kinds of products and services, those for instant messaging and for full disk encryption that do not allow for recovery of unencrypted data without the consent of the user. These are fast growing offerings, and decisions by a few companies will have a profound effect on what kind of encryption consumers use.

Third, the risk to public safety created by the use of such products has not reached a level that justifies restrictions or design mandates. Data on the number of cases and investigations thwarted by encryption is partial and incomplete, but indicates that a only small percentage of cases are affected.

Fourth, the use of unrecoverable encryption is a global issue complicated by foreign concerns over the dominance of American IT companies, the continued high risk of terrorism, concerns over corruption, and weak oversight of law enforcement monitoring in many important emerging markets, and the battle between authoritarian regimes and democracies over how human rights apply to the Internet. Perversely, unrestricted access to unrecoverable encryption creates greater risk for democracies than for authoritarian regimes, which are largely unconstrained in their ability to surveil communications, whether or not encryption is used.

Fifth, demand for unrecoverable encryption is driven by a perceived risk to privacy and by the hope that offering unrecoverable products and services will benefit American companies in a global market. Both the risk to privacy and the risk to US companies’ foreign markets from concern about government surveillance are overstated. Our review of the change in revenue for leading IT companies as a result of the Snowden leaks suggests that concerns about U.S. government surveillance did not create insurmountable headwinds to U.S. companies.1 Interviews with foreign
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1. See Appendix A for a discussion of the effects of the Snowden leaks on U.S. tech companies.
officials suggest that the American privacy community is more vocal than is the case in other democracies (with the possible exception of Germany), and much more influential in shaping policy and law. This disparity in influence will hamper the ability of the United States to develop globally acceptable encryption policies, and whatever decision the United States makes now on encryption policy will not be the final decision.

Finally, the debate over encryption is the most salient part of a broader debate on social responsibility on the Internet. The laissez-faire approach of letting companies and consumers do whatever they want is under global challenge. Encryption policy is part of a larger debate on how to define the responsibilities of citizens, companies, and governments in cyberspace. The old free-wheeling Internet where governments were superfluous is ending, but societies have not defined what will take its place. Governments are developing the tools and techniques to assert sovereignty and are reasserting responsibility for central functions like security and law enforcement. They are extending sovereign control using privacy laws, data localization, and requirements for cybersecurity. A central part of this debate is who controls online data and what rules should apply to it.

If everyone in the world used unrecoverable encryption, what would change? Greater encryption use could help reduce cybercrime, which costs the world economy at least $400 billion per year, and also reduce the risk of cyber attack. Privacy protection would improve. These benefits must be weighed against the cost to public safety. In any case, everyone will not use unrecoverable encryption. Companies and consumers continue to demand features enabled by recoverable encryption. Our research suggests that the scope and use of unrecoverable encryption, while frustrating to law enforcement, is small and its risk is manageable.

Law enforcement agencies are justifiably concerned that this could change rapidly, driven by consumer preferences for mobile messaging services and the ease of acquiring unrecoverable encryption. Our research suggests that the market will continue to prefer using recoverable encryption for e-mail and enterprise networks. Two other technologies define the parameters of the encryption problem: full disk encryption for mobile devices and end-to-end encryption for instant messaging. Our analysis of market share and trends suggests that the share of mobile devices and apps that employ unrecoverable encryption is likely to continue to grow.

Encryption lets individuals and companies better control their own data, but the extent and nature of this control is not fully defined. Companies may prefer encryption products that avoid placing them in difficult jurisdictional battles over data or where they are seen, to their detriment in the market, as agents of government. Some consumers will prefer encryption that blocks law enforcement access, but citizens do not have the right to total privacy. Some countries use data and encryption policies as a barrier to trade. Developing a sustainable encryption policy requires

considering more than the ability of law enforcement to investigate and prosecute crime, although this currently is the most salient issue.

The question is what encryption policy best allows people to live safely and freely. Drawing on the precedent of the Fourth Amendment to the U.S. Constitution and the United Nations’ Universal Declaration of Human Rights, the answer is neither the complete absence of restriction nor a guarantee of total access for government. We need to balance the rights of the individual with the needs of public safety in the use of new and valuable technology. There is still time to develop national and international policies that create this balance, but that time is not unlimited. This issue will come to a head as more devices connect to the Internet (the so-called Internet of Things), greatly magnifying the scope of the problem.
Appendix A. Effect of Snowden Leaks on U.S. Tech Companies

The revelation of Edward Snowden about U.S. intelligence activities in May 2013 caused U.S. IT companies understandable concern, as foreign governments and consumers became suspicious of U.S. products. A desire to deflect this suspicion explains in part the emphasis on making “government proof” encryption available.

The extent to which the Snowden revelations have affected U.S. tech companies is subject to debate. One estimate published in 2013, immediately after the Snowden revelations, suggested that the U.S. cloud services industry could lose $35 billion dollars by 2016. However, the U.S. cloud industry experienced consistent growth over the last three years. Top cloud providers like Amazon Web Services (AWS) and Microsoft Azure have grown at a rapid pace. AWS revenue grew nearly 70 percent in 2015, while Microsoft reported Azure revenues increased by 140 percent. That said, it is possible that they would have grown even faster if not for the Snowden leaks.

The broader tech sector has struggled in recent years, with a strong dollar, weak global growth, and declining smartphone demand all putting pressure on revenue growth. Looking at the revenue of the top 10 U.S. tech companies, growth has weakened significantly over the last five years, but the bulk of the decline pre-dated the Snowden revelations, and growth actually recovered over the next few quarters following the leaks before resuming its decline.

Anecdotal data suggests that the reaction to Snowden has presented challenges to some companies. Microsoft and Amazon have reported losing clients to foreign competitors, and foreign

customers ranging from German software companies to the government of India have decided to cancel contracts with American cloud providers.5 IBM has invested more than $1 billion in overseas data centers for clients who fear sending their data to the United States.6 Other companies, meanwhile, have adopted new encryption features to demonstrate their commitment to protecting their customers’ data.7 But some companies offer a more sanguine view; for example, Cisco reported that deals have been slower to close since the revelations, but have still ultimately gone through.8
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While there is some evidence that concerns about U.S. government surveillance are complicating international sales efforts for U.S. tech companies, there is no clear evidence of a shock to the sector’s revenue.

The Snowden revelations contributed to policy decisions by a few large governments to emphasize data localization, increase reliance on domestic services rather than U.S. providers (e.g., Schengen net), increase privacy protections and redress, and in some instances to create domestic industries to build alternatives to American products. Perhaps the greatest challenge comes from the Chinese government, with its plans to displace foreign IT providers and create Chinese companies that are global competitors, using subsidies and nontariff barriers to trade. While there is debate about the ability of the Chinese to make competing products, the near-term effect is to move sales away from U.S. companies and to threaten future global market share.

Offering end-to-end encryption appears to not affect these decisions, suggesting that it is unlikely to protect companies from foreign governments adopting policies that hurt their market share. However, an announcement by the United States that it will require American-made encryption products and services to provide for lawful access would likely only reinforce anti-American sentiment.

The growing concern in many key nations about the security risks associated with unrecoverable encryption could lead them to ban products and services that are inaccessible to law enforcement, resulting in complete loss of market access for American service providers that offer unrecoverable encryption. This reinforces the need for common understanding among nations on encryption as a prerequisite for effective policy.
Appendix B. Surveillance Statutes: CALEA and the All Writs Act

Federal statutes that provide the legal authority and capability to collect electronic evidence have not kept pace with technology. This applies to wiretaps of real-time communications as well as access to stored communications on personal devices and in the cloud.

In 1994, Congress enacted the Communications Assistance for Law Enforcement Act (CALEA), which required telecommunications providers to assist law enforcement in executing court authorized electronic surveillance of real-time communications. The statute requires covered telecommunications providers to build in wiretapping capabilities for law enforcement’s lawful intercept and evidence collection needs. CALEA applies to traditional telecommunications carriers and providers, voice over Internet protocol (VoIP) services, and broadband access services, but the law has three important exceptions.

First, the law explicitly provides that it does not authorize law enforcement to require any specific design of equipment, systems, or facilities, nor does it prohibit the adoption of particular technologies by providers. Second, it does not apply to many communications services that were created after the law was passed and have since become popular platforms to communicate and distribute content. These include what are called over-the-top (OTT) communications services and applications that Internet service providers are neither responsible for nor able to control. In mobile communications, such apps include WhatsApp, Snapchat, Facebook Messenger, iMessage, Facetime, Telegram, and many others. Third, CALEA explicitly provides that telecommunications carriers are not responsible for decrypting communications for law enforcement when they do not possess the key. This means that CALEA authorities do not apply to OTT communications apps that offer encryption.

Stored data, particularly data stored in the cloud, is currently more accessible to law enforcement. Most cloud providers maintain the ability to decrypt data as most of their customers still expect to be able to recover data if they forget their password or other credentials. But rapid adoption of full

disk encryption on mobile phones and other consumer devices is a significant challenge to law enforcement access to electronic evidence.

Unable to access locked mobile devices seized as part of a crime scene using their own capabilities, law enforcement has sought assistance from device manufacturers using authority derived from the All Writs Act of 1789, which provides federal courts the authority to compel third parties to assist in the execution of a court order. A prime example is the application of the All Writs Act in a case involving Apple and the FBI’s investigation of Syed Rizwan Farook in the aftermath of the 2015 San Bernardino attack. The FBI sought to compel Apple to assist in providing access to the data on Farook’s iPhone, which was fully encrypted and included authentication features that prevented the FBI from obtaining the encryption key. Application of the All Writs Act largely hinged on whether the request would impose an unreasonable burden on Apple and whether compelling this type of assistance would be consistent with the intent of Congress. The legal battle over this became moot when the FBI hired a third party to hack the phone.
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