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Feature Article

AFTER THE GREEN DAM VICTORY

Rebecca MacKinnon

It was a rare “kumbaya” moment. All kinds of people - Chinese and foreign - celebrated after the Chinese government succumbed to international and domestic pressure and announced the “postponement” of its edict that all computers sold after July 1st would have to be sold with “Green Dam - Youth Escort” censorware pre-installed. Industry insiders now expect the Green Dam mandate will be quietly scrapped or never enforced. It is important, however, to unpack exactly what happened, and why. A dramatic battle was indeed won, albeit it did not mark a reversal of the Chinese government’s broader Internet censorship efforts.

Billed as a child-protection software tool, “Green Dam – Youth Escort” is a piece of commercial software created by a Hangzhou-based company, Jinhui Computer System Engineering Co. In reality, it does much more than censor porn: it blocks a range of political content, plus transmits information about the user’s Internet browsing and other writing activities back to the software-maker’s headquarters.

Free speech and privacy issues aside, forcing all foreign and domestic computer manufacturers to install one specific software product on all computers nationwide was arguably a violation of China’s own new laws against monopoly and anti-competitive practices – and possibly a violation of China’s market-access commitments under the WTO. But the problems did not stop there: Green Dam was not only censorware and spyware; it was also what security experts call “malware.” Three different groups of independent researchers – computer scientists at the University of Michigan, programmers at the Open Net Initiative, and an independent group of free-speech-minded Chinese technologists – all issued reports in which they found the software to be so badly written that it exposes computers running Green Dam to hacking and identity theft. Furthermore, it was what programmers like to call “crapware”: Green Dam does not even censor porn very well, letting many obscene images through while blocking pictures of cats, babies, and pigs.

The problems did not stop there: Green Dam also turned out to be “pirate-ware.” A California-based company, Solid Oak Software, alleged Green...
Dam stole some of the codes from its child-protection software, Cybersitter, and threatened to sue any U.S. computer company that installs Green Dam on its computers. PC manufacturers faced not only an ethical issue of knowingly aiding the Chinese government in censoring political speech; they also faced a corporate legal counsel’s nightmare. By complying with the Green Dam mandate they would knowingly expose users to criminal hackers and invite legal battles over intellectual property. It was clearly in their interest to negotiate with the Chinese government to reverse the mandate. It was also an easy one for the U.S. government to oppose on trade grounds in addition to free speech grounds.

It also helped that Green Dam proved wildly unpopular with the Chinese public. It was ridiculed across the Chinese Internet as well as in a number of respected state-controlled media outlets like Caijing and the People’s Daily. In addition to all the above problems which many Chinese bloggers found to be an international embarrassment, people suspected the software of being “crony-ware” if not outright “corrupt-ware.” Not only was it viewed as a violation of consumer choice and free speech; it was also seen as incompetent software incapable of competing in the marketplace, whose creators have resorted to government-mandated monopoly as their path to success. The government had paid Jinhui Co. over U.S. $6 million of the Chinese people’s tax dollars on one year’s unlimited usage rights. Numerous blog and chatroom postings alleged ties between Jinhui executives and top leaders. As well, several Chinese lawyers challenged the government’s decision – without an open bidding process – to purchase one year’s rights to the software and forcing it on the Chinese public. Efforts by the Communist Party’s Propaganda Bureau to stifle criticism in the state-controlled media were not successful. Chinese media insiders say one reason for this is that Green Dam had plenty of opponents within the bureaucracy who quietly empowered and supported its critics in the media.

A number of bloggers, journalists, and human rights activists have declared that the Green Dam defeat proves that anything is possible if people try hard enough: unreasonable Chinese government mandates can indeed be overcome. Yes and no.

On the one hand, the Green Dam victory reminds us that Chinese policymaking – especially information technology policy – is a consensus-based process. There are conflicting interests and factions at work amongst the different ministries, Communist Party departments, law enforcement bodies, domestic companies, et cetera. Foreign companies faced with unreasonable mandates and regulations should not assume that they have no choice than to obey. There is much that industry can do to influence not only how regulations are made, but also how (or whether) they are enforced. This would certainly not be the first time the Chinese government has dropped an ill-considered, workable edict after prolonged and patient industry lobbying: The Wall Street Journal’s parent company, Dow Jones Co. managed successfully to convince the Chinese government to scrap an attempt to mandate that its content – along with Reuters, Bloomberg and other financial news services – must be sold in China exclusively through the state-run Xinhua News Agency.

The Green Dam victory is also an example of how
public opinion and consumer sentiment are by no means irrelevant in authoritarian China: Companies wanting to win over the Chinese people’s long-term brand loyalty are well advised not to be too quick to comply with regulations that anger consumers and which the public associates with corruption. Policies can fail and officials can lose their jobs when the Chinese public overwhelmingly turns against them - which is of course why the Chinese government spends so much time and effort on information control, manipulation, and censorship in the first place.

The Green Dam fracas demonstrates that even the Chinese government must be careful not to be simultaneously too blatant, excessively annoying to the public, obviously corrupt, and overly incompetent in the way that it implements censorship – or any policy for that matter. Publicly pressuring all foreign members of an entire industry to do something no other government has asked them to do makes an already unpopular policy even less likely to succeed. But this episode did not convince the Chinese government that censorship and surveillance are not worth attempting. Nor did it weaken the authorities’ appetite for trying.

Since July 1st Google has been pressured to censor its mainland Chinese search engine (google.cn) much more thoroughly than ever before. Many of its international services such as google.com were temporarily blocked in punishment, and some of its services like YouTube and Blogspot remain inaccessible. In the wake of the unrest in Xinjiang, censorship on China’s blogging platforms and chatrooms has increased. Blocking of a range of international websites, including Twitter, has also increased. Chinese companies such as Tencent, Sina, Sohu, and NetEase, are under pressure to beef up their content controls. China’s popular Twitter clone, Fanfou, was closed down soon after the Xinjiang unrest and has not re-opened as of this writing. A number of bloggers who have posted information on the Internet about local corruption scandals have recently been arrested.

The international spotlight has turned away from what is happening. One new tool in the censorship toolbox may have been disabled for the time being, but plenty more are being actively and aggressively deployed.

**Rebecca MacKinnon is Open Society Fellow and Assistant Professor at the University of Hong Kong Journalism and Media Studies Center.**
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**PUBLICATIONS**

  
  By Bonnie S. Glaser, Senior Fellow, Freeman Chair in China Studies, CSIS

  North Korea’s May 2009 nuclear test has infuriated Beijing. Signaling its extreme dissatisfaction with North Korea’s unrelenting defiance of China’s advice and interests, Beijing voted in favor of a new UN Security Council resolution that includes tougher sanctions than the resolution passed following North Korea’s first nuclear test in 2006. However, Beijing remains wary of both direct and indirect potential consequences of pushing North Korea into a corner. North Korea’s second nuclear test and other actions have triggered an intense debate over China’s long-term interests on the Korean peninsula and how to best protect those interests. Yet, it remains to be seen whether substantial adjustments will be made in China’s policy toward North Korea.

  
  By Charles W. Freeman III, Chairholder, Freeman Chair in China Studies, CSIS

  The United States and China will convene the first annual joint Strategic and Economic Dialogue (S&ED) in Washington on July 27 and 28. The S&ED represents the marriage under one umbrella of two earlier high-level dialogues begun under the George W. Bush administration. With Secretary Clinton’s participation, the S&ED effectively raises the profile of issues formerly discussed at the Senior Dialogue to the cabinet level on the U.S. side. The article discusses what is and is not on the agenda at the upcoming S&ED. The author believes the S&ED will formally launch what is certain to be an intensive and sometimes intimate dialogue between the Obama administration and the Chinese government on a wide variety of issues.
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- China’s Capacity to Manage Infectious Diseases: Global Implications, CSIS Freeman Chair in China Studies, March 31, 2009. Project Director: Charles W. Freeman III, Chairholder, Freeman Chair in China Studies, CSIS. Project Editor: Xiaoqing Lu, Research Associate, Freeman Chair in China Studies, CSIS


- *Smart Power in U.S.-China Relations: A Report of the CSIS Commission on China*, cochaired by William S. Cohen and Maurice R. Greenberg; directed by Carola McGiffert, CSIS, March 2009. Charles W. Freeman III, Chairholder, Freeman Chair in China Studies, CSIS, is a commissioner; Bonnie S. Glaser, Senior Associate, Freeman Chair in China Studies, CSIS, and Melissa E. Murphy, Fellow, Freeman Chair in China Studies, CSIS, contributed to the report.

Past Event

- June 8 Congress and the U.S.-China Relationship: Two key policymakers discuss their recent trip to China and their legislative agenda

CSIS hosted a bi-partisan congressional dialogue featuring the Honorable Rick Larsen (D-WA) and the Honorable Mark Kirk (R-IL), Co-Chairs of the U.S.-China Working Group. John J. Hamre, President and CEO of CSIS, delivered opening remarks. The discussion was moderated by Charles W. Freeman III, Freeman Chair in China Studies, CSIS.
FREEMAN FACTS

Oil Facts in China

2. 15 million tons of crude oil are expected to be transported annually from Russia to China between 2010 and 2030.
3. In 2004, China used some 6.5 million barrels of oil per day and overtook Japan as the world’s 2nd largest user of petroleum products. The largest, the United States, consumes about 20 million barrels per day.
4. Between 1980 and 2002, China’s oil demand grew by less than 6% per year on average. In 2003 and 2004, demand spiked by 9% and 17%, respectively.
5. China’s dependence on imported oil grew from 30% in 2002 to about 50% by 2006. China accounted for 36% of the growth in global oil demand during that period, compared to 14% from the United States.
6. While China accounted for under 1/10 of global petroleum demand, it accounted for slightly more than 1/3 of incremental world oil consumption over 2002-2004.

Sources: Beijing Review, China’s Rise: Challenges and Opportunities, IEA, New York Times